
Anthem Cyber Attack Statement 
 
 

Anthem, the State of NH’s third party medical administrator for the active 
employee and retiree health benefit plans since 2008, announced that it has been the 
target of a sophisticated cyber attack.  The Department of Administrative Services (DAS)  
has been working with Anthem to ensure that we have the most up to date information 
about the breach and how it may affect our health benefit plan members and former 
members. 

 
Anthem reported that this breach does not appear to include personal health 

information or credit card information.  The breach does, however, include names, dates 
of birth, medical IDs/social security numbers, street addresses, email addresses and 
employment information.     

 
In its statement, Anthem indicated that it will be notifying by mail all members 

and former members who are affected and will provide those members with free credit 
monitoring and identity protection services.  If you have registered on Anthem.com for 
email updates from Anthem, you can expect to receive an email update from Anthem 
notifying you about the cyber attack. 

 
 Anthem has created a dedicated website, www.AnthemFacts.com, where 

members and former members can access information and review Frequently Asked 
Questions.  Anthem has also established a dedicated toll-free number, 1-877-263-7995, 
that people can call for information about this incident.  You can call Anthem or check its 
website for updated information. 

 
Anthem is working with the FBI and one of the world’s leading cyber security 

firms, Mandiant, to determine the scope of the breach.  DAS will continue to work with 
Anthem to ensure the State’s concerns are addressed. 

 
 

 
 
 
 

http://www.anthemfacts.com/

