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1. INTRODUCTION 
The State of New Hampshire, acting through the DOS, is releasing this Request for Proposal 
(RFP) to procure a Modified-Off-the-Shelf (MOTS) software system and/or associated 
custom developed systems for DOS to replace the Criminal History Records (CHR) and Sex 
Offender Records (SOR) Systems.  The State is not considering vendor hosted options .   

1.1 Contract Award 
 The State plans to execute a Firm Fixed Price (FFP) Contract as a result of this 
RFP. If an award is made, it shall be made based upon evaluation of the 
submitted proposals in accordance with the review process outlined in Section 
5 below. The award will be based upon criteria, standards, and weighting 
identified in this RFP.  
 

1.1.1 Non-Exclusive Contract 
 
 Any resulting Contract from this RFP will be a non-exclusive Contract. The 

State reserves the right, at its discretion, to retain other Vendors to provide 
any of the Services or Deliverables identified under this procurement or 
make an award by item, part or portion of an item, group of items, or total 
Proposal. 

 
If a Contract is awarded, the Vendor must obtain written consent from the State 
before any public announcement or news release is issued pertaining to any 
Contract award. Such permission, at a minimum, will be dependent upon approval 
of the Contract by Governor and Executive Council of the State of New 
Hampshire. 

1.2 Contract Term 
Time is of the essence in the performance of a Vendor’s obligations under the 
Contract.  
 
The Vendor shall be fully prepared to commence work by March 2015, after full 
execution of the Contract by the parties, and the receipt of required governmental 
approvals, including, but not limited to, Governor and Executive Council of the 
State of New Hampshire approval (“Effective Date”). 

 
The Vendor’s initial term will begin on the Effective Date and extend through March 
2018. The term may be extended up to two years (“Extended Term”) at the sole 
option of the State, subject to the parties prior written agreement on applicable 
fees for each extended term, up to but not beyond March 31, 2020. 
 
The Vendor shall commence work upon issuance of a Notice to Proceed by the 
State.  
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The State does not require the Vendor to commence work prior to the Effective 
Date; however, if the Vendor commences work prior to the Effective Date and a 
Notice to Proceed, such work shall be performed at the sole risk of the Vendor. In 
the event that the Contract does not become effective, the State shall be under 
no obligation to pay the Vendor for any costs incurred or Services performed; 
however, if the Contract becomes effective, all costs incurred prior to the Effective 
Date shall be paid under the terms of the Contract. 

1.3 Project Overview  

The objective of the Criminal History Records and Sex Offender Registry Replacement 
Project is to replace both of these systems. The detailed requirements identified in this 
RFP must be the basis for vendors to further refine detailed business requirements and 
design requirements. Vendors must comply with standards described in the State of 
New Hampshire System Development Methodology.  Vendors may bid on Criminal 
Records or Sex Offender Registry systems replacement individually or the combination 
of both systems as a single response.   

1.4 Subcontractors 
The Vendor shall identify all Subcontractors to be provided to deliver required 
Services subject to the terms and conditions of this RFP, including but not limited to, 
in Appendix H Section H-25: General Contract Requirements herein and Appendix 
H: State of New Hampshire Terms and Conditions of this RFP.  
 
The Vendor shall remain wholly responsible for performance of the entire Contract 
regardless of whether a Subcontractor is used. The State will consider the Vendor to 
be the sole point of contact with regard to all contractual matters, including 
payment of any and all charges resulting from any Contract. 

2. SCHEDULE OF EVENTS 
The following table provides the Schedule of Events for this RFP through Governor and 

Council approval and Notice to Proceed. 
EVENT DATE TIME 

RFP released to Vendors (on or about) 12 Jan 2015  

Vendor Inquiry Period begins (on or about) 12 Jan  2015  

Notification to the State of the number of 
representatives attending the (Mandatory or 
Optional) Vendor Conference 

15Jan 2015  

( Optional) Vendor Conference; location 
identified in General Instructions, Section 4.3 

20 Jan 2015 2:30 
AM or 

PM 

Vendor Inquiry Period ends (final inquiries due) 26 Jan 2015  
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Final State responses to Vendor inquiries  28 Jan, 2015  

Final date for Proposal submission 20 Feb 2015 2:30 
PM 

Invitations for oral presentations  24 Feb2015  

Vendor presentations/discussion 
sessions/interviews, if necessary 

 2 Mar 2015  

Anticipated Governor and Council approval Mar 2015  

Anticipated Notice to Proceed  Mar  2015  

 

3. SOFTWARE, REQUIREMENTS AND DELIVERABLES 

3.1 Software 
The State seeks Modified Off the Shelf (MOTS) or custom developed Software for 
this Contract. Each Proposal must present Software that can fully support the 
required functionality listed in Appendix C: System Requirements and Deliverables. 

3.2 Requirements 
3.2.1 Appendix B: Minimum standards for Proposal Consideration, compliance with 
System requirements, use of proposed MOTS Software or custom developed, 
Vendor Implementation experience, and proposed Project Team. 

 
3.2.2 Appendix C: System Requirements and Deliverables 

 
3.2.3 Appendix D: Topics for Mandatory Narrative Responses for Software, 
technical, Services and Project Management topics. 

 
3.2.4 Appendix E: Standards for Describing Vendor Qualifications including Vendor 
corporate qualifications, team organization and key staff, Project Manager, and 
other key staff candidates’ qualifications. 

3.3 Deliverables 
The State classifies Deliverables into three (3) categories: Written Deliverables, 
Software Deliverables, and Non-Software Deliverables. Pricing and scheduling 
information requirements for these deliverables are provided in Appendix F: Pricing 
Worksheets. A set of required Deliverables as well as a list of Requirements for these 
Deliverables is detailed in Appendix C: System Requirements and Deliverables. 
Appendix D: Topics for Mandatory Narrative Responses solicits responses, which will 
expound on the Vendors’ understanding of the Implementation process, the 
manner of Service delivery and experience with similar projects related to the 
Software, technical Services, and Project Management topics. 
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4. INSTRUCTIONS 

4.1 Proposal Submission, Deadline, and Location Instructions 
Proposals submitted in response to this RFP must be received by the Department of 
Safety, no later than the time and date specified in Section 2: Schedule of Events. 
Proposals must be addressed to: 
 

State of New Hampshire 
Department of Safety  
c/o Keith Lohmann 

41 Hazen Drive 
Concord, New Hampshire 03301 

 
Cartons containing Proposals must be clearly marked as follows: 
 

STATE OF NEW HAMPSHIRE 
Department of Safety 

RESPONSE TO DOS RFP 2015-116 
CHR/SOR Replacement 

 
Late submissions will not be accepted and will remain unopened. Delivery of the 
Proposals shall be at the Vendors’ expense. The time of receipt shall be considered 
when a Proposal has been officially documented by the Department of Safety, in 
accordance with its established policies, as having been received at the location 
designated above. The State accepts no responsibility for mislabeled mail. Any 
damage that may occur due to shipping shall be the Vendor’s responsibility. 
 
Vendors are permitted to submit only one (1) Proposal(s) in response to this RFP. 
 
All Proposals submitted in response to this RFP must consist of: 

a. One (1) original and Four clearly identified copies of the Proposal, 
including all required attachments,  

b. One (1) copy of the Proposal Transmittal Form Letter (described in 
Section 4.18.2: Transmittal Form Letter, herein) shall be signed by an 
official authorized to legally bind the Vendor and shall be marked 
“ORIGINAL.” 

c. One (1) electronic copy on CD ROM in MS WORD format. 
 

The original and all copies shall be bound separately, delivered in sealed 
containers, and permanently marked as indicated above. A Vendor’s disclosure or 
distribution of its Proposal other than to the State will be grounds for disqualification. 

 
The cost Proposal (one (1) original and four clearly identified cost copies) 
must be packaged separately from the original Proposal, labeled clearly 
and sealed.  
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4.2 Proposal Inquiries 
All inquiries concerning this RFP, including but not limited to, requests for 
clarifications, questions, and any changes to the RFP, shall be emailed, citing the 
RFP title, RFP number, page, section, and paragraph and submitted to the 
following RFP State Point of Contact: 
 
Keith Lohmann, J-one Program Manager  
Department of Safety 
33 Hazen Drive 
Concord, New Hampshire, 03305 
Telephone: (603) 230-3041 
Email: Keith.Lohmann@safety.nh.gov  
 
Vendors are encouraged to submit questions via email; however, the State 
assumes no liability for assuring accurate/complete email transmission/receipt and 
is not responsible to acknowledge receipt. 
Inquiries must be received by the RFP State Point of Contact (see above) no later 
than the conclusion of the Vendor Inquiry Period (see Section 2: Schedule of 
Events). Inquiries received later than the conclusion of the Vendor Inquiry Period 
shall not be considered properly submitted and may not be considered. 
 
The State intends to issue official responses to properly submitted inquiries on or 
before the date specified in Section 2: Schedule of Events; however, this date may 
be subject to change at the State’s discretion. The State may consolidate and/or 
paraphrase questions for sufficiency and clarity. The State may, at its discretion, 
amend this RFP on its own initiative or in response to issues raised by inquiries, as it 
deems appropriate. Oral statements, representations, clarifications, or 
modifications concerning the RFP shall not be binding upon the State. Official 
responses will be made in writing. 
 
4.2.1 Restriction of Contact With State Employees 

From the date of release of this RFP until an award is made and announced 
regarding the selection of a Vendor, all communication with personnel 
employed by or under contract with the State regarding this RFP is forbidden 
unless first approved by the RFP State Point of Contact listed in Section 4.2: 
Proposal Inquiries. State employees have been directed not to hold 
conferences and/or discussions concerning this RFP with any Vendor during 
the selection process, unless otherwise authorized by the RFP State Point of 
Contact. 

4.3 Vendor Conference 
A non-mandatory Vendor Conference (Conference Call available) will be held 
at the following location on the date and at the time identified in Section 2: 
Schedule of Events:  
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Department Of Safety 

First Floor Conference Room 
33 Hazen DriveConcord, New Hampshire 03305 

 
All Vendors who intend to submit Proposals are encouraged to attend the Vendor 
Conference.  Attendance by teleconference is permitted. Phone numbers will be 
emailed to registrants upon request. Vendors are requested to RSVP via email by 
the date identified in Section 2: Schedule of Events, indicating the number of 
individuals who will attend the Vendor Conference. 
 
Vendors are allowed to send a maximum number of two representatives.  
 
Vendors will have an opportunity to ask questions about the RFP and the State will 
make a reasonable attempt to answer questions it deems appropriate. Questions 
may include, without limitation, a request for clarification of the RFP; a request for 
changes to the RFP; suggestions or changes to the RFP that could improve the RFP 
competition or lower the offered price; and to review any applicable 
Documentation. 
 
Vendors are encouraged to email inquiries at least twenty-four (24) hours prior to 
the Vendor Conference. No responses will be given prior to the Vendor 
Conference. Oral answers will not be binding on the State. The State’s final 
response to Vendor inquiries and any requested changes to terms and conditions 
raised during the Vendor Inquiry Period will be posted to the website by the date 
specified as the final State responses to Vendor inquiries as specified in Section 2: 
Schedule of Events. Vendors are responsible for any costs associated with 
attending the Vendor Conference. 

4.4 Alteration of RFP 
The original RFP document is on file with the State of New Hampshire, Department 
of Administrative Services. Vendors are provided an electronic version of the RFP. 
Any alteration to this RFP or any file associated with this RFP is prohibited. Any such 
changes may result in a Proposal being rejected. 

4.5 RFP Addendum 
The State reserves the right to amend this RFP at its discretion, prior to the Proposal 
submission deadline. In the event of an Addendum to this RFP, the State, at its sole 
discretion, may extend the Proposal submission deadline, as it deems appropriate. 

4.6 Non-Collusion 
The Vendor’s signature on a Proposal submitted in response to this RFP guarantees 
that the prices, terms and conditions, and Services quoted have been established 
without collusion with other Vendors and without effort to preclude the State from 
obtaining the best possible competitive Proposal. 
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4.7 Validity of Proposal 
Proposals must be valid for one hundred and eighty (180) days following the 
deadline for submission of Proposals in Section 2: Schedule of Events, or until the 
Effective Date of any resulting Contract. 

4.8 Property of the State 
All material received in response to this RFP shall become the property of the State 
and will not be returned to the Vendor. Upon Contract award, the State reserves 
the right to use any information presented in any Proposal. 

4.9 Confidentiality of a Proposal 
A Proposal must remain confidential until the Effective Date of any resulting 
Contract as a result of this RFP. A Vendor’s disclosure or distribution of Proposals 
other than to the State will be grounds for disqualification. 

4.10 Public Disclosure 
Subject to applicable law or regulations, the content of each Vendor’s Proposal 
shall become public information upon the Effective Date of any resulting Contract. 
Any information submitted as part of a response to this request for proposal (RFP) 
may be subject to public disclosure under RSA 91-A. In addition, in accordance 
with RSA 9-F:1, any contract entered into as a result of this RFP will be made 
accessible to the public online via the website Transparent NH 
(http://www.nh.gov/transparentnh/).  Accordingly, business financial information 
and proprietary information such as trade secrets, business and financials models 
and forecasts, and proprietary formulas may be exempt from public disclosure 
under RSA 91-A:5, IV. If you believe any information being submitted in response to 
a request for proposal, bid or information should be kept confidential as financial 
or proprietary, you must specifically identify that information in a letter to the 
agency, and should mark/stamp the materials as such. Marking of the entire 
Proposal or entire sections of the Proposal (e.g. pricing) as confidential will neither 
be accepted nor honored. Notwithstanding any provision of this RFP to the 
contrary, Vendor pricing will be subject to disclosure upon approval of the 
contract by Governor and Council.  

 
Generally, each Proposal shall become public information upon the approval of 
Governor and Council of the resulting contract, as determined by the State, 
including but not limited to, RSA Chapter 91-A (Right to Know Law). The State will 
endeavor to maintain the confidentiality of portions of the Proposal that are clearly 
and properly marked confidential. If a request is made to the State to view portions 
of a Proposal that the Vendor has properly and clearly marked confidential, the 
State will notify the Vendor of the request and of the date and the State plans to 
release the records. A designation by the Vendor of information it believes exempt 
does not have the effect of making such information exempt. The State will 
determine the information it believes is properly exempted from disclosure. By 
submitting a Proposal, Vendors agree that unless the Vendor obtains a court order, 
at its sole expense, enjoining the release of the requested information, the State 
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may release the requested information on the date specified in the State’s notice 
without any liability to the Vendors. 
 
 

4.11 Security 
The State must ensure that appropriate levels of security are implemented and 
maintained in order to protect the integrity and reliability of its information 
technology resources, information, and services. State resources, information, and 
services must be available on an ongoing basis, with the appropriate infrastructure 
and security controls to ensure business continuity and safeguard State networks, 
Systems and data. 
 
 The State will evaluate the degree to which the proposed System is designed and 
architected to ensure the confidentiality and integrity of its valued asset, Data. 

4.12 Non-Commitment 
Notwithstanding any other provision of this RFP, this RFP does not commit the State 
to award a Contract. The State reserves the right, at its sole discretion, to reject any 
and all Proposals, or any portions thereof, at any time; to cancel this RFP; and to 
solicit new Proposals under a new acquisition process. 

4.13 Proposal Preparation Cost 
 By submitting a Proposal, a Vendor agrees that in no event shall the State be either 

responsible for or held liable for any costs incurred by a Vendor in the preparation 
of or in connection with the Proposal, or for work performed prior to the Effective 
Date of a resulting Contract. 

4.14 Oral Presentations/Interviews and Discussion 
 The State reserves the right to require Vendors to make oral presentations of their 

Proposals and/or to make available for oral presentations/interviews the IT 
consultants proposed to implement the MOTS or custom developed application. All 
costs associated with oral presentations/interviews shall be borne entirely by the 
Vendor. Vendors may be requested to provide demonstrations of their proposed 
Systems as part of their presentations. 

4.15 Required Contract Terms and Conditions 
 By submitting a Proposal, the Vendor agrees that the State of New Hampshire terms 

and conditions, contained in Appendix H: State of New Hampshire Terms and 
Conditions herein, shall form the basis of any Contract resulting from this RFP. In the 
event of any conflict between the State’s terms and conditions and any portion of 
the Vendor’s Proposal, the State’s terms and conditions shall take precedence and 
supersede any and all such conflicting terms and conditions contained in the 
Vendor’s Proposal. 
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4.16 Proposal Format 
Proposals should follow the following format: 
 
• The Proposal should be provided in a three-ring binder. 
• The Proposal should be printed on white paper with dimensions of 8.5 by 11 

inches with right and left margins of one (1) inch. 
• The Proposal should use Times New Roman font with a size no smaller than 

eleven (11). 
• Each page of the Proposal should include a page number and the number of 

total pages and identification of the Vendor in the page footer. 
• Tabs should separate each section of the Proposal. 
 
Exceptions for paper and font sizes are permissible for: graphical exhibits, which 
may be printed on white paper with dimensions of 11 by 17 inches; and material in 
appendices. 

4.17 Proposal Organization 
Proposals should adhere to the following outline and should not include items not 
identified in the outline. 

• Cover Page  
• Transmittal Form Letter 
• Table of Contents 
• Section I: Executive Summary 
• Section II: Glossary of Terms and Abbreviations 
• Section III: Responses to Requirements and Deliverables 
• Section IV: Narrative Responses 
• Section V: Corporate Qualifications 
• Section VI: Qualifications of key Vendor staff 
• Section VII: Cost Proposal 
• Section VIII: Copy of the RFP and any signed Addendum (a) - 

required in original  
Proposal only 

• Section IX: Appendix 

4.18 Proposal Content 
4.18.1 Cover Page 

The first page of the Vendor’s Proposal should be a cover page 
containing the following text: 

 
 
 
 

STATE OF NEW HAMPSHIRE 
Department of Safety 

RESPONSE TO DOS RFP 2015-116 
CHR/SOR Replacement 
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The cover page should also include the Vendor’s name, contact person, 
contact telephone number, address, city, state, zip code, fax number, 
and email address. 

4.18.2 Transmittal Form Letter 
The Vendor must submit signed Transmittal Form Letter with their response 
using the Transmittal Form Letter Template provided herewith. Any electronic 
alteration to this Transmittal Form Letter is prohibited. Any such changes may 
result in a Proposal being rejected. 

 

Remainder of this page intentionally left blank 
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State of New Hampshire Proposal Transmittal Form Letter 

Company Name________________________________________________________________ 

Address_________________________________________________________________________ 
__________________________________________________________________________ 

To:  NH Department of Safety State Point of Contact: Keith Lohmann  
 Telephone (603) 230-3041  
 Email: Keith.Lohmann@dos.nh.gov 
RE:  Proposal Invitation Name: CHR/SOR Replacement 
 Proposal Number: 2015-116 
 Proposal Due Date and Time:  February 20,  2015 at 2:30 PM EST 

Dear Sir: 

Company Name: _________________________ hereby offers to sell to the State of New 
Hampshire the Services indicated in RFP NH Department of Safety 2015-116 CHR/SOR 
Replacement at the price(s) quoted in Vendor Response Section VII: Cost Proposal, and 
Appendix F: Pricing Worksheets, in complete accordance with all conditions of this RFP 
and all Specifications set forth in the RFP and in the State of New Hampshire Terms and 
Conditions outlined in RFP Appendix H: State of New Hampshire Terms and Conditions. 
 
Company Signor: ______________________________________ is authorized to legally obligate  
Company Name: ______________________________________. 
 
We attest to the fact that: 

The company has reviewed and agreed to be bound by all RFP terms and 
conditions including but not limited to the State of New Hampshire Terms and Conditions 
in Appendix H, which shall form the basis of any Contract resulting from this RFP; No new 
terms and conditions have been added and no existing terms and conditions have been 
deleted in this RFP Proposal. 

The Proposal is effective for a period of 180 days or until the Effective Date of any 
resulting Contract. 

 The prices quoted in the Proposal were established without collusion with other 
eligible Vendors and without effort to preclude the State of New Hampshire from 
obtaining the best possible competitive price; and 

The Vendor has read and included a copy of RFP 2015-116 and any subsequent 
signed Addendum (a). 
 

Our official point of contact is _________________________________________________ 
Title __________________________________________________________________________  
Telephone_______________________Email________________________________________ 
Authorized Signature Printed ___________________________________________________ 
 
Authorized Signature __________________________________________________________ 
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4.18.3 Table of Contents 
The Vendor must provide a table of contents with corresponding page 
numbers relating to its Proposal. The table of contents must conform to the 
outline provided in Section 4.17: Proposal Organization, but should provide 
detail, e.g., numbering, level of detail. 

4.18.4 Section I: Executive Summary 
The executive summary, which must not exceed five (5) pages, must identify 
how the Vendor satisfies the minimum standards for consideration, which are 
described in Appendix B: Minimum Standards for Proposal Consideration, to 
this Request for Proposals. The executive summary will also provide an 
overview of the Vendor’s proposed Solution and Services. Vendors are 
encouraged to highlight those factors that they believe distinguish their 
Proposal. 

4.18.5 Section II: Glossary of Terms and Abbreviations 
The Vendor must provide a glossary of all terms, acronyms, and 
abbreviations used in its Proposal. 

4.18.6 Section III: Responses to System Requirements and Deliverables 
System requirements are provided in Appendix C: System Requirements and 
Deliverables. 
 
Using the response tables in Appendix C, the Vendor must document the 
ability to meet the Requirements and Deliverables of this RFP. 

4.18.7 Section IV: Narrative Responses 
Section IV solicits narrative responses describing the Software, Technical, 
Services and Project Management topics defined for this RFP Project. 
Appendix D: Topics for Mandatory Narrative Responses is organized into 
sections, which correspond to the different deliverables of the Proposal. 
Discussion of each topic must begin on a new page. 

4.18.8 Section V: Corporate Qualifications 
Section V should provide corporate qualifications of all firms proposed to 
participate in the Project. Specific information to be provided is described in 
Section E-1: Required Information on Corporate Qualifications of Appendix 
E: Standards for Describing Vendor Qualifications. 

4.18.9 Section VI: Qualifications of key Vendor staff 
This Proposal section must be used to provide required information on key 
Vendor staff. Specific information to be provided is described in Sections: E-
2: Team Organization and Designation of key Vendor staff; E-3: Candidates 
for Project Manager; and E-4: Candidates for key Vendor staff Roles, of 
Appendix E: Standards for Describing Vendor Qualifications.  
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4.18.10 Section VII: Cost Proposal 
   

The Cost Proposal must include the following: 
 
• The Activities/Deliverables/Milestones Pricing Worksheet prepared using 

the format provided in Table F-1 of Appendix F: Pricing Worksheets and 
any discussion necessary to ensure understanding of data provided; 

 
• A Proposed Vendor Staff, Resource Hours and Rates Worksheet prepared 

using the format provided in Table F-2 of Appendix F: Pricing 
Worksheetand any discussion necessary to ensure understanding of data 
provided; 

 
• A Future Vendor Rates Worksheet prepared using the format provided in 

Table F-3 of Appendix F: Pricing Worksheets and any discussion necessary 
to ensure understanding of data provided; 

 
• A Software Licensing, Maintenance and Support Pricing Worksheet  

prepared using the format provided in Table F-4 of Appendix F: Pricing 
Worksheets and any discussion necessary to ensure understanding of 
data provided. 

 
 

NOTE: SECTION VII COST PROPOSAL, MUST BECOME PUBLIC 
INFORMATION AND AS SUCH SHALL NOT BE MADE CONFIDENTIAL OR 
PROPRIETARY. PROPOSALS SUBMITTED WITH ALL OR PART OF SECTION VII 
LABLED CONFIDENTIAL OR PROPRIETARY SHALL NOT BE CONSIDERED 
RESPONSIVE AND SHALL NOT BE ACCEPTED. 

4.18.11 Section VIII: Copy of the RFP and any signed Addendum(a) - required in 
original Proposal only 
 

4.18.12 Section IX: Appendix- This section provided for extra materials as 
referenced in Appendix D such as Product Literature, Ad Hoc/Federal 
Reporting, Interface Standards, Testing (For UAT Plan) and Status 
Meetings and Reports.  

 
 

 
Remainder of this page intentionally left blank 
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5. PROPOSAL EVALUATION PROCESS 

5.1 Scoring Proposals 
Each Proposal will be evaluated and considered with regard to the Solution and 
Services proposed, qualifications of the Vendor and any Subcontractors, experience 
and qualifications of proposed candidates, and cost. 
 
If the State, determines to make an award, the State will issue an intent to award 
notice to a Vendor based on these evaluations. Should the State be unable to 
reach agreement with the selected Vendor during Contract discussions, the State 
may then undertake Contract discussions with the second preferred Vendor and 
so on. Such discussions may continue at the sole option of the State, until an 
agreement is reached, or all Proposals are rejected. 
 
 
The State will use a scoring scale of 100 points, which shall be applied to the Solution 
as a whole. Points will be distributed among the following factors:  
 

• 30 points - Proposed Software Solution; 
• 15 points – Vendor’s Technical, Service and Project Management 

Experience; 
• 15 points – Vendor Company 
• 10 points _ Staffing Qualifications; and 
• 30 points – Solution Cost (Rates and Pricing) 
• 100 points - Total Possible Score. 

5.2 Rights of the State in Evaluating Proposals 
The State reserves the right to: 

a. Consider any source of information in evaluating Proposals; 
b. Omit any planned evaluation step if, in the State’s view, the step is not 

needed; 
c. At its sole discretion, reject any and all Proposals at any time; and 
d. Open Contract discussions with the second highest scoring Vendor, if the 

State is unable to reach an agreement on Contract terms with the highest 
scoring Vendor. 

5.3 Planned Evaluations  
The State plans to use the following process: 

• Initial screening: 
• Preliminary scoring of the Proposals; 
• Oral interviews and product demonstrations; 
• Final evaluation of Proposals. 
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5.3.1 Initial Screening 
The State will conduct an initial screening step to verify Vendor compliance 
with submission requirements and to confirm that the Proposal satisfies the 
conditions defined in Appendix B: Minimum Standards for Proposal 
Consideration. A Proposal that fails to satisfy either submission requirements or 
minimum standards may be rejected without further consideration. 

5.3.2 Preliminary Scoring of Proposals  
The State will establish an evaluation team to initially score Proposals. 

5.3.3 Oral Interviews and Product Demonstrations 
Preliminary scores from the initial evaluation of the Proposals will be used to 
select Vendors to invite to oral interviews and product demonstrations. 
 
The purpose of oral interviews and product demonstrations is to clarify and 
expound upon information provided in the written Proposals. Vendors are 
prohibited from altering the basic substance of their Proposals during the oral 
interviews and product demonstrations. 
 
For each invited Vendor, the oral interview and product demonstrations will 
be two hours in length. A highly structured agenda will be used for oral 
interviews and product demonstrations to ensure standard coverage of each 
invited Vendor. Information gained from oral interviews and product 
demonstrations will be used to refine scores assigned from the initial review of 
the Proposals. 

5.3.4 Best and Final Offer  
The State may request a Best and Final Offer. The State plans to negotiate 
pricing with the highest scoring Vendor. If an agreement is not reached, the 
State reserves the right to move on to negotiations with the second-highest 
scoring Vendor. 

5.3.5 Final Evaluation 
The State will conduct final evaluations as a culmination of the entire process 
of reviewing Vendor Proposals and information gathering. Reference and 
background checks will be made for finalist or finalists as appropriate. After 
making a preliminary determination of award, the State reserves the right to 
conduct site visits to a Vendor location and/or government site(s) that utilizes 
the Vendor Software.  

5.4 Scoring Detail 
 
The State will select a Vendor based upon the criteria and standards contained 
in this RFP. 
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5.4.1 Scoring of the Proposed Software Solution 
The Vendor’s Proposed Software Solution will be allocated a maximum score 
of (30) points. The main purpose of this section is to measure how well the 
solution meets the business needs of the Agency. The contribution of scoring 
team members representing all stakeholders will be critical in this section.  
 
Factors include but are not limited to : 
 
Software Architecture - Scoring this aspect of the proposals will include: how 
well the solution will adapt to the organization (or does the organization have 
to adapt to it), How does it fit with the organizataion’s other products and 
business strategies? Can it adapt to future organizational changes? Does it 
support organizational technical strategies? Can it easily accommodate any 
planned or possible growth?  
Application – Is there a user group for the application? How long has it been 
in operation? What is its market share? Is cost of upgrade shared by user 
groupes or the sole responsibility of the State? Is this included with the cost of 
Software Maintenance? How are future upgrades determined? These and 
other factors will help the State to understand the costs and opportunities of 
using this software in the future. 
Features - How well does the solution do the things the System needs to do?  
Compatibility with State Systems - The degree to which the System uses 
technologies similar to other State systems, ease of System modification, 
integration and data storage.  
User Friendliness/Usability and Efficiency - How quickly can a user perform a 
needed task? How easy is it to learn, is it intuitive? Is its navigation and 
interface similar to other software used? How steep is the learning curve?  
 
Criteria for these scores will be found in but are not limited to: 
 
Proposal Section III: Responses to Requirements and Deliverables Attachment 
C-2: Requirements, particularly business requirements 
Proposal Section IV: Narrative Responses 
Vendor Presentation and Demonstration 
 

5.4.2 Scoring of Vendor Technical, Service, and Project Management Proposal 
Vendor proposed Services will be allocated a maximum score of (15) points.  
In this section the State will score the technical merits of how the Vendor 
proposes to carry out the implementation and maintain the solution. The 
implementation of the Solution will require the Vendor to customize or 
configure the application to meet the requirements of the State, monitor and 
ensure its operation throughout the warranty period and, if maintenance is to 
be provided, to be a partner in the Solution’s operation throughout its useful 
life. Technical details of the System, administrative procedures, how the 
Vendor manages its team, the project and the technical environment will be 

Page 17 of 97    DOIT RFP Template 10-8-13 



STATE OF NEW HAMPSHIRE 
Department of Safety 

CHR/SOR Replacement  
DOS - RFP 2015-116 

critical. How compatible the Vendor’s procedures and technologies are with 
the State contribute to an assessment of risk both in the short and long term.  
Factors include but are not limited to: 
 
Protection of Data – The degree to which continuous operations are insured 
against unexpected problems.  
Compatibility with State IT Expertise and Training Approach - What is the 
degree to which the System uses technologies which may be supported by 
State personnel.  
Project Execution - Do company procedures facilitate: communication with 
the State, the early discovery and resolution of problems, efficient and 
effective operation through Implementation and an effective support 
structure of the System.  
Project Management Competence - Administrative, management quality 
control and oversight 
Ongoing Operations – Post warranty operation and support  
 
Criteria for these scores will be found in but are not limited to: 
Proposal Section IV: Narrative Responses  
Proposal Section III: Responses to Requirements and Deliverables Attachment 
C-2 – Technical Requirements  
Proposed Work Plan 
References   
  

 5.4.3 Scoring of Vendor Company  
Vendor Company qualifications  will be allocated a maximum score of (15). It 
must be established that the Vendor company is capable of carrying out the 
Project through Implementation, the Warranty Period and the maintenance 
period.  
 
Factors include but are not limited to : 
 
How long in business – A proven track record of operation for a number of 
years that the company will continue to support the System. 
How many years experience with this product – Demonstrated competence 
in working with the proposed product or Technology. 
Bench Strength and support structures – The State will consider the depth of 
required technical skill within the company as well as the Bendor’s plan for 
knowledge transfer to State staff. 
References - The measure of a company’s worth is more accurate when 
made by a third party which has partnered with the company in a similar 
project. 
Litigation – The relevance of involvement of the company in litigation will be 
considered. 
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Financial Strength – Financial strength when measured by financial 
statements or a rating company is an indication of the company’s ability to 
operate long term and through unexpected problems. 
 
Criteria for these scores will be found in but are not limited to: 
Proposal Section V: Corporate Qualifications 
References 
 

5.4.4 Scoring of Vendor Staffing Qualifications 
Vendor Staff must have the training and experience to support the Vendor 
companys plans to implement and support the System. Vendor Company 
qualifications will be allocated a maximum score of (10)  
 
Factors include but are not limited to: 
 
Staff Training – Staff must have relevant training to carry out the Project. 
Staff Certifications – Staff may require specific certification to support and 
configure needed equipment and software. 
Staff Experience – Training and certification is important but experience  
 with similar projects will be a major contributor to a smooth Implementation. 
Size and composition of Vendor Team – Are there sufficient staff resources 
and sufficient qualifications and experience within the Vendor team to carry 
out the project? 
 
Criteria for these scores will be found in but are not limited to: 
Proposal Section VI: Qualifications of Key Staff 
Vendor Presentations 
References 

5.4.5 Scoring the Software Solution Cost 
Vendor proposed Software Solution cost will be allocated a maximum score of (30) 
points. The State will consider both Implementation and subsequent 5  year license and 
maintenance costs, provided in Tables F-1: Activities/Deliverables/Milestones Pricing 
Worksheet, F-4: Software Licensing, Maintenance, and Support Pricing Worksheet and, 
if appropriate, F-5: Web Site Hosting, Maintenance, and Support Pricing Worksheet. The 
cost information required in a Proposal is intended to provide a sound basis for 
comparing costs. 

THE FOLLOWING FORMULA WILL BE USED TO ASSIGN POINTS FOR COSTS: 
 

Vendor’s Cost Score= (Lowest Proposed Cost / Vendor’s Proposed Cost) times  
NUMBER OF maximum points for Solution costs defined in Section 5.1: Scoring 
Proposals. 

 
For the purpose of this formula, the lowest proposed cost is defined as the lowest cost 
proposed by a Vendor who fulfills the minimum qualifications. 
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APPENDIX A: BACKGROUND INFORMATION 

A-1 Department of Safety 
The multi-faceted mission of the Department of Safety encompasses protection 
of the lives and safety and preservation of the quality of life of New Hampshire 
citizens and visitors to our state on the highways, on the waterways, and in their 
homes and businesses. The DOS enforces motor vehicle and highway safety 
laws, criminal laws, commercial vehicle regulations, fire safety, building and 
equipment safety laws and regulations, and boating safety laws and rules. We 
also provide enhanced 911 emergency communications statewide, and are 
responsible for homeland safety and emergency management activities.  For 
further details and history please review http://www.nh.gov/safety. 
 
Project Overview/Justification – The Department of Safety wants to replace 
these two aging applications, Computerized Criminal History (CCH) aka 
Criminal History Record Information (CHRI) and Sex Offender Registry (SOR with 
newer technology, revised business requirements while also incorporating 
efficiency and effectiveness of web technologies. 
 
 
Goals and Objectives for CHR/SOR Replacement:  
 

• Efficiency and effectiveness 
• State employees service empowerment 
• Quality, consistency, and accessibility of information available to 

State managers 
• Eliminate redundant data and Systems 
• Automation for areas where there is currently little automation 
• Modern technologies that can migrate to the technologies of 

tomorrow 
• Smooth transition to new System through effective change 

management 

A-2 Department of Information Technology and Technology Status 
The Project will be conducted in cooperation with the New Hampshire Department 
of Information Technology (DoIT). DoIT coordinates the statewide Information 
Technology activities. 

A-2.1 Technical Architecture  
Components of the State’s technical architecture include: 

 
• State Network Environment: The State operates multiple wide-area 

networks using various technologies including frame relay, fiber, 
dedicated lines, wireless, Voice over IP (VOIP) and VPN technologies. 
Networks have varying levels of integration and connectivity to the 
statewide core for resource sharing and centralized administration by 
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the Department of Information Technology (DoIT). Direct support is 
provided for twenty-one partner agencies; other State agencies 
support their own networks, out-source the support, or use the 
resources of another agency. 

 
• Internet Access: All State agencies are connected to the State’s 

intranet which is being redesigned to function as the statewide core 
network in addition to facilitating access to e-mail, the Internet, and 
the State’s financial applications. Some agencies additionally have 
their own Internet service providers. PCI Compliance is also an 
element in this effort.  

 
• The State uses VMWare for Windows server virtualization and virtual 

hosts are deployed at two separate State campus sites. VMWare 
provides a highly scalable and high availability environment for the 
State’s many Agencies. If a virtual host fails, VMWare automatically 
fails over all of the virtual servers on that host to another host. The 
EMC Networker product is used to manage backups for this 
environment utilizing Data Domain as the disk to disk repository.  
 

• For the State’s Oracle enterprise systems, an Oracle/Linux solution 
(OVM) is used for the virtual environment. Similar to the windows 
environment, this solution provides a highly scalable and high 
availability environment and also utilizes the EMC Networker and 
Data Domain backup solution.  Data Domain is also employed to 
meet the backup requirements within OVM 

A-2.2 Future Systems Environment  
Future design and development efforts should conform to the emerging 
environment as defined by current information technology initiatives, the 
New Hampshire Statewide Strategic Information Technology Plan, and the 
State’s e-Government Architecture Plan. 
This environment is end user centric, utilizing the Internet and Web whenever 
possible, promoting electronic transactions, and centralized common 
services (security, e-payment, content search), where possible. 

A-3 Related Documents Required at Contract time 
a. Certificate of Good Standing/Authority (Appendix G-2–item A) dated after April 

of the current year and available from the Department of State by calling (603) 
271-3244 or (603) 271-3246. Forms are also available on: 
www.sos.nh.gov/corporate/Forms.html 

b. Certificate of Vote (Appendix G-2-Item B) 
c. Proof of Insurance compliant with Appendix H: State of New Hampshire Terms 

and Conditions. 
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A-4 State Project Team 
State high-level staffing for the Project will include:   

A-4.1 Project Sponsor 
The Project Sponsor, DOS Commissioner, will be responsible for securing 
financing and resources, addressing issues brought to his attention by the 
State Project Manager, and assisting the State Project Manager in 
promoting the Project throughout the State. The Project Sponsor or an 
appropriate designee will be available to resolve issues on a timely basis. 

A-4.2 State Project Manager 
The State Project Manager will be responsible for: 
 

Major duties include: Leading the Project; 
• Promoting the Project statewide; 
• Developing Project strategy and approach; 
• Engaging and managing all Vendors; 
• Managing significant issues and risks; and 
• Managing stakeholders’ concerns. 

 

APPENDIX B: MINIMUM STANDARDS FOR PROPOSAL CONSIDERATION 
 

A Proposal that fails to satisfy the requirements in this section may be rejected without 
further consideration. 

B-1  Submission requirements  
• The Proposal is date and time stamped before the deadline as defined in 

Section 2: Schedule of Events. The Vendor has sent the proper number of 
copies with the original version of the Proposal marked “ORIGINAL” and the 
copies marked “COPY” as defined in Section 4.1: Proposal Submission, 
Deadline and Location Instructions 

• The original Proposal includes a signed Transmittal Letter accepting all terms 
and conditions of the RFP without exception 

• The proposed escrow agreement shall be submitted with the Vendor’s 
Proposal for review by the State. 

B-2 Compliance with System Requirements 
System requirements and Deliverables are listed in Appendix C: System 
Requirements and Deliverables in this RFP. The proposed Vendor’s Solution must be 
able to satisfy 97% of mandatory requirements listed with or without modification. 

Page 22 of 97    DOIT RFP Template 10-8-13 



STATE OF NEW HAMPSHIRE 
Department of Safety 

CHR/SOR Replacement  
DOS - RFP 2015-116 

B-3 Current Use of Vendor Proposed Software – Current Implemented Sites of Vendor 
proposed software  
Components that constitute the Vendor’s proposed Software suite must be fully 
implemented and operational in at least one (1) government entity comparable in 
size and complexity to the State of New Hampshire. 

B-4 Vendor Implementation Service Experience  
The Implementation Vendor must have completed the Vendor proposed Software 
Implementation for at least two government clients comparable in size and 
complexity to the State of New Hampshire within the last three years. The specific 
Vendor proposed Software version and functionality must be described. 

B-5 Proposed Project Team  
 
Vendor key personnel for this project are defined as one (1) Project Manager and 
one (1) Business Analyst.  These key personnel will comprise the selected Vendor’s 
core team.  No subsequent substitutions may be made to the key personnel 
designated in the Vendor’s proposal made in response to this RFP without the prior 
approval of DOS. 
 
The Vendor project manager will have overall project responsibility for all Vendor 
project management and development staff and their activities.  The Vendor 
project manager will work closely with members of the DOS project management 
team. 
 
It is highly recommended that each of the Vendor personnel resources proposed 
by the Vendor possess the qualifications and experience noted below.  The project 
manager in particular should have had significant responsibility for managing 
projects similar in size, scope and complexity of functionality.  Experience with the 
management, development and support of State or federal Web application 
projects are preferred.  The intention of the following table is to define the roles and 
responsibilities the State is expecting, rather than the discreet number of individuals. 
 
Key 
Personnel 

Qualifications 

Project 
Manager 

- Minimum seven (7) years of information technology experience, including three 
(3) years of project management experience on complex client server and/or 
web based applications managing the cost, schedule, and status analysis and 
risk reduction.  

- Responsibilities must have included CJIS systems analysis, development, 
maintenance, enhancement, and implementation.   

- The project manager should also have had significant responsibility for a project 
similar in size, functionality and scope. 

Business 
Analyst 

- Minimum of six (6) years experience as a Business Analyst associated with 
current requirements gathering techniques.  Experience with a late generation 
CJIS compliant Criminal History Repository and/or Sex Offender Registry 
System and/or Projects is a plus.  
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- Knowledge of Oracle databases and web technologies such as Microsoft .net, 
Visual Basic, C#, Java, ASP, XML preferred. 

 
 
 
For the purpose of evaluating compliance with this requirement, the Vendor 
team is permitted to include Subcontractors.  In addition, one (1) team member 
may be identified to fulfill the experience requirement in multiple areas.
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APPENDIX C: SYSTEM REQUIREMENTS AND DELIVERABLES 

C-1 SCOPE OF WORK 
            Replace the Criminal Records and Sex Offender Records Systems with a 
commercially available system(s) with minimal modification that will meet the 
requirements outlined in this RFP.  Additional functionality offered by the vendors 
proposal should be easily identifiable and if approved by the State provided at no 
additional costs to the State.  Data migration, conversion, cleanup is part of this 
replacement process.  Hardware will be the responsibility of the State but all software 
and licenses for replacement systems to include devices, servers, reporting will be the 
responsibility of the vendors.     

C-2 REQUIREMENTS  
Vendors shall complete the requirements checklist (Table C-2 General 
Requirements Vendor Response Checklist. Table C-2 is included as an 
attachment to RFP 2015-116.  
 

C-3  DELIVERABLES 
Vendors shall complete the response checklist Table C-3 Deliverables Vendor 
Response Checklist.  

 
Table C-3 Deliverables Vendor Response Checklist 
 

Activity, Deliverable or 
Milestone 

Deliverable 
Type 

Explain how your Solution 
meets the requirement. Cite 
the page of your Proposal. 

Comments 

    
Conduct Project Kickoff 
Meeting  

Non-
Software 

  

Status Meetings Non-
Software 

  

Work Plan Written   

Conduct Research And 
Requirements Validation  Non-Software   

Requirements Analysis 
Report Written   

Goals and Objectives 
Document Written   

Conduct Technical and 
Information Architecture 
Review And Develop Plan  

Non-Software 
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Information Map and 
Navigation Plan Written   

Database Architecture and 
Data Dictionary  Written   

Data Conversion Non-software   

Design Documentation  Written   

Knowledge Transfer  Written/Non-
Software 

  

System and Integration 
Testing Software   

Security Testing Software   

User Acceptance Testing Non-software   

Warranty Period Non-software   

System Acceptance and 
Payment of Holdback Non-software   

 
 

C-4 CURRENT INTERFACES 
Vendors shall complete the response checklist Table C-4 CHR/SOR System 
Interfaces. 
 
Table C-4: CHR/SOR System Interfaces 
 
AGENCY 
NAME 

SYSTEM/SUBSYSTEM 
NAME 
 
EX: HEIGHTS, 
BRIDGES, ETC. 

FUNCTION FREQUENCY 
 
(DAILY, WEEKLY, 
MONTHLY, 
ANNUALLY, ETC.) 

AOC Odyssey Provide 
Dispositions 

Daily 

IDMS Motor Vehicle 
System 

Handle 
administrative 
dispositions 

Daily 

JONE/CPI JONE Switch Transfer Data Daily 
VISION 
(future) 

New Motor Vehicle 
System 

Handle 
administrative 
dispositions 

Daily 

    
 
 
 
Remainder of page intentionally left blank 
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APPENDIX D: TOPICS FOR MANDATORY NARRATIVE RESPONSES 
Vendors must limit narrative responses describing the Software, Technical, Services and 
Project Management topics defined for this Project. The following table identifies specific 
topics for narratives. A page limit is identified for each topic. If a response to a topic 
exceeds the page limit, the State will limit its consideration to the prescribed page limit. 
 

Topic Page Limit 
D-1 Proposed Software Solution  
Topic 0 - Product Literature 1 
Topic 1 - Software Architecture  3 
Topic 2 - Software Releases 5 
Topic 3 - Ad Hoc / Federal Reporting 5 
Topic 4 - User friendliness and usability  10 

Topic 5 - IT Standards 2 
Topic 6 - Interface Standards 2 
D-2 Technical, Services and Project Management Experience 
D-2.1 Security and Protection of Data  
Topic 7 - System Security  10 
Topic 8 - Backup and Recovery 2 
Topic 9 - Assurance of Business Continuity 3 
Topic 10 - Archiving 2 
D-2.2 Compatibility with State Personnel 

and Training 
 

Topic 11 - Preparation of State Staff  3 
Topic 12 - User Training Approach 6 
Topic 13 - Technical Knowledge Transfer 5 
D-2.3 Project Execution  
Topic 14 - Implementation Approach 10 
Topic 15 - Testing 6 
Topic 16- Migration Strategy 3 
Topic 17 - Interfaces 3 
Topic 18 – Environment Setup 2 
D-2.4 Project Management Competence  
Topic 19 - System Acceptance Criteria 6 
Topic 20 - Status Meetings and Reports 3 
Topic 21 - Risk and Issue Management 3 
Topic 22 - Scope Control 2 
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Topic 23 - Quality Assurance Approach 6 
Topic 24 - Work Plan No Limit 
D-2.5 Ongoing Operations  

Topic 25 - Hosted System (N/A - if 
applicable) 

5 

Topic 26 - Help Desk Support 3 
Topic 27 – Support and Maintenance 2 

 

D-1 PROPOSED SOFTWARE SOLUTION 
This section provides a series of topics related to the proposed Software Solution 
that the State of New Hampshire will consider in replacing the CHR/SOR system. 
 

Topic 0 – Product Literature 
Response Page Limit: 1 

Provide an appendix with sales literature describing the functionality of the 
proposed Software. Provide a table with references to pages in the 
appendix that describe functionality addressed for all appropriate topics 
for narrative responses. 

Topic 1 – Software Architecture 
Response Page Limit: 3 

The State will evaluate the degree to which the architecture can be 
supported over an extended period, including the ease of support. 
 
The State prefers a Web-based System, with a browser as the principal user 
interface mechanism. Although the State is open to alternatives that are 
proven to provide better value, it prefers to operate its System database 
tier on HP servers and Oracle or SQL relational database.  
 
Provide a description of the technical architecture of the proposed 
Solution. The following topics, at a minimum, should be addressed: 
 
 
• Is the proposed Software based upon an n-tiered, browser-based 

architecture? 
• Does any part of the proposed Solution require Software (other than a 

browser) to be installed on the client workstation? If yes, describe 
Software that must be installed and the access authorization level 
required to install it. 

• Is the operating System and the database platform a supported 
configuration of the proposed System? 
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• Are there any components of the System that must reside on another 
platform? 

• What application servers are used to support the proposed Solution? 
• What add-on or third-party Software is required to support the 

functionality desired by the State? 
• What programming languages are used for development, 

configuration, and customization of the proposed Solution? 
• What components of the software, such as middleware, are 

proprietary? 
• What is the growth potential of the proposed System? 
• What is the timeframe for technical obsolescence of the proposed 

Software? (For the purpose of this question, the version of the proposed 
Software would be considered obsolete when support is no longer 
available.) 

• What type of staffing is typically required to support the proposed 
product for a client of the size and complexity of the State of New 
Hampshire? (Discuss both number of staff and skills required.)  

• When was the core software written? 
 
If the proposed Solution does not meet the State’s preferences for use of 
HP platform for the database tier and Oracle, discuss the rationale and 
advantages of the proposed System. 

Topic 2 – Software Releases 
Response Page Limit: 5 

The State will evaluate the degree to which the Software appears likely to 
evolve and the burden, if any, of keeping pace with the expected 
evolution. 

 
Discuss the following aspects of anticipated future releases of the 
proposed Software. Coverage should include but not be limited to the 
following: 
 
• What types (maintenance, enhancement, other) of releases are 

planned? 
• What is the historical (past 3 years) and expected frequency of each 

type of new release? 
• What is the version of the current release? 
• How is the content of future releases determined? 
• How is the content of a release communicated to the client? 
• Do government clients have input through a users’ group or some other 

mechanism? 
• Are enhancements made for specific clients included in future 

releases? 
• What specific enhancements are planned for release within the next 24 

months? 
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• What resources, planning, and technical skills are required to install a 
release of each type? 

• Can components of a release be applied individually or by module 
without adversely affecting the overall functionality of the System? 

• Do configuration settings carry forward from one release to the next or 
must they be reinstalled? 

• Do patches carry forward from one release to the next, or must they be 
reinstalled? 

• How long is a release supported? 

Topic 3 – Ad Hoc/Federal Reporting 
Response Page Limit: 5 

The State will evaluate reporting capabilities for robustness, ease of use 
and impact on transaction processing. It will also evaluate the degree to 
which standard federal reports are incorporated into the Software. 
 
In this Software Solution, the State seeks capability to produce ad hoc 
reports from the production System. Provide an overview of the ad hoc 
reporting capability to be provided in the proposed Solution. If a third-
party tool is employed, identify and describe the tool. Discuss capability, 
sophistication, and ease of use, including training required. 
 
Discuss how support is provided for ad hoc reporting without disruption to 
processing of transactions. Describe how the following needs are 
addressed: 
 
• Ad hoc reporting; 
• Online analytical processing (OLAP); 
• Creation of Data extracts, and 
• Historical reporting. 
 
ADD IF APPROPRIATE:  
New Hampshire agencies are required to submit a variety of reports to 
federal authorities. Because the same reports are also required by other 
jurisdictions, the State believes that Software tailored for state governments 
will provide all or many required reports. Provide a brief overview of federal 
reports provided in the proposed Software. In an appendix organized by 
federal agency, list specific reports provided by form number and name. 

Topic 4 – User Friendliness and Usability 
The State values software that is compatible with its intended user's ability to use 
it easily and successfully. 

• To what extend is the software intuitive based on the likelihood that the 
user has experienced other applications with similar graphic user 
interfaces. 
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• How efficient is the software in terms of the number of operations 
required to perform basic tasks. 

• How does the Vendor’s training proposed training process support the 
application 

• How many hours is required to make a new user fully functional 

Topic 5 – IT Standards 
Response Page Limit: 2 

The State will evaluate the degree to which IT standards used in the Vendor 
provided product are compliant with other State Systems, or utilize existing 
State standards. 

 
Describe standards incorporated into the proposed software for: 
• Electronic signatures; 
• Electronic bidding; 
• Electronic Funds Transfer (EFT); 
• Electronic Data Interface (EDI); and 
• Purchase cards. 
 
The proposed Solution must comply with Open Standards and Open 
Data Formats as mandated by RSA 21-R (HB418 2012). 

 
• Is the proposed application considered Open Source Software? 
• Does it comply with Open Standards, including but not limited to 

Open Data Formats? 
• Describe the degree to which the proposed Solution meets the 

requirements of RSA 21-R:10, 21-R:11, 21-R:13. 
 
Identify whether standards employed are national in origin or are unique 
to the proposed Software. 
 

Topic 6 – Interface Standards 
Response Page Limit: 2  

The State will evaluate the ease of interfacing custom Software from State 
agencies and business partners with the proposed Vendor Solution 
product. 

 
The State anticipates that some agencies and business partners will need 
to interface custom Software to the State's new System. Describe the 
mechanisms and tools included in the proposed System to implement 
these interfaces. Be sure to address the following aspects of this topic: 
 
• What types of interfaces are possible with the proposed System (e.g., 

online, batch, etc.)? 
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• What Data is available to other systems? What Data may be 
imported/updated from other systems? 

• What tools are provided with the System for the development of 
interfaces? 

• What programming languages and/or query languages are required 
for development of interfaces? 

• What scheduling tools are required for initiation of interfaces? Are 
these tools included with the proposed Software? 

• Are there any constraints upon the timing of batch interfaces? 
• Does the System employ standard definitions or file layouts for 

interfaces? If so, include a sample in an appendix. 
• What standard interface formats are used with the proposed 

Software? What degree of flexibility is available? 
 

D-2 Technical, Services and Project Management Experience  
This section provides a series of technical topics that the State of New Hampshire 
will consider in selecting CHR/SOR Replacement. A maximum length of response for 
each topic is defined. 

D2.1 Protection of Data 
 

Topic 7 - System Security 
Response Page limit: 10 

The State will evaluate the degree to which System issues can be 
avoided. 

 
 Software Systems must be reliable, regardless of how they are 
delivered. The State’s workers and citizens expect government services 
and information to be reliable and available on an ongoing basis to 
ensure business continuity. Describe the System security design and 
architectural features incorporated into the proposed Software. At a 
minimum, discuss the following: 
 
• The identification and authentication methods used to ensure that 

users and any interfacing applications are identified and that their 
identities are properly verified. 

 
• The authorization methods used to ensure that users and client 

applications can only access Data and services for which they have 
been properly authorized. 

 
• The immunity methods used to ensure that unauthorized malicious 

programs (e.g., viruses, worms and Trojan horses) do not infect the 
application. 
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• The methods used to ensure that communications and Data integrity 

are not intentionally corrupted via unauthorized creation, modification 
or deletion. 

 
• The methods used to ensure that the parties to interactions with the 

application cannot later repudiate or rebut those interactions. 
 
• The intrusion detection methods used to ensure the detection, 

recording and review of attempted access or modification by 
unauthorized individuals. 

 
• The privacy methods used to ensure that confidential Data and 

sensitive communications are kept private. 
 
• The System maintenance methods used to ensure that unauthorized 

System maintenance does not unintentionally disrupt the security 
mechanisms of the application or supporting hardware. 

 
• The testing methods conducted to load and stress test your software to 

determine its ability to withstand Denial of Service (DoS) attacks. 
 
• Your Software patch schedule employed to protect the Software from 

new security vulnerabilities as they arise. 
 
• The ability of your Software to be installed in a “locked-down” fashion 

so as to turn off unnecessary features (user accounts, operating System 
services, etc.) thereby reducing the software’s security vulnerabilities 
and attack surfaces available to System hackers and attackers. 

 
Describe the System assurance provisions incorporated into the proposed 
Software. At a minimum, discuss the following: 
• What process or methodology is employed within the proposed 

Software to ensure Data integrity? 
• To what degree does the approach rely on System assurance 

capabilities of the relational database management system (RDMS)? 
• If multiple databases are employed, what extra procedures are 

employed to ensure synchronization among databases? 
• What out-of-the-box system assurance reports are provided for online 

and offline processing? 

Topic 8 – Backup and Recovery 
Response Page Limit: 2 

The State will evaluate the degree to which proposed backup and 
recovery processes protect mission-critical Data, ease of use of these 
processes, and impact of these processes on operation of the System. 
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The State seeks a sound backup and recovery provision as part of the 
Solution. Describe the tools used for backup and recovery of applications 
and data. Describe the impact of the proposed backup process on the 
operation of the System. Also, address the following: 

• Use of and method for logging and journalizing;  
• Single points of failure and recommended approaches for their 

elimination;  
• Approach to redundancy; and 
• Impact of Software license fees.  

 
The State believes that additional Software license fees solely related to 
redundancy for backup and recovery would be inappropriate. If the 
Proposal differs from this standard, describe and provide rationale for the 
difference. 

Topic 9 – Assurance of Business Continuity  
Response Page Limit: 3 

The State will evaluate the degree to which the plan proposed to assure 
business continuity mitigates risk to the State, and its potential for 
Implementation (cost effective and easy to implement). 
 
• The State wishes to consider provision for assurance of business 

continuity as an optional component of the Solution. A current risk for 
business continuity involves loss of the State’s Data Center. The State will 
decide whether to exercise this option based, in part, on cost. 

 
• Vendors are asked to provide an option for the State to continue 

operation at a different site in the event that the Data Center is 
unavailable. Discuss necessary planning for the proposed remote site 
and transition to the site if the Data Center is incapacitated. 

 
• The State believes that additional Software license fees solely related to 

redundancy for assurance of business continuity would be 
inappropriate. If the Proposal differs from this standard, describe and 
provide rationale for the difference. 

Topic 10 – Archiving 
Response Page Limit: 2 

The State will evaluate the degree to which the proposed archiving and 
retrieval scheme balances response time, or offline and online processing 
with the value of accessing historical Data. 

 
• The Vendor will be expected to provide and implement an archiving 

and retrieval scheme that balances response time of offline and online 
processing with the value of accessing historical Data. Describe the 
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scheme (online and off line) that will be implemented and discuss why 
the balance is optimal. Also, describe the proposed approach for the 
permanent retention of Data selected by the State in an off-line 
format. Provide a methodology and appropriate tools for the retrieval 
of the off-line formatted Data. 

D2.2 Compatibility with State Personnel 

Topic 11 - Preparation of State Staff on the Project Team 
Response Page Limit: 3 

The State will evaluate whether the provisions to prepare State staff 
participating in the Project will enable the staff to contribute appropriately. 
 

Describe how State staff assigned to the Project Team will be prepared to 
contribute. Provide an overview of Project Team interactions and 
dependencies between functions. 

Topic 12 – User Training Approach 
Response Page Limit: 6 

The State will evaluate whether the training approach is likely to prepare 
users adequately to use the new System from the day of deployment, 
including maximum knowledge transfer to allow the State to conduct its 
own training in the future. 

 
• The State understands the importance of training for a successful 

Software Implementation. The State seeks a detailed discussion of 
training alternatives in addition to a recommended training approach. 

 
• Describe the process for an assessment of needs; identifying casual, 

power, and specialty users; developing a curriculum for each 
audience; and conducting, evaluating, and refining training courses. 

 
• Questions to address include, but are not limited to, the following: 
 What type of training (instructor led vs. computer based) will be 

used for each purpose and why? 
 What methods will be employed to evaluate training activities? 
 How will training be coordinated with other user support activities? 
 Will manuals be adequate to enable trained users to research 

answers to their own questions? 
 If the perception is that they are not adequate, can those manuals 

be quickly revised? 
 How will the State be prepared to conduct ongoing training after 

Implementation is completed? 
 Are training manuals on-line and maintained as part of a 

maintenance agreement? 
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Topic 13 – Technical Knowledge Transfer 
Response Page Limit: 5 

The State will evaluate whether the technical knowledge transfer in 
described the Proposal will prepare State staff to accept full responsibility 
for maintaining the Vendor proposed System at the conclusion of 
Implementation  

 
• The transfer of technical knowledge is important for operations, 

configuration/development, workflow, business setup, maintenance, 
and management. Address training curriculum, training priorities and 
prerequisites, specific commercial and custom courses, and one-on-
one learning opportunities for State staff. 

 
• Identify whether recommended training will be provided on site. Use 

specific examples from past system implementations to explain how its 
approach to technical training and knowledge transfer would allow 
the State to operate independently when the Implementation ends. 

D2.3 Project Execution 

Topic 14 – Implementation Approach 
Response Page Limit: 10 

The State will evaluate the quality of analysis, reasonableness, and 
flexibility evident in the proposed Implementation approach. 

 
• The State would like to implement all modules of the selected Software 

as quickly as feasible at the lowest possible price. The State recognizes, 
however, that it might have difficulty coping with a “big bang” 
Implementation strategy. Consequently, the State seeks suggestions on 
an implementation approach. 

 
• Provide one or more feasible Implementation plans. For each plan 

provided: 
 

a. Identify timeframes for major milestones, including timing for 
discontinuing legacy Systems; 

b. Discuss cost implications of the plan, including implications 
on maintenance fees; and 

c. Address the level of risk associated with the plan. 
 
To assist the State in evaluation of the Implementation Plan or plans 

discussed, include: 
 

a. A listing of modules that constitute the proposed Software; 
b. Identification of modules that should be considered “core;” 
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c. Identification of modules that are neither required nor proposed to 
satisfy State requirements; and 

d. A general description of functionality contained in each module. 
 
Identify the Implementation Plan used as a basis for the cost Proposal. 

Topic 15 – Testing 
Response Page Limit: 6 – Appendix Required 

The State will evaluate the quality of support the Vendor will supply to assist 
State testing staff and the effectiveness of the proposed Defect tracking 
and resolution process. The ability of the State Project leadership to 
participate in analysis, classification, and establishment of priorities for 
suspected Defects will also be evaluated. 

 
State staff will conduct Acceptance Testing, but support from the selected 

Vendor is required, refer to Appendix G-1: Testing and Acceptance. To 
define the type of support that will be provided, address the following 
questions:  

 Describe your testing methodology and include a proposed test plan. 
 Will configured Software be delivered in functional components for 

State Acceptance Testing? 
 How much time should the State allow to complete User Acceptance 

Testing of a component? 
 What test management and test driver tools will be employed in quality 

assurance testing prior to delivery of code to the State? Will these tools 
be available to the State for use in Acceptance Testing? 

 What support will be provided to prepare State staff during 
Acceptance testing? How will on-site support for the State testing team 
be provided? 

 How will members of the testing team be prepared to test the 
configured Software? 

 What Documentation of configured Software will be available to the 
testing team? 

 Based on experience in similar projects, how many and what types of 
Defects are likely to be encountered in Acceptance Testing? (Include 
metrics from other projects to support this response.) 

 How much time is available for comprehensive testing and correction 
of Defects prior to Implementation? Based on metrics from similar 
projects, is it sufficient? (Provide information from other projects to 
support this response.) 

 If frequency exceeds the expected level, what corrective actions will 
be instituted? 

 How quickly will a suspected Defect be investigated, and what 
classifications are planned for suspected Defects? 

 How quickly will Software Defects be corrected? 
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 What specific Software tools will be used to isolate performance 
problems? 

 What tools will be used to document and track status of suspected 
Defects? 

 Will these tools be available to the State after the Project is completed? 
 What role will the State play in classification and prioritization of 

Defects? 
 Will System performance be measured and documented using the 

State’s infrastructure and data? If yes, how? 
 
Provide a sample User Acceptance Test Plan from a completed project as 

an appendix. 

Topic 16 – Migration Strategy 
Response Page Limit: 3 

The State will evaluate the degree to which the Vendor will ensure that data 
conversion is effective and burdens State staff to the minimum extent 
possible. 
 
• Provide recommendations for assessing Data quality and conducting 

Data cleansing prior to conversion, and discuss use of automated tools 
in conversion. 

 
• Also, address procedures for populating the initial production Database 

and Data transfer procedures. Distinguish between State and Vendor 
roles. Discuss approach for dealing with incomplete records. 
References to approaches employed successfully in other projects 
should be provided where appropriate. 

Topic 17 – Interfaces 
Response Page Limit: 3 

The State will evaluate the quality, ease of programming, and the nature of 
the proposed assistance in developing required interfaces. (If appropriate) 

 
• Current interfaces to CHR/SOR SYSTEMS are listed in Section C4-4 of 

Appendix C: Current Interfaces. Some of these interfaces may no 
longer be needed when CHR/SOR Replacement is implemented but 
others will be required. 

 
• Constructing interfaces will require cooperative efforts involving State 

and Vendor staff. Submit a proposed architectural drawing of the 
interfaces and discuss the proposed approach for their development. 
Be sure to distinguish between State and Vendor responsibilities. 
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Topic 18 – Environment Setup 
Response Page Limit: 2 

The State will evaluate whether proposed environments are sufficient to 
satisfy Project needs, including phased Implementation.  

 
• Describe the different Software and hardware environments required 

for the concurrent development, testing, and production of the 
proposed Solution. Discuss how the proposed environments support the 
Implementation of the MOTS or custom developed Software System, 
including all necessary training. 

 
• The State believes that additional Software license fees solely related to 

establishing environments for normal activities would be inappropriate. 
If the Proposal differs from this standard, describe and provide rationale 
for the difference. 

  

D2.4 Project Management Competence 

Topic 19 – System Acceptance Criteria 
Response Page Limit: 6 

The State will evaluate whether proposed Acceptance criteria will assure 
the State that the new System is functioning effectively before being turned 
over for State maintenance. 

 
• Propose measurable criteria for State final Acceptance of the System. 

Discuss how the proposed criteria serve the interest of the State. 

Topic 20 – Status Meetings and Reports 
Response Page Limit: 3 – Appendix Required 

The State will evaluate the degree to which Project reporting will serve the 
needs of State Project leaders. 

 
• The State believes that effective communication and reporting are 

essential to Project success. At a minimum, the State expects the 
following: 

 
 Introductory Meeting: Participants will include Vendor key Project 

staff and State Project leaders from both the Department of Safety, 
State Police Division and the Department of Information 
Technology. This meeting will enable leaders to become 
acquainted and establish any preliminary Project procedures. 

 
 Kickoff Meeting: Participants will include the State and Vendor 

Project Teams and major stakeholders. This meeting is to establish a 
sound foundation for activities that will follow. 
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 Status Meetings: Participants will include, at a minimum, Vendor 

Project Manager and the State Project Manager. These meetings, 
which will be conducted at least BI-WEEKLY, will address overall 
Project status and any additional topics needed to remain on 
schedule and within budget. A status and error report from the 
Vendor will serve as the basis for discussion. 

 
 The Work Plan: must be reviewed at each Status Meeting and 

updated, at minimum, on a BI-WEEKLY basis, in accordance with 
the Contract.  

 
 Special Meetings: Need may arise for a special meeting with State 

leaders or Project stakeholders to address specific issues. 
 

 Exit Meeting: Participants will include Project leaders from the 
Vendor and the State. Discussion will focus on lessons learned from 
the Project and on follow up options that the State may wish to 
consider. 

 
The State expects the Vendor to prepare agendas and background for 
and minutes of meetings. Background for each status meeting must 
include an updated Work Plan. Drafting of formal presentations, such as a 
presentation for the kickoff meeting, will also be a Vendor responsibility. 
 
Vendor shall submit status reports in accordance with the Schedule and 
terms of the Contract. All status reports shall be prepared in formats 
approved by the State. The Vendor’s Project Manager shall assist the 
State’s Project Manager, or itself produce reports related to Project 
Management as reasonably requested by the State, all at no additional 
cost to the State. Vendor shall produce Project status reports, which shall 
contain, at a minimum, the following: 
 

a. Project status as it relates to Work Plan 
b. Deliverables status 
c. Accomplishments during weeks being reported 
d. Planned activities for the upcoming two (2) week period 
e. Future activities 
f. Issues and concerns requiring resolution 
g. Report and remedies in case of falling behind Schedule 

 
Describe the process that will be employed. Be sure to cover the following: 

• Timing, duration, recommended participants and agenda for 
the kickoff meeting; 

• Frequency and standard agenda items for status meetings; 
• Availability for special meetings; and 
• Agenda for the exit meeting. 
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As an appendix, provide an example of status reports prepared for 
another project. Names of the project and of any individuals involved may 
be removed.  
 
As reasonably requested by the State, Vendor shall provide the State with 
information or reports regarding the Project. Vendor shall prepare special 
reports and presentations relating to Project Management, and shall assist 
the State in preparing reports and presentations, as reasonably requested 
by the State, all at no additional cost to the State. 

Topic 21 – Risk and Issue Management 
Response Page Limit: 3 

The State will evaluate the extent to which the proposed approach will 
contribute to the timely identification and effective action on issues and 
risks. The State will also evaluate whether the approach recognizes and 
addresses appropriate State involvement in risk and issue management.  

 
• Provide proposed methodologies for risk and issue management. 

Discuss State and Vendor responsibilities. The State seeks a clear means 
to compare planned versus actual status, including percentages, at a 
sufficiently detailed level to ensure the State can adequately monitor 
the progress of the Project. Be sure to identify any essential time 
constraints on State actions. Escalation procedures will be defined in a 
Contract between the State and the Vendor. 

 

Topic 22 – Scope Control 
Response Page Limit: 2 

The State will evaluate the degree to which proposed modifications in 
scope are scrutinized to ensure that only essential changes are approved. 
Evaluation will also address the quality and timeliness of information that 
will be available about a proposed scope change. 

 
• Suggest an approach for scope control. Describe how the approach 

has been employed effectively on another project. 
• Demonstrate your firm’s ability to manage scope creep by discussing 

tools and methodologies, as well as past project experiences. 

Topic 23 – Quality Assurance Approach 
Response Page Limit: 6 

The State will evaluate the degree to which proposed procedures will ensure 
that Deliverables require limited modification when submitted for approval. 
 
• The State has identified three categories of Deliverables: 
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 Written Deliverables, such as a training plan; 
 Software Deliverables, such a configured software module; and 
 Non-Software Deliverables, such as conduct of a training course. 

 
• Describe the methodology that will be employed to assure that each 

type of Deliverable is of high quality before submission for State 
consideration. Discussion should include but not be limited to: 

 
 Provision for State input to the general content of a Written 

Deliverable prior to production; 
 The standard for Vendor internal Review of a Written Deliverable 

prior to formal submission; and 
 Testing of Software Deliverables prior to submission for Acceptance 

testing. 

 

Topic 24 - Work Plan 
Response Page Limit: None –  

  The State will evaluate whether the Vendor’s preliminary proposed Work Plan 
includes a description of the Schedule, tasks, Deliverables, major 
milestones, task dependencies, and a payment schedule. The Work Plan 
shall also address resource allocations (both State and Vendor team 
members). This narrative should reflect current Project management “best 
practices” and be consistent with narratives on other topics.  The software to 
be used to support the ongoing management of the Project should also be 
described in the Work Plan.  

 
• The State sees a Work Plan as essential to reaching a comprehensive 

agreement with a Vendor. Consequently, the State will seek to refine 
the proposed Work Plan prior to Contract approval with the selected 
Vendor and to incorporate the refined Work Plan by reference into a 
Contract. 

 
• Provide a preliminary Work Plan depicting tasks, task dependencies, 

Schedule, milestones, Deliverables, and payment Schedule. Define 
both proposed Written and Software Deliverables. Include sufficient 
detail that the State will be able to identify departures from the Plan in 
sufficient time to seek corrective action. In particular, provide 
information about staffing. 

 
• Describe all Deliverables to be produced in the Project. Ensure that all 

Deliverables and milestones are identified in the Work Plan. Identify and 
discuss the following: 

 
 All assumptions upon which the Work Plan is based; 
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 Descriptions of recommended roles by activity and time required for 
both State and Vendor members of the Project Team; 

 Assignments of members of the Vendor’s team identified by role to 
specific tasks; and 

 Critical success factors for the Project. 
 
• Discuss how this Work Plan will be used and State access to Plan 

details including resource allocation. Also, discuss frequency for 
updating the Plan, at a minimum bi-weekly and for every status 
meeting. Explain how the State will know whether the Project is on 
Schedule and within budget. 

D2.5 Ongoing Operations 

Topic 25.– Hosted System (N/A for this RFP) 
Response Page limit: 5 

The State will evaluate the degree to which the hosted System will suit 
its needs. 

 

Describe the hosting plan including hardware and software platforms, 
software utilities, telecommunications resources, security measures and 
business continuity plans. Include a description of servers, computers, 
software, programming capability and other equipment and technical 
resources which will be used to design, develop, implement and 
maintain the application. Provide the type and speed of the 
connection including information on redundancy, disaster recovery 
and security. 

 

Topic 26 – Help Desk Support 
Response Page Limit: 3 

The State will evaluate the degree to which the Vendor will absorb 
demand for help desk support upon Implementation of the new System 
and prepare State staff to assume full responsibility for providing help desk 
Support when demand stabilizes. 

 
• The State currently operates a help desk, with different groups 

addressing desktop, server and network issues. Demands on the State 
help desk are likely to evolve significantly with Implementation of the 
proposed Software Solution. For example, a demand for support is likely 
to peak shortly after Implementation. The State seeks support for peak 
demand and to assist in evolution of its existing capacity. 

 
• Describe support for the help desk function incorporated into the 

Proposal. Include discussion of the following: 
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 Coordination of help desk with change management and training 

activities; 
 Recommended help desk software tools; 
 Training to be provided to the help desk agents; 
 Suggested escalation procedures; 
 Interim staffing for peak help desk demand periods and transition to 

a permanent arrangement; 
 Development of a help desk knowledge base; and 

Metrics based on help desk inquiries. 

Topic 27 – Support and Maintenance 
Response Page Limit: 2  

The State will evaluate whether the Vendor’s proposed support and 
maintenance plan includes a description of the types and frequency of 
support, detailed maintenance tasks – including scheduled maintenance 
and upgrades, and any other dependencies for on-going support and 
maintenance of the system. This narrative should reflect current “best 
practices” for these tasks. 

 
• Describe how general support and maintenance skills are transferred 

to State technical support personnel for knowledge sharing. 
• Describe how are support and maintenance issues are tracked 

detailing methodology and if any additional software is required. 
• Describe process for maintenance of the general knowledge base.  
• Describe any particular procedures required to handle escalation 

and emergency calls 
• Detail the plan for preventive maintenance and for upgrade 

installations 
• Detail the types and frequency of support tasks required 
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APPENDIX E: STANDARDS FOR DESCRIBING VENDOR QUALIFICATIONS 
Vendor qualifications are important factors in selecting CHR/SOR Replacement Software 
and accompanying Implementation and follow on support Services. To facilitate 
evaluation of Vendor qualifications, the State seeks information about:  

(1) corporate qualifications of each Vendor proposed to participate in the 
Project, 

(2) proposed team organization and designation of key staff, 
(3) individual qualifications of candidates for the role of Project Manager, and  
(4) individual qualifications of candidates for other key staff roles.  
 
 This appendix identifies specific information that must be submitted. 

E-1 Required Information on Corporate Qualifications 
Information is required on all Vendors who will participate in the Project. Vendors 
submitting a Proposal must identify any Subcontractor(s) to be used. 

E-1.1 Vendor and Subcontractors 
The Vendor submitting a Proposal to this Project must provide the 
following information:  

E-1.1.1 Corporate Overview (2 page limit) 
Identify the proposed role of the firm on the Project. Describe the 
major business areas of the firm. Provide a high-level description of 
the firm’s organization and staff size. Discuss the firm’s commitment 
to the public sector, experience with this type of Project 
Implementation and experience in New Hampshire. 

E-1.1.2 Financial Strength 

Provide at least one of the following: 

1 The current Dunn & Bradstreet report on the firm; or 
2 The firm’s two most recent audited financial statements; and 

the firm’s most recent un-audited, quarterly financial 
statement; or 

3  The firm's most recent income tax return.  For example, either a 
copy of the IRS Form 1065, U.S. Return of Partnership Income or 
Schedule E (IRS Form 1040) Supplemental Income and Loss (for 
partnerships and S corporations) OR IRS Form 1120, U.S. 
Corporation Income Return. These forms are typically 
submitted when a Vendor does not have audited financial 
statements. 
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E-1.1.3 Litigation 
Identify and describe any claims made by clients during the last ten 
(10) years. Discuss merits, current status and, if available, outcome 
of each matter. 

E-1.1.4 Prior Project Descriptions (3 limited to 3 pages each) 
Provide descriptions of no more than two (2) similar projects 
completed in the last three 3 years. Each project description should 
include: 
 
1. An overview of the project covering type of client, objective, 

project scope, role of the firm and outcome; 
2. Project measures including proposed cost, actual project cost, 

proposed project schedule and actual project schedule; 
3. Names and contact information (name, title, address and 

current telephone number) for one or two references from the 
client; and 

4. Names and project roles of individuals on the proposed team for 
the New Hampshire Project that participated in the project 
described 

 
       E-1.1.5  Subcontractor Information 

Vendors must provide information on any Subcontractors proposed 
to work on this Project. Required information shall include but not be 
limited to: 
 

1. Identification of the proposed Subcontractor and a description 
of the major business areas of the firm and their proposed role 
on the Project.  

2. A high-level description of the Subcontractor’s organization 
and staff size.  

3. Discussion of the Subcontractor’s experience with this type of 
Project; 

4. Resumes of key personnel proposed to work on the Project; 
and 

5. Two references from companies or organizations where they 
performed similar services (if requested by the State). 

E-2 Team Organization and Designation of key Vendor staff 
Provide resumes of key personnel proposed to work on the Project and an 
organizational chart depicting the Vendor Project Team. This chart should identify 
key staff required from the Vendor, any Subcontractors, and the State. 
 
Define the responsibilities and length of assignment for each of the roles depicted 
in the organizational chart. Identify the positions that should be designated key 
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staff. Ensure that designation of key Vendor staff includes subject matter experts in 
the following areas: 
 

Criminal History Records Systems 
Sex Offender Systems 

 
A single team member may be identified to fulfill the experience requirement in 
multiple areas. 

E-2.1 State Staff Resource Worksheet 
Append a completed State Staff Resource Worksheet to indicate resources 
expected of organization. Expected resources must not exceed those 
outlined in Section A 4.2. The required format follows. 
  
Table E-2: Proposed State Staff Resource Hours Worksheet 

 
State Role Initiation Configuration Implementation Close Out Total 

Project 
Manager 

     

Position 1      

Position 2      

Position 3      

Position 4      

Position 5      

State 
Total 

     

E-3 Candidates for Project Manager 
Although the State recognizes that staff availability is somewhat uncertain, 
qualifications of the Project Manager are particularly critical. Therefore, the State 
requires that the Project Manager be identified with some degree of certainty. 
 
For the Project Manager candidate, provide a resume not to exceed five (5) pages 
in length addressing the following: 
 
• The candidate’s educational background; 
• An overview of the candidate’s work history; 
• The candidate’s project experience, including project type, project role and 

duration of the assignment; 
• Any significant certifications held by or honors awarded to the candidate; and 
• At least three (3) references, with contact information, that can address the 

candidate’s performance on past projects. 
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E-4 Candidates for key Vendor staff Roles 
Provide a resume not to exceed two (2) pages for each key Vendor staff position 
on the Project Team. Each resume should address the following: 
 
• The individual’s educational background; 
• An overview of the individual’s work history; 
• The individual’s project experience, including project type, project role and 

duration of the assignment; 
• Any significant certifications held by or honors awarded to the candidate; and 
• At least three (3) references, with contact information, that can address the 

individual’s performance on past projects. 
 

Page 48 of 97    DOIT RFP Template 10-8-13 



STATE OF NEW HAMPSHIRE 
Department of Safety 

CHR/SOR Replacement  
DOS - RFP 2015-116 

  
 

APPENDIX F: PRICING WORKSHEETS 
A Vendor’s Cost Proposal must be based on the worksheets formatted as described in 
this appendix. 

F-1 Activities/Deliverables/Milestones Pricing Worksheet – Deliverables List 
The Vendor must include, within the Firm Fixed Price for IT service activities, tasks 
and preparation of required Deliverables, pricing for the Deliverables required 
based on the proposed approach, and methodology and tools. The following 
format must be used to provide this information. If two separate implementations 
are being proposed two separate tables (F-1A and F-1B) should be used.   
 
Table F-1-A:  CHR Activities/Deliverables/Milestones Pricing Worksheet  

 
Activity, Deliverable or 
Milestone 

Proposed Date Pricing/Payment 

   
Conduct Project Kickoff 
Meeting  

  

Status Meetings   

Work Plan   

Goals and Objectives 
Document 

  

Conduct Research and 
Requirements Validation  

  

Requirements Analysis Report   

Conduct Technical and 
Information Architecture 
Review and Develop Plan  

  

Information Map and 
Navigation Plan 

  

Database Architecture and 
Data Dictionary  

  

Data Conversion   

Design Documentation    

Knowledge Transfer   

System Acceptance and 
Payment of Holdback 

  

 TOTAL  
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Table F-1B: SOR 

Activity, Deliverable or 
Milestone 

Proposed Date Pricing/Payment 

   
Conduct Project Kickoff 
Meeting  

  

Status Meetings   

Work Plan   

Goals and Objectives 
Document 

  

Conduct Research and 
Requirements Validation  

  

Requirements Analysis Report   

Conduct Technical and 
Information Architecture 
Review and Develop Plan  

  

Information Map and 
Navigation Plan 

  

Database Architecture and 
Data Dictionary  

  

Data Conversion   

Design Documentation    

Knowledge Transfer   

System Acceptance and 
Payment of Holdback 

  

 TOTAL  

 

F-2 Proposed Vendor Staff, Resource Hours and Rates Worksheet 
Use the Proposed Vendor Staff Position, Resource Hours and Rates Worksheet to 
indicate the individuals that will be assigned to the Project, hours and applicable 
rates. Names must be provided for individuals designated for key roles, but titles are 
sufficient for others. Information is required by phase. 
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Table F-2: Proposed Vendor Staff, Resource Hours and Rates Worksheet 
 

Title Name Initiation Implementation Project 
Close out 

Hourly 
Rate 

Hours X 
Rate 

Project 
Manager 

      

Position #1       
Position #2       
Position #3       
TOTALS       

F-3 Future Vendor Rates Worksheet 
The State may request additional Services from the selected Vendor and requires 
rates in the event that additional Service is required. The following format must be 
used to provide this information. “SFY” refers to State Fiscal Year. The New 
Hampshire State Fiscal Year runs from July 1 through June 30 of the following 
calendar year. Positions not identified in the Proposed Position Worksheet may be 
included in the Future Vendor Rates Worksheet. 
 
Table F-3: Future Vendor Rates Worksheet 
 
Position Title SFY 2016 SFY 2017 SFY 2018 SFY 2019 SFY 2020 
Project 
Manager 

     

Position #1      
Position #2      
Position #3      
 

F-4 Software Licensing, Maintenance, and Support Pricing Worksheet 
 
Table F-4: Software Licensing, Maintenance, and Support Pricing Worksheet 

 
Software Name Initial Cost Maintenance Support and Upgrades 
  Year 1 Year 2 Year 3 Year 4 Year 5 
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APPENDIX G-1 SECURITY 

 
Application Security  
 
IT Security involves all functions pertaining to the securing of State Data and 
systems through the creation and definition of security policies, procedures and 
controls covering such areas as identification, authentication and non-
repudiation. 
This shall include but is not limited to 
• Develop software applications based on industry best practices and 

incorporating information security throughout the software development life 
cycle 

• Perform a Code review prior to release of the application to the State to move it 
into production. The code review may be done in a manner mutually agreeable 
to the VENDOR and the State. Copies of the final, remediated results shall be 
provided to the State for review and audit purposes 

• Follow change control process and procedures relative to release of code 

• Develop applications following security-coding guidelines as set forth by 
organizations such as, but not limited to Open Web Application Security Project 
(OWASP) Top 10, SANS Common Weakness Enumeration (CWE) Top 25 or CERT 
Secure Coding.  

• Make available to the for review and audit purposes all software development 
processes and require training for application developers on secure coding 
techniques. 
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PCI DSS Payment Application Data Security Standard (PA DSS)  
 

Applicability:   
 Agencies utilizing a third-party “service provider” to process merchant cards are subject 
to complying with Requirement 12.8 of the PCI Data Security Standard (PCI DSS), which 
requires a “written agreement” addressing PCI DSS responsibilities. The requirement is one 
of the items included in the Self-Assessment Questionnaire (SAQ C or SAQ D) that the 
Department of Safety must answer annually. 
  
Compliance: 
NH State Agencies are required to adhere to the Payment Card Industry Data Security 
Standard (PCI DSS) promulgated by the PCI Security Standards Council. Whereas 
VENDOR processes, transmits, and/or stores cardholder data in the performance of 
services provided to Department of Safety, and is therefore considered a “service 
provider” under Requirement 12.8 of the PCI DSS. Requirement 12.8.2 of the PCI DSS 
requires Department of Safety to maintain a written agreement that includes an 
acknowledgement that the service provider is responsible for the security of 
cardholder data that the service provider possesses; and Requirement 12.8.4 of the 
PCI DSS requires the Department of Safety to maintain a program to monitor the 
service provider’s PCI DSS compliance status at least annually. As the VENDOR’s 
product is part of the processing, transmission, and/or storage of cardholder 
data in the performance of services provided to the Department of Safety, it is 
hereby agreed that: 

 
1. VENDOR agrees that it is responsible for the security of all cardholder data that it 

obtains or possesses, including but not limited to the functions relating to storing, 
processing, and transmitting the cardholder data. 
 

2. VENDOR attests that, as of the effective date of this Amendment, it has complied 
with all applicable requirements to be considered PCI DSS compliant, and has 
performed the necessary steps to validate its compliance with the PCI DSS.  
 

3. VENDOR agrees to supply the current status of VENDOR’s PCI DSS compliance, and 
evidence of its most recent validation of compliance upon execution of this 
addendum to Department of Safety.  VENDOR must supply to Department of Safety 
an attestation of compliance at least annually. 
 

4. VENDOR will immediately notify Department of Safety if it learns that it is no longer 
PCI DSS compliant and will immediately provide Department of Safety the steps 
being taken to remediate the non-compliance status. In no event shall VENDOR’s 
notification to Department of Safety be later than seven (7) calendar days after 
VENDOR learns it is no longer PCI DSS complaint. 
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5. VENDOR acknowledges that any indemnification provided for under the Contract 
referenced above applies to the failure of the VENDOR to be and to remain PCI DSS 
compliant. 
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APPENDIX G-2 TESTING REQUIREMENTS 
  

All testing and acceptance addressed herein shall apply to testing the System. This shall 
include planning, test scenario development, Data, and System preparation for testing, 
and execution of unit testing, System integration testing, conversion/migration testing, 
installation testing, performance, and stress testing, Security review and testing, and 
support of the State during user Acceptance Testing (UAT).  

G-1.1 Test Planning and Preparation 
The overall Test Plan will guide all testing. The Vendor provided, State approved, 
Test Plan will include, at a minimum, identification, preparation, and 
Documentation of planned testing, a requirements traceability matrix, test 
variants, test scenarios, test cases, test scripts, test Data, test phases, unit tests, 
expected results, and a tracking method for reporting actual versus expected 
results as well as all errors and problems identified during test execution. 
 
It is crucial that client training and testing activities not be abbreviated in order 
to meet Project Implementation Schedules. Therefore, the State requires that 
the testing activities be represented both in terms of effort and duration.  
 
Vendors must disclose in their proposals the scheduling assumptions used in 
regard to the Client resource efforts during testing. 
 
State testing will commence upon the Vendor Project Manager’s certification, 
in writing, that the Vendor’s own staff has successfully executed all prerequisite 
Vendor testing, along with reporting the actual testing results, prior to the start of 
any testing executed by State staff. 
 
The State will commence its testing within five (5) business days of receiving 
Certification from the Vendor that the State’s personnel have been trained and 
the System is installed, configured, complete, and ready for State testing. The 
testing will be conducted by the State in an environment independent from the 
Vendor’s development environment. The Vendor must assist the State with 
testing in accordance with the Test Plan and the Work Plan, utilizing test and live 
Data to validate reports, and conduct stress and performance testing, at no 
additional cost. 

G-1.2  Testing 
Testing begins upon completion of the Software configuration as required and 
user training according to the Work Plan. Testing ends upon issuance of a letter 
of UAT Acceptance by the State. 
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Vendor must demonstrate that their testing methodology can be integrated 
with the State standard methodology. 

 
Unit Testing    Application components are tested on an individual basis to verify that the 

inputs, outputs, and processing logic of each application component 
functions without errors. Unit Testing is performed in either the development 
environment or a testing environment. 
 
   The goal is to find errors in the smallest unit of Software. If successful, 
subsequent integration testing should only reveal errors related to the 
integration between application components.  

System 
Integration 
Testing 

a.) Validates the integration between the individual unit application 
components and verifies 
  that the new System meets defined requirements and supports execution 
of interfaces and  
  business processes. The Systems Integration Test is performed in a test 
environment. 
b.) Emphasizes end-to-end business processes, and the flow of information 
across  
   applications. It includes all key business processes and interfaces’  
   being implemented, confirms data transfers with external parties, and 
includes the  
   transmission or printing of all electronic and paper documents. 

c.) The State will conduct System Integration Testing, utilizing scripts 
developed, as  
   identified in the Test Plan, to validate the functionality of the System 
and its  
   interfaces. The State will also use System Integration Testing to validate  
   modifications, fixes and other System interactions with the Vendor 
supplied  
   Software Solution.  

Conversion 
/Migration 
Validation 
Testing 

   The Conversion/Migration Validation Testing should replicate the entire 
flow of the converted data through the Software Solution. As the Software 
Solution is interfaced to legacy or third-party applications, the testing verifies 
that the resulting converted legacy data performs correctly. 

Installation 
Testing 
 

   Application components are installed in the System test environment to 
test the installation routines and are refined for the eventual production 
environment. This activity serves as a dry run of the installation steps in 
preparation for configuring the production System. 

User 
Acceptance 
Testing (UAT) 

    The User Acceptance Test (UAT) is a verification process performed in a 
copy of the production environment. The User Acceptance Test verifies 
System functionality against predefined Acceptance criteria that support 
the successful execution of approved business processes.  

a.) The Vendor’s Project Manager must certify in writing, that the 
Vendor’s own staff has successfully executed all prerequisite Vendor testing, 
along with reporting the actual testing results prior to the start of any testing 
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executed by State staff.  
 

    b.) The State will be presented with a State approved Test Plan, test 
scenarios, test cases, test scripts, test data, and expected results, as well as 
written Certification of the Vendor’s having completed the prerequisite 
tests, prior to the State staff involvement in any testing activities 
 
    c.) UAT will also serve as a performance and stress test of the System. It 
may cover any aspect of the new System, including administrative 
procedures such as backup and recovery. The results of the UAT provide 
evidence that the new System meets the User Acceptance criteria as 
defined in the Work Plan. 
 

    d.) Upon successful conclusion of UAT and successful System deployment, 
the State will issue a letter of UAT Acceptance and the respective Warranty 
Period shall commence as described in Section H-25.10.1: Warranty Period. 

Performance 
Tuning and 
Stress Testing 

Vendor shall develop and document hardware and software configuration 
and tuning of System infrastructure as well as assist and direct the State’s 
System Administrators and Database Administrators in configuring and 
tuning the infrastructure to support the software throughout the project  
 

Performance Tuning and Stress Testing  
Scope 
The scope of performance testing shall measure the system level metrics 
critical for the development of the applications infrastructure and 
operation of the applications in the production environment. It will include 
the measurement of response rates of the application for end-user 
transactions and resource utilization (of various servers and network) 
under various load conditions. These response rates shall become the 
basis for changes and retesting until optimum system performance is 
achieved.  
 
The application transactions shall be identified with specific roles and 
selected transactions shall be recorded for the performance 
measurements. These will be compared to baselines to determine if 
object and/or system performance increases as changes are made. 
 
Performance testing shall consider the full scope of the application 
infrastructure with emphasis on the most heavily used or shared 
transactions. Performance testing of the application will profile the 
identified user transactions and assist in the identifying performance gaps 
to improve the most critical parts of the applications. 
 
Performance testing and tuning shall occur in the final production 
environment and shall use a copy of the final production database to 
provide the best results. 
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Vendor must lead this effort. Responsibilities include identifying 
appropriate tunable parameters and their default and recommended 
settings, developing scripts, which accurately reflect business load and 
coordinating reporting of results. 

 
Test types 
Performance testing shall use two different types of tests to determine the 
stability of the application. They are baseline tests and load tests 
 
Baseline Tests: Baseline tests shall collect performance data and load 
analysis by running scripts where the output is broken down into business 
transactions or functions. The test is like a single user executing a defined 
business transaction. During baseline testing, each individual script is run to 
establish a baseline for transaction response time, throughput and other 
user-based metrics. Usually each business transaction is executed multiple 
times during a single test run to obtain an average for the user-based 
metrics required for the performance testing evaluations. It must be noted 
that changes made to the code after baseline testing is completed will 
skew the results collected to date. All effort will be made to provide a 
code test base that is tested in the environment for problems prior to the 
establishment of the baseline, which are used in future testing and tuning 
efforts. Any changes introduced into the environment after performance 
testing has started can compromise the accuracy of the results and will 
force a decision to be made whether baseline results need to be 
recreated. 

 
Load Tests: Load testing will determine if the behavior of a system can be 
sustained over a long period of time while running under expected 
conditions. Load tests helps to verify the ability of the application 
environment under different load conditions based on workload 
distribution. System response time and utilization is measured and 
recorded. 

 
Tuning  
Tuning will occur during both the development of the application and 
load testing. Tuning is the process whereby the application performance is 
maximized. This can be the result of making code more efficient during 
development as well as making tuning parameter changes to the 
environment.  
 
For infrastructure tuning, parameters will be identified for all components 
prior to undertaking the load testing efforts. This should include a list of the 
variables, their definitions, the default settings, range of acceptable 
settings and the settings as testing begins. This will permit the team to 
identify the areas of most potential gain and a starting point. Tuning is a 
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process which is repeated until the team feels that the systems are running 
at or near optimum performance. 

 
Implementing Performance and Stress Test  
Performance and Stress test Tools must be provided by the Vendor for this 
effort. Consideration must be given to licensing with respect to continued 
use for regression testing. If the Vendor is familiar with open source low/no 
cost tools for this purpose those tools should be identified in your response. 

 
Scheduling Performance and Stress Testing 
 Vendor shall perform test planning. The steps for planning include 
identification of application functionality as well as what percentage of 
normal daily use is represented by each function. This information will 
become the foundation for scripting so that tests closely represent what 
loads in production will look like.  
  
Vendor shall provide definition and expectations from testing. This 
definition should include who is in charge of testing and coordinating 
results, anticipated run times, logs required for tracking, their locations and 
which technician is responsible to track and provide them following each 
test to the team. 
  
Initial test runs shall be completed to establish that the tests and data sets 
can be run to completion without errors. The ratio of types of transactions 
which makeup the test shall be reviewed prior to the beginning of testing 
and then again once testing has begun to make sure that testing 
accurately reflects the system performing in production.   
 
Initial tests shall be used to establish a baseline from which all subsequent 
tests will be compared. Tests will be considered for baseline status once 
two of them have been run within 2% of each other in key and overall 
performance areas. No changes to the test scripts or data sets (with the 
exception of restores after each test) can be done to the test environment 
once tuning has begun so as to not damage the comparison to baseline 
results. The systems must be restarted prior to each test run to assure all 
cache is cleaned out. All effort will be made to run these tests at a time 
when system and network infrastructure utilization doesn’t impact the 
results. Tests will be run in close proximity to our infrastructure to eliminate 
the public network from our environment. 
  
Post-test reporting and result assessment will be scheduled following each 
test. The team will compare these results to the baseline and a 
determination must be made to make additional changes to the 
parameter being tuned or return to the prior configuration and select 
another parameter to tune while keeping in mind that significant changes 
to any one parameter may require the retesting of some others. Careful 
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work on identifying dependencies up front should minimize this impact.  
  
If defects are identified in the application during testing, they will be 
recorded; however, changes to the application code should be avoided 
if possible so as not to affect baseline comparisons. If a change to the 
application is required new baselines will be established (and possibly the 
execution of prior tests to validate changes with the new application) 
before testing can continue.  
 
When performing capacity testing against a GUI the focus will be on the 
ability of the interface to respond to user input. 

  
During stress/load testing the tester will attempt to stress or load an aspect 
of the system to the point of failure. The goal being to determine weak 
points in the system architecture. The tester will identify peak load 
conditions at which the program will fail to handle required processing 
loads within required time spans.  
 
During Performance testing the tester will design test case scenarios to 
determine if the system meets the stated performance criteria (i.e. A Login 
request shall be responded to in 1 second or less under a typical daily 
load of 1000 requests per minute.). In both cases, the tester will determine 
the capacity of the system under a known set of conditions.   

 
Regression 
Testing 

As a result, of the user testing activities, problems will be identified that 
require correction. The State will notify the Vendor of the nature of the 
testing failures in writing. The Vendor will be required to perform additional 
testing activities in response to State and/or user problems identified from 
the testing results. 

Regression testing means selective re-testing to detect faults 
introduced during the modification effort, both to verify that the 
modifications have not caused unintended adverse effects, and to verify 
that the modified and related (possibly affected) System components still 
meet their specified requirements. 

a.) For each minor failure of an Acceptance Test, the Acceptance 
Period shall be extended by corresponding time defined in the Test Plan.  

b.) The Vendor shall notify the State no later than five (5) business days 
from the Vendor’s receipt of written notice of the test failure when the 
Vendor expects the corrections to be completed and ready for retesting by 
the State. The Vendor will have up to five (5) business days to make 
corrections to the problem unless specifically extended in writing by the 
State.                                                                                                                                                    

c.) When a programming change is made in response to a problem 
identified during user testing, a regression Test Plan should be developed by 
the Vendor based on the understanding of the program and the change 
being made to the program. The Test Plan has two objectives: 
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1. validate that the change/update has been properly 
incorporated into the program; and 

2. validate that there has been no unintended change to the 
other portions of the program. 

 
d.) The Vendor will be expected to: 

1. Create a set of test conditions, test cases, and test data that 
will validate that the change has been incorporated 
correctly; 

2. Create a set of test conditions, test cases, and test data that 
will validate that the unchanged portions of the program still 
operate correctly; and 

3. Manage the entire cyclic process. 
     e.) The Vendor will be expected to execute the regression test, provide 
actual testing results, and certify its completion in writing to the State prior to 
passing the modified Software application to the users for retesting. 

 
In designing and conducting such regression testing, the Vendor will be 
required to assess the risks inherent to the modification being implemented 
and weigh those risks against the time and effort required for conducting 
the regression tests. In other words, the Vendor will be expected to design 
and conduct regression tests that will identify any unintended 
consequences of the modification while taking into account Schedule and 
economic considerations. 

 
In their Proposals Vendors must acknowledge their responsibilities for regressio  
testing as described in this section. 

Security 
Review 
and Testing 

IT Security involves all functions pertaining to the securing of State Data 
and Systems through the creation and definition of security policies, 
procedures and controls covering such areas as identification, 
authentication and non-repudiation.  

 
All components of the Software shall be reviewed and tested to ensure 

they protect the State’s hardware and software and its related Data assets.  
 
Service 
Component  

Defines the set of capabilities that:  

Identification and 
Authentication 

Supports obtaining information about those 
parties attempting to log onto a system or 
application for security purposes and the 
validation of users 

Access Control Supports the management of permissions 
for logging onto a computer or network 

Encryption Supports the encoding of data for security 
purposes 

Intrusion Detection Supports the detection of illegal entrance 
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into a computer system 
Verification Supports the confirmation of authority to 

enter a computer system, application or 
network 

Digital Signature Guarantees the unaltered state of a file 
User Management Supports the administration of computer, 

application and network accounts within 
an organization. 

Role/Privilege 
Management 

Supports the granting of abilities to users or 
groups of users of a computer, application 
or network 

Audit Trail Capture 
and Analysis 

Supports the identification and monitoring 
of activities within an application or system 

Input Validation Ensures the application is protected from 
buffer overflow, cross-site scripting, SQL 
injection, and unauthorized access of files 
and/or directories on the server.  

 
In their proposal, the Vendors must acknowledge their responsibilities 

for security testing. Tests shall focus on the technical, administrative and 
physical security controls that have been designed into the System 
architecture in order to provide the necessary confidentiality, integrity and 
availability. Tests shall, at a minimum, cover each of the service 
components. Test procedures may include 3rd party Penetration Tests (pen 
test) or code analysis and review.  

 
Prior to the System being moved into production, the Vendor shall 

provide results of all security testing to the Department of Information 
Technology for review and acceptance. All Software and hardware shall 
be free of malicious code (malware).  
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APPENDIX G-2: CERTIFICATES 

A. Certificate of Good Standing 
 
As a condition of Contract award, the Vendor, if required by law, must furnish a 
Certificate of Authority/Good Standing dated after April 1, 201X, from the Office 
of the Secretary of State of New Hampshire. If your company is not registered, 
an application form may be obtained from: 

 
Secretary of State 
State House Annex 

25 Capitol Street 
Concord, New Hampshire 03301 

 603-271-3244 
 
If your company is registered, a Certification thereof may be obtained from the 
Secretary of State. 
 
Note: Sovereign states or their agencies may be required to submit suitable 
substitute documentation concerning their existence and authority to enter into 
a Contract 

 

B. Certificate of Authority/Vote 
 The Certificate of Authority/Vote authorizes, by position, a representative(s) 
of your corporation to enter into an agreement or amendment with the State of 
New Hampshire. This ensures that the person signing the agreement is 
authorized as of the date he or she is signing it to enter into agreements for that 
organization with the State of New Hampshire 
 
The officer’s signature must be either notarized or include a corporate seal that 
confirms the title of the person authorized to sign the agreement. The date the 
Board officer signs must be on or after the date the amendment is signed. The 
date the notary signs must match the date the Board officer signs. 
 
You may use your own format for the Certificate of Authority/Vote as long as it 
contains the necessary language to authorize the agreement signatory to enter 
into agreements and amendments with the State of New Hampshire as of the 
date they sign.  
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   CERTIFICATE OF AUTHORITY/VOTE CHECKLIST 
 
SOURCE OF AUTHORITY 

  
 Authority must come from the governing body, either: 

   
(1) a majority voted at a meeting, or 
(2) the body provided unanimous consent in writing, or 
(3) the organization’s policy or governing document (bylaws, 

partnership agreement, LLC operating agreement) authorizes the 
person to sign 

 
 
SOURCE OF AUTHORITY WAS IN EFFECT ON DAY AGREEMENT OR AMENDMENT 
WAS SIGNED 
 
Certificate must show that the person signing the contract had authority 
when they signed the Agreement or Amendment, either: 
 

(1) Authority was granted the same day as the day the Agreement or 
Amendment was signed, or 

(2) Authority was granted after the day the agreement or 
amendment was signed and the governing body ratifies and 
accepts the earlier execution, or 

(3) Authority was granted prior to the day the agreement or 
amendment was signed and it has not been amended or 
repealed as of the day the contract was signed. 

 
   APPROPRIATE PERSON SIGNED THE CERTIFICATE 
 
 The person signing the certificate may be the same person signing the 

Agreement or Amendment only if the certificate states that the person is the 
sole director (for corps) or sole member (for LLCs). 
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APPENDIX H – STATE OF NEW HAMPSHIRE TERMS AND CONDITIONS 
                                    AGREEMENT 

The State of New Hampshire and the Vendor hereby mutually agree as follows: 

GENERAL PROVISIONS 

 1. IDENTIFICATION. 
1.1 State Agency Name 

 
Department of Safety 
 

1.2  State Agency Address 
33 Hazen Drive 
Concord, NH 03305 

1.3  Vendor Name 
 
 
 

1.4 Vendor Address 
 

1.5  Vendor Phone  
    Number 
 
 

1.6  Account Number 
 
 

1.7 Completion Date 
 

1.8  Price 
Limitation 

1.9  Contracting Officer for State Agency 
 
Elizabeth Bielecki 
 

1.10 State Agency Telephone Number 
 
223-8020 
 

1.11  Vendor Signature 
 
 
 

1.12  Name and Title of Vendor Signatory 

1.13  Acknowledgement: State of             , County of  
     
On                  , before the undersigned officer, personally appeared the person identified 
in block 1.12, or satisfactorily proven to be the person whose name is signed in block 1.11, 
and acknowledged that s/he executed this document in the capacity indicated in block 
1.12. 

1.13.1  Signature of Notary Public or Justice of the Peace 
 
       [Seal]  

1.13.2  Name and Title of Notary or Justice of the Peace 
 
 

1.14  State Agency Signature 
 
 

1.15  Name and Title of State Agency 
Signatory 

1.16   Approval by the N.H. Department of Administration, Division of Personnel (if applicable) 
  By:                                               Director, On: 
 

1.17   Approval by the Attorney General (Form, Substance and Execution) 
By:                                               On: 

 
1.18   Approval by the Governor and Executive Council 

By:          On:    
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2. EMPLOYMENT OF VENDOR /SERVICES TO BE PERFORMED. The State of New Hampshire, acting through 
the agency identified in block 1.1 (“State”), engages Vendor identified in block 1.3 (“Vendor”) to 
perform, and the Vendor shall perform, the work or sale of goods, or both, identified and more 
particularly described in the attached EXHIBIT A which is incorporated herein by reference 
(“Services”). 
 
3. EFFECTIVE DATE/COMPLETION OF SERVICES.  
3.1 Notwithstanding any provision of this Agreement to the contrary, and subject to the approval of 
the Governor and Executive Council of the State of New Hampshire, this Agreement, and all 
obligations of the parties hereunder, shall not become effective until the date the Governor and 
Executive Council approve this Agreement (“Effective Date”). 
3.2 If the Vendor commences the Services prior to the Effective Date, all Services performed by the 
Vendor prior to the Effective Date shall be performed at the sole risk of the Vendor, and in the event 
that this Agreement does not become effective, the State shall have no liability to the Vendor, 
including without limitation, any obligation to pay the Vendor for any costs incurred or Services 
performed. Vendor must complete all Services by the Completion Date specified in block 1.7. 
 
4. CONDITIONAL NATURE OF AGREEMENT. Notwithstanding any provision of this Agreement to the 
contrary, all obligations of the State hereunder, including, without limitation, the continuance of 
payments hereunder, are contingent upon the availability and continued appropriation of funds, and 
in no event shall the State be liable for any payments hereunder in excess of such available 
appropriated funds. In the event of a reduction or termination of appropriated funds, the State shall 
have the right to withhold payment until such funds become available, if ever, and shall have the right 
to terminate this Agreement immediately upon giving the Vendor notice of such termination. The State 
shall not be required to transfer funds from any other account to the Account identified in block 1.6 in 
the event funds in that Account are reduced or unavailable. 
 
5. CONTRACT PRICE/PRICE LIMITATION/ PAYMENT. 
5.1 The contract price, method of payment, and terms of payment are identified and more 
particularly described in EXHIBIT B, which is incorporated herein by reference. 
5.2 The payment by the State of the contract price shall be the only and the complete reimbursement 
to the Vendor for all expenses, of whatever nature incurred by the Vendor in the performance hereof, 
and shall be the only and the complete compensation to the Vendor for the Services. The State shall 
have no liability to the Vendor other than the contract price. 
5.3 The State reserves the right to offset from any amounts otherwise payable to the Vendor under this 
Agreement those liquidated amounts required or permitted by N.H. RSA 80:7 through RSA 80:7-c or any 
other provision of law. 
5.4 Notwithstanding any provision in this Agreement to the contrary, and notwithstanding unexpected 
circumstances, in no event shall the total of all payments authorized, or actually made hereunder, 
exceed the Price Limitation set forth in block 1.8. 
 
6. COMPLIANCE BY VENDOR WITH LAWS AND REGULATIONS/ EQUAL EMPLOYMENT OPPORTUNITY. 
6.1 In connection with the performance of the Services, the Vendor shall comply with all statutes, laws, 
regulations, and orders of federal, state, county, or municipal authorities, which impose any obligation 
or duty upon the Vendor, including, but not limited to, civil rights and equal opportunity laws. In 
addition, the Vendor shall comply with all applicable copyright laws. 
6.2 During the term of this Agreement, the Vendor shall not discriminate against employees or 
applicants for employment because of race, color, religion, creed, age, sex, handicap, sexual 
orientation, or national origin and will take affirmative action to prevent such discrimination. 
6.3 If this Agreement is funded in any part by monies of the United States, the Vendor shall comply with 
all the provisions of Executive Order No. 11246 (“Equal Employment Opportunity”), as supplemented 
by the regulations of the United States Department of Labor (41 C.F.R. Part 60), and with any rules, 
regulations and guidelines as the State of New Hampshire or the United States issue to implement 
these regulations. The Vendor further agrees to permit the State or United States access to any of the 
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Vendor’s books, records and accounts for the purpose of ascertaining compliance with all rules, 
regulations and orders, and the covenants, terms and conditions of this Agreement. 
 
7. PERSONNEL. 
7.1 The Vendor shall at its own expense provide all personnel necessary to perform the Services. The 
Vendor warrants that all personnel engaged in the Services shall be qualified to perform the Services, 
and shall be properly licensed and otherwise authorized to do so under all applicable laws. 
7.2 Unless otherwise authorized in writing, during the term of this Agreement, and for a period of six (6) 
months after the Completion Date in block 1.7, the Vendor shall not hire, and shall not permit any 
subcontractor or other person, firm or corporation with whom it is engaged in a combined effort to 
perform the Services to hire, any person who is a State employee or official, who is materially involved 
in the procurement, administration or performance of this Agreement. This provision shall survive 
termination of this Agreement. 
7.3 The Contracting Officer specified in block 1.9, or his or her successor, shall be the State’s 
representative. In the event of any dispute concerning the interpretation of this Agreement, the 
Contracting Officer’s decision shall be final for the State. 
 
8. EVENT OF DEFAULT/REMEDIES. 
8.1 Any one or more of the following acts or omissions of the Vendor shall constitute an event of 
default hereunder (“Event of Default”): 
8.1.1 failure to perform the Services satisfactorily or on schedule;  
8.1.2 failure to submit any report required hereunder; and/or 
8.1.3 failure to perform any other covenant, term or condition of this Agreement. 
8.2 Upon the occurrence of any Event of Default, the State may take any one, or more, or all, of the 
following actions: 
8.2.1 give the Vendor a written notice specifying the Event of Default and requiring it to be remedied 
within, in the absence of a greater or lesser specification of time, thirty (30) days from the date of the 
notice; and if the Event of Default is not timely remedied, terminate this Agreement, effective two (2) 
days after giving the Vendor notice of termination;  
8.2.2 give the Vendor a written notice specifying the Event of Default and suspending all payments to 
be made under this Agreement and ordering that the portion of the contract price which would 
otherwise accrue to the Vendor during the period from the date of such notice until such time as the 
State determines that the Vendor has cured the Event of Default shall never be paid to the Vendor;  
8.2.3 set off against any other obligations the State may owe to the Vendor any damages the State 
suffers by reason of any Event of Default; and/or 
8.2.4 treat the Agreement as breached and pursue any of its remedies at law or in equity, or both. 

 
9. DATA/ACCESS/CONFIDENTIALITY/ PRESERVATION. 
9.1 As used in this Agreement, the word “data” shall mean all information and things developed or 
obtained during the performance of, or acquired or developed by reason of, this Agreement, 
including, but not limited to, all studies, reports, files, formulae, surveys, maps, charts, sound recordings, 
video recordings, pictorial reproductions, drawings, analyses, graphic representations, computer 
programs, computer printouts, notes, letters, memoranda, papers, and documents, all whether 
finished or unfinished. 
9.2 All data and any property, which has been received from the State or purchased with funds 
provided for that purpose under this Agreement, shall be the property of the State, and shall be 
returned to the State upon demand or upon termination of this Agreement for any reason. 
9.3 Confidentiality of data shall be governed by N.H. RSA chapter 91-A or other existing law. Disclosure 
of data requires prior written approval of the State. 
 
10. TERMINATION. In the event of an early termination of this Agreement for any reason other than the 
completion of the Services, the Vendor shall deliver to the Contracting Officer, not later than fifteen (15) 
days after the date of termination, a report (“Termination Report”) describing in detail all Services 
performed, and the contract price earned, to and including the date of termination. The form, subject 
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matter, content, and number of copies of the Termination Report shall be identical to those of any Final 
Report described in the attached EXHIBIT A. 
 
11. VENDOR’S RELATION TO THE STATE. In the performance of this Agreement, the Vendor is in all respects 
an independent Vendor, and is neither an agent nor an employee of the State. Neither the Vendor nor 
any of its officers, employees, agents or members shall have authority to bind the State or receive any 
benefits, workers’ compensation or other emoluments provided by the State to its employees. 
 
12. ASSIGNMENT/DELEGATION/SUBCONTRACTS. The Vendor shall not assign, or otherwise transfer any 
interest in this Agreement without the prior written consent of the N.H. Department of Administrative 
Services. None of the Services shall be subcontracted by the Vendor without the prior written consent of 
the State. 
 
13. INDEMNIFICATION. The Vendor shall defend, indemnify and hold harmless the State, its officers and 
employees, from and against any and all losses suffered by the State, its officers and employees, and 
any and all claims, liabilities or penalties asserted against the State, its officers and employees, by or on 
behalf of any person, on account of, based or resulting from, arising out of (or which may be claimed to 
arise out of) the acts or omissions of the Vendor. Notwithstanding the foregoing, nothing herein 
contained shall be deemed to constitute a waiver of the sovereign immunity of the State, which 
immunity is hereby reserved to the State. This covenant in paragraph 13 shall survive the termination of 
this Agreement. 
 
14. INSURANCE. 
14.1 The Vendor shall, at its sole expense, obtain and maintain in force, and shall require any 
subcontractor or assignee to obtain and maintain in force, the following insurance: 
14.1.1 comprehensive general liability insurance against all claims of bodily injury, death or property 
damage, in amounts of not less than $250,000 per claim and $2,000,000 per occurrence; and 
14.1.2 fire and extended coverage insurance covering all property subject to subparagraph 9.2 
herein, in an amount not less than 80% of the whole replacement value of the property. 
14.2 The policies described in subparagraph 14.1 herein shall be on policy forms and endorsements 
approved for use in the State of New Hampshire by the N.H. Department of Insurance, and issued by 
insurers licensed in the State of New Hampshire.  
14.3 The Vendor shall furnish to the Contracting Officer identified in block 1.9, or his or her successor, a 
certificate(s) of insurance for all insurance required under this Agreement. Vendor shall also furnish to 
the Contracting Officer identified in block 1.9, or his or her successor, certificate(s) of insurance for all 
renewal(s) of insurance required under this Agreement no later than fifteen (15) days prior to the 
expiration date of each of the insurance policies. The certificate(s) of insurance and any renewals 
thereof shall be attached and are incorporated herein by reference. Each certificate(s) of insurance 
shall contain a clause requiring the insurer to endeavor to provide the Contracting Officer identified in 
block 1.9, or his or her successor, no less than ten (10) days prior written notice of cancellation or 
modification of the policy. 
 
15. WORKERS’ COMPENSATION. 
15.1 By signing this agreement, the Vendor agrees, certifies and warrants that the Vendor is in 
compliance with or exempt from, the requirements of N.H. RSA chapter 281-A (“Workers’ 
Compensation”).  
15.2 To the extent the Vendor is subject to the requirements of N.H. RSA chapter 281-A, Vendor shall 
maintain, and require any subcontractor or assignee to secure and maintain, payment of Workers’ 
Compensation in connection with activities which the person proposes to undertake pursuant to this 
Agreement. Vendor shall furnish the Contracting Officer identified in block 1.9, or his or her successor, 
proof of Workers’ Compensation in the manner described in N.H. RSA chapter 281-A and any 
applicable renewal(s) thereof, which shall be attached and are incorporated herein by reference. 
The State shall not be responsible for payment of any Workers’ Compensation premiums or for any 
other claim or benefit for Vendor, or any subcontractor or employee of Vendor, which might arise 
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under applicable State of New Hampshire Workers’ Compensation laws in connection with the 
performance of the Services under this Agreement.    
 
16. WAIVER OF BREACH. No failure by the State to enforce any provisions hereof after any Event of 
Default shall be deemed a waiver of its rights with regard to that Event of Default, or any subsequent 
Event of Default. No express failure to enforce any Event of Default shall be deemed a waiver of the 
right of the State to enforce each and all of the provisions hereof upon any further or other Event of 
Default on the part of the Vendor. 
 
17. NOTICE. Any notice by a party hereto to the other party shall be deemed to have been duly 
delivered or given at the time of mailing by certified mail, postage prepaid, in a United States Post 
Office addressed to the parties at the addresses given in blocks 1.2 and 1.4, herein. 
 
18. AMENDMENT. This Agreement may be amended, waived or discharged only by an instrument in 
writing signed by the parties hereto and only after approval of such amendment, waiver or discharge 
by the Governor and Executive Council of the State of New Hampshire. 
 
19. CONSTRUCTION OF AGREEMENT AND TERMS. This Agreement shall be construed in accordance with 
the laws of the State of New Hampshire, and is binding upon and inures to the benefit of the parties 
and their respective successors and assigns. The wording used in this Agreement is the wording chosen 
by the parties to express their mutual intent, and no rule of construction shall be applied against or in 
favor of any party.  
  
20. THIRD PARTIES. The parties hereto do not intend to benefit any third parties and this Agreement shall 
not be construed to confer any such benefit. 
 
21. HEADINGS. The headings throughout the Agreement are for reference purposes only, and the 
words contained therein shall in no way be held to explain, modify, amplify or aid in the interpretation, 
construction or meaning of the provisions of this Agreement. 
 
22. SPECIAL PROVISIONS. Additional provisions set forth in the attached EXHIBIT C are incorporated 
herein by reference. 
 
23. SEVERABILITY. In the event any of the provisions of this Agreement are held by a court of 
competent jurisdiction to be contrary to any state or federal law, the remaining provisions of this 
Agreement will remain in full force and effect. 
 
24. ENTIRE AGREEMENT. This Agreement, which may be executed in a number of counterparts, each of 
which shall be deemed an original, constitutes the entire Agreement and understanding between the 
parties, and supersedes all prior Agreements and understandings relating hereto. 
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 GENERAL CONTRACT REQUIREMENTS 

H-25.1 State of NH Terms and Conditions and Contract Requirements 
The Contract terms set forth in Appendix H: State of New Hampshire Terms and 
Conditions shall constitute the core for any Contract resulting from this RFP. 

H-25.2 Vendor Responsibilities 
The Vendor shall be solely responsible for meeting all requirements, and terms and 
conditions specified in this RFP, its Proposal, and any resulting Contract, regardless of 
whether or not it proposes to use any Subcontractor. 
 
The Vendor may subcontract Services subject to the provisions of the RFP, including 
but not limited to, the terms and conditions in Appendix H: State of New Hampshire 
Terms and Conditions. The Vendor must submit with its Proposal all information and 
documentation relating to the Subcontractor necessary to fully respond to the RFP, 
which must include terms and conditions consistent with this RFP. The Vendor shall 
remain wholly responsible for performance of the entire Contract regardless of 
whether a Subcontractor is used. The State will consider the Vendor to be the sole 
point of contact with regard to all contractual matters, including payment of any and 
all charges resulting from any Contract. 

H-25.3 Project Budget/Price Limitation 
The State has funds budgeted for this Project , subject to Appendix H: State of New 
Hampshire Terms and Conditions, Section 4: Conditional Nature of Agreement and 
Section 5: Contract Price/Price Limitation/Payment. 

H-25.4 State Contracts 
The State of New Hampshire intends to use, wherever possible, existing statewide 
Software and hardware Contracts to acquire supporting Software and hardware. 

H-25.5 Vendor Staff 
In the Proposal the Vendor shall assign and identify a Project Manager and key 
Vendor staff, in accordance with the Requirements and Deliverables of Appendix C: 
System Requirements and Deliverables and Appendix E: Standards for Describing 
Vendor Qualifications. 
 
The Vendor’s selection of a Project Manager will be subject to the prior approval of 
the State. The State’s approval process may include, without limitation, at the State’s 
discretion, review of the proposed Project Manager’s resume, qualifications, 
references and background checks, and an interview. The Vendor’s Project Manager 
must be qualified to perform the obligations required of the position under the 
Contract, have full authority to make binding decisions, and shall function as the 
Vendor’s representative for all administrative and management matters. The Project 
Manager must be available to promptly respond during Normal Working Hours within 
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two (2) hours to inquiries from the State, and be at the site as needed. The Vendor 
must use his or her best efforts on the Project.   
 
The Vendor shall not change key Vendor staff and Project Manager commitments 
(collectively referred to as “Project Staff”) unless such replacement is necessary due to 
sickness, death, termination of employment, or unpaid leave of absence. Any such 
changes to the Vendor’s Project Staff shall require the prior written approval of the 
State. Replacement Project Staff shall have comparable or greater skills with regard to 
performance of the Project as the staff being replaced and be subject to the 
provisions of this RFP and any resulting Contract. 
 
The State, at its sole expense, may conduct reference and background checks on the 
Vendor’s Project Staff. The State shall maintain the confidentiality of reference and 
background screening results. The State reserves the right to reject the Vendor’s 
Project Staff as a result of such reference and background checks. The State also 
reserves the right to require removal or reassignment of the Vendor’s key Project Staff 
found unacceptable to the State. 
 
Notwithstanding anything to the contrary, the State shall have the option to terminate 
the Contract, at its discretion, if it is dissatisfied with the Vendor’s replacement Project 
Staff. 

H-25.6 Work Plan 
Vendor shall submit a preliminary Work Plan in its Proposal. The Work Plan shall include, 
without limitation, a detailed description of the Schedule, tasks, Deliverables, major 
milestones, task dependencies, and payment schedule. A final Work Plan will be due 
five (5) business days after Contract award upon approval by Governor and Executive 
Council. 
 
The Vendor shall update the Work Plan as necessary, but no less than every two weeks 
to accurately reflect the status of the Project, including without limitation, the 
Schedule, tasks, Deliverables, major milestones, task dependencies, and payment 
schedule. Any updates to the Work Plan shall require the written approval of the State 
prior to final incorporation into the Contract.  
 
Unless otherwise agreed in writing by the State, changes to the Work Plan shall not 
relieve the Vendor from liability to the State for any damages resulting from the 
Vendor’s failure to perform its obligations under the Contract, including without 
limitation, performance in accordance with the Schedule. 
 
In the event of a delay in the Schedule, the Vendor must immediately notify the State 
in writing. The written notification will identify the nature of the delay, i.e., specific 
actions or inactions of the Vendor or State causing the problem; its estimated duration 
period to reconciliation; specific actions that need to be taken to correct the 
problem; and the expected Schedule affect the Project.  
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In the event the Vendor requires additional time to correct Deficiencies, the Schedule 
shall not change unless previously agreed in writing by the State, except that the 
Schedule shall automatically extend on a day-to-day basis to the extent that the 
delay does not result from Vendor’s failure to fulfill its obligations under the Contract. To 
the extent that the State’s execution of its major tasks takes longer than described in 
the Work Plan, the Schedule shall automatically extend on a day-to-day basis. 
  
Notwithstanding anything to the contrary, the State shall have the option to terminate 
the Contract for default, at its discretion, if it is dissatisfied with the Vendor’s Work Plan 
or elements within the Work Plan. 

H-25.7 Change Orders 
The State may make changes or revisions at any time by written Change Order. Within 
five (5) business days of a Vendor’s receipt of a Change Order, the Vendor shall advise 
the State, in detail, of any impact on cost (e.g., increase or decrease), the Schedule, 
or the Work Plan.  
 
A Vendor may request a change within the scope of the Contract by written Change 
Order, identifying any impact on cost, the Schedule, or the Work Plan. The State shall 
attempt to respond to a Vendor’s requested Change Order within five (5) business 
days. The State, which includes the requesting Agency and the Department of 
Information Technology must approve all change orders in writing. The State shall be 
deemed to have rejected the Change Order if the parties are unable to reach an 
agreement in writing. 
 
All Change Order requests from a Vendor to the State, and the State acceptance of a 
Vendor’s estimate for a State requested change, will be acknowledged and 
responded to, either acceptance or rejection, in writing. If accepted, the Change 
Order(s) shall be subject to the Contract amendment process, as determined to apply 
by the State. 

H-25.7 Deliverables 
The Vendor shall provide the State with the Deliverables and Services in accordance 
with the time frames in the Work Plan. All Deliverables shall be subject to the State’s 
Acceptance as set forth in Section H-25.9: Testing and Acceptance herein. Upon its 
submission of a Deliverable, the Vendor represents that it has performed its obligations 
under the Contract associated with the Deliverable. 

 
By unconditionally accepting a Deliverable, the State reserves the right to reject any 
and all Deliverables in the event the State detects any Deficiency in the System, in 
whole or in part, through completion of all Acceptance Testing, including but not 
limited to, Software/System Acceptance Testing, and any extensions thereof.  
 
For each denial of Acceptance, the Acceptance Period may be extended, at the 
option of the State, by the corresponding time required to correct the Deficiency, 
retest or Review. 
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H-25.7.1 Written Deliverables Review 
The State will Review the Written Deliverables for an Acceptance Period of five 
(5) business days after receiving written Certification from the Vendor that the 
Written Deliverable is final, complete, and ready for Review. The State will notify 
the Vendor in writing of its Acceptance or Non-Acceptance of a Deliverable by 
the end of the five (5) day Review Period. If any Deficiencies exist, the State will 
notify the Vendor in writing of the Deficiency and the Vendor must correct the 
Deficiency within five (5) business days of receiving notice from the State at no 
charge to the State. Upon receipt of the corrected Deliverable, the State will 
have five (5) business days to Review the corrected Written Deliverable and 
notify the Vendor in writing of its Acceptance or rejection thereof. 

H-25.7.2 Software Deliverables Review 
Described in Section H-25.9: Testing and Acceptance. 

H-25.7.3 Non-Software Deliverables Review 
The State will Review Non-Software Deliverables to determine whether any 
Deficiency exists and notify the Vendor in writing of its Acceptance or non-
acceptance of the Non-Software Deliverable. The Vendor must correct the 
Deficiencies within five (5) business days, or within the period identified in the 
Work Plan, as applicable. Following correction of the Deficiency, the State will 
notify the Vendor in writing of its Acceptance or rejection of the Deliverable. 

H-25.8 Licenses 
The State has defined the Software license grant rights, terms and conditions, and has 
documented the evaluation criteria.  

H-25.8.1 Software License Grant  

The Software License shall grant the State a worldwide, perpetual, 
irrevocable, non-exclusive, non-transferable, limited license to use the 
Software and its associated Documentation, subject to the terms of the 
Contract. 
 
The State may allow its agents and Vendors to access and use the Software, 
and in such event, the State shall first obtain written agreement from such 
agents and Vendors that each shall abide by the terms and conditions set forth 
herein. 

H-25.8.2 Software and Documentation Copies 
The Vendor shall provide the State with a sufficient number of hard copy 
versions of the Software’s associated Documentation and one (1) electronic 
version in Microsoft WORD and PDF format. The State shall have the right to 
copy the Software and its associated Documentation for its internal business 
needs. The State agrees to include copyright and proprietary notices provided 
to the State by the Vendor on such copies. 
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H-25.8.3 Restrictions 
Except as otherwise permitted under the Contract, the State agrees not to: 

a. Remove or modify any program markings or any notice of Vendor’s 
proprietary rights; 

b. Make the programs or materials available in any manner to any third 
party for use in the third party’s business operations, except as 
permitted herein; or 

c. Cause or permit reverse engineering, disassembly or recompilation of 
the programs. 

H-25.8.4 Title 
The Vendor must hold the right to allow the State to use the Software or hold all 
title, right, and interest (including all ownership and intellectual property rights) 
in the Software and its associated Documentation. 

H-25.8.5 Third Party 
The Vendor shall identify all third party contracts to be provided under the 
Contract with the Vendor’s Proposal. The terms in any such contracts must 
be consistent with this RFP and any resulting Contract, including, but not 
limited to Appendix H: State of New Hampshire Terms and Conditions 
General Provisions Form P-37.  

H-25.9 Testing and Acceptance  
The State requires that an integrated and coherent approach to complete System 
testing, Security Review and Testing, Deficiency correction, Acceptance, and 
training, and that Warranty Services be provided to ensure a successful Project.  
 
In its Proposal, the Vendor is to include its proposed Test Plan methodology and any 
scheduling assumptions used regarding the client resource efforts required during 
testing. After Contract award, the Vendor will be required to customize its proposed 
Test Plan methodology to reflect the needs of the Project and include the details of 
its Test Plan methodology in the detailed Work Plan (the first Project Deliverable). A 
separate Test Plan and set of test materials will be prepared for each Software 
function or module. 
 
In addition, the Vendor will provide a mechanism for reporting actual test results vs. 
expected results and for the resolution and tracking of all errors and problems 
identified during test execution. The Vendor will also provide training as necessary to 
the State staff responsible for test activities. 

 
  See Appendix G-1 for Testing Requirements 

H-25.9.1 Remedies 
If the Vendor fails to correct a Deficiency within the period of time allotted by 
the State, the Vendor shall be deemed to have committed an Event of 
Default, pursuant Appendix H Section 8 and H-25.14, and the State Shall have 
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the right, at its option, to pursue the remedies in Section Appendix H-25.14.1 as 
well as to return the Vendor’s product and receive a refund for all amounts 
paid to the Vendor, including but not limited to, applicable license fees, within 
ninety (90) days of notification to the Vendor of the State’s refund request 

 
Notwithstanding any provision of the Contract, the State’s option to terminate 
the Contract and pursue the stated remedies will remain in effect until the 
Vendor completes the Contract to the satisfaction of the State. 
 

H-25.9.2 System Acceptance 
Upon completion of the Warranty Period, the State will issue a Letter of Final 
System Acceptance.  
 

H-25.10 Warranty  

H-25.10.1 Warranty Period  
The Warranty Period will initially commence upon the State issuance of a Letter 
of Acceptance for UAT and will continue for ninety (90) days. If within the last 
thirty (30) calendar days of the Warranty Period, the System Software fails to 
operate as specified, the Warranty Period will cease, the Vendor will correct 
the Deficiency, and a thirty (30) calendar day Warranty Period will begin. Any 
further Deficiencies with the Software must be corrected and run fault free for 
thirty (30) days. 

 
H-25.10.2 Warranties 

 
H-25.10.2.1 System 

The Vendor shall warrant that the System must operate to conform to 
the Specifications, terms, and requirements of the Contract. 

  H-25.10.2.2 Software 
The Vendor shall warrant that the Software is properly functioning within 
the System, compliant with the requirements of the Contract, and will 
operate in accordance with the Specifications. Software shall be 
archived and or version controlled through the use of Harvest Software.  

 H-25.10.2.3 Non-Infringement 
The Vendor shall warrant that it has good title to, or the right to allow the 
State to use all Services, equipment, and Software provided under this 
Contract, and that such Services, equipment, and Software (“Material”) 
do not violate or infringe any patent, trademark, copyright, trade name 
or other intellectual property rights or misappropriate a trade secret of 
any third party.  
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H-25.10.2.4 Viruses; Destructive Programming 
The Vendor shall warrant that the Software will not contain any viruses, 
destructive programming, or mechanisms designed to disrupt the 
performance of the Software in accordance with the Specifications. 

 H-25.10.2.5 Compatibility 
The Vendor shall warrant that all System components, including any 
replacement or upgraded System Software components provided by 
the Vendor to correct Deficiencies or as an Enhancement, shall operate 
with the rest of the System without loss of any functionality. 

H-25.10.2.6 Professional Services 
The Vendor shall warrant that all Services provided under the Contract 
will be provided in a professional manner in accordance with industry 
standards and that Services will comply with performance standards. 

H-25.10.3 Warranty Services 
The Vendor shall agree to maintain, repair, and correct Deficiencies in the 
System Software, including but not limited to the individual modules or 
functions, during the Warranty Period at no additional cost to the State, in 
accordance with the Specifications and terms and requirements of the 
Contract, including without limitation, correcting all errors, and Defects and 
Deficiencies; eliminating viruses or destructive programming; and replacing 
incorrect, Defective or Deficient Software and Documentation. 
 
Warranty Services shall include, without limitation, the following:  

 
a. Maintain the System Software in accordance with the Specifications, 

terms, and requirements of the Contract; 
b. Repair or replace the System Software or any portion thereof so that the 

System operates in accordance with the Specifications, terms, and 
requirements of the Contract; 

c. The Vendor shall have available to the State on-call telephone 
assistance, with issue tracking available to the State, twenty four (24) 
hours per day and seven (7) days a week with an email / telephone 
response within two (2) hours of request, with assistance response 
dependent upon issue severity; 

d. On-site additional Services within four (4) business hours of a request; 
e. Maintain a record of the activities related to Warranty Repair or 

maintenance activities performed for the State; 
f. For all Warranty Services calls, the Vendor shall ensure the following 

information will be collected and maintained:  
1) nature of the Deficiency; 
2) current status of the Deficiency;  
3) action plans, dates, and times;  
4) expected and actual completion time;  
5) Deficiency resolution information; 

Page 76 of 97    DOIT RFP Template 10-8-13 



STATE OF NEW HAMPSHIRE 
Department of Safety 

CHR/SOR Replacement 
DOS RFP2015-116 

6) Resolved by; 
7) Identifying number i.e. work order number; 
8) Issue identified by; 

g. The Vendor must work with the State to identify and troubleshoot 
potentially large-scale Software failures or Deficiencies by collecting the 
following information: 

1) mean time between reported Deficiencies with the Software; 
2) diagnosis of the root cause of the problem; and  
3) identification of repeat calls or repeat Software problems; and 

h. All Deficiencies found during the Warranty Period and all Deficiencies 
found with the Warranty Releases shall be corrected by the Vendor no 
later than five (5) business days, unless specifically extended in writing 
by the State, at no additional cost to the State. 

 
If in the Event of Default, the Vendor fails to correct the Deficiency within the 
allotted period of time (see above), the State shall have the right, at its option: 
1) declare the Vendor in default, terminate the Contract, in whole or in part, 
without penalty or liability to the State; 2) return the Vendor’s product and 
receive a refund for all amounts paid to the Vendor, including but not limited 
to, applicable license fees within ninety (90) days of notification to the Vendor 
of the State’s intent to request a refund; 3) and to pursue its remedies available 
at law or in equity. 
 
Notwithstanding any provision of the Contract, the State’s option to terminate 
the Contract and pursue the remedies above will remain in effect until 
satisfactory completion of the full Warranty Period.  
 

H-25.11 Ongoing Software Maintenance and Support Levels 
The Vendor shall maintain and support the system in all material respects as 
described in the applicable program documentation after delivery and the 
warranty period of ninety (90) days through the completion of the contract term. 

 
The Vendor will not be responsible for maintenance or support for Software developed 
or modified by the State. 

H-25.11.1 Maintenance Releases 
The Vendor shall make available to the State the latest program updates, 
general maintenance releases, selected functionality releases, patches, and 
documentation that are generally offered to its customers, at no additional 
cost. 

H-25.11.2 Vendor Responsibility 
The Vendor shall be responsible for performing on-site or remote technical 
support in accordance with the Contract Documents, including without 
limitation the requirements, terms, and conditions contained herein. 
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As part of the Software maintenance agreement, ongoing software 
maintenance and support levels, including all new Software releases, shall be 
responded to according to the following: 

   
 a. Class A Deficiencies - The Vendor shall have available to the State on-call 

telephone assistance, with issue tracking available to the State, eight (8) 
hours per day and five (5) days a week with an email / telephone response 
within two (2) hours of request; or the Vendor shall provide support on-site or 
with remote diagnostic Services, within four (4) business hours of a request; 

 
b. Class B & C Deficiencies –The State shall notify the Vendor of such 
Deficiencies during regular business hours and the Vendor shall respond back 
within four (4) hours of notification of planned corrective action; 

 
The Vendor shall repair or replace Software, and provide maintenance of the 
Software in accordance with the Specifications, Terms and Requirements of 
the Contract; 
 
The Vendor shall maintain a record of the activities related to warranty repair 
or maintenance activities performed for the State; 
 
For all maintenance Services calls, the Vendor shall ensure the following 
information will be collected and maintained: 1) nature of the Deficiency; 2) 
current status of the Deficiency; 3) action plans, dates, and times; 4) expected 
and actual completion time; 5) Deficiency resolution information, 6) Resolved 
by, 7) Identifying number i.e. work order number, 8) Issue identified by; and 
 
The Vendor must work with the State to identify and troubleshoot potentially 
large-scale System failures or Deficiencies by collecting the following 
information: 1) mean time between reported Deficiencies with the Software; 2) 
diagnosis of the root cause of the problem; and 3) identification of repeat calls 
or repeat Software problems. 
 
If the Vendor fails to correct a Deficiency within the allotted period of time 
Stated above, the Vendor shall be deemed to have committed an Event of 
Default, pursuant to Appendix H Section H-25.14, and the State shall have the 
right, at its option, to pursue the remedies inH-25.14, as well as to return the 
Vendor’s product and receive a refund for all amounts paid to the Vendor, 
including but not limited to, applicable license fees, within ninety (90) days of 
notification to the Vendor of the State’s refund request 
 
 If the Vendor fails to correct a Deficiency within the allotted period of time 
Stated above, the Vendor shall be deemed to have committed an Event of 
Default, pursuant to Appendix H Section H-25.14, and the State shall have the 
right, at its option, to pursue the remedies in Appendix H Section H-25.14. 
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H-25.12 Administrative Specifications 

H-25.12.1 Travel Expenses 
The State will not be responsible for any travel or out of pocket expenses 
incurred in the performance of the Services.  
 
The Vendor must assume all travel and related expenses by “fully loading” the 
proposed labor rates to include, but not limited to: meals, hotel/housing, 
airfare, car rentals, car mileage, and out of pocket expenses.  

H-25.11.2 Shipping and Delivery Fee Exemption 
The State will not pay for any shipping or delivery fees unless specifically 
itemized in the Contract. 

H-25.12.3 Project Workspace and Office Equipment 
The State agency will work with the Vendor to determine the requirements for 
providing all necessary workspace and office equipment, including desktop 
computers for the Vendor’s staff. If a Vendor has specific requirements, they 
must be included in the Vendor’s Proposal. 

H-25.12.4 Work Hours 
Vendor personnel shall work normal business hours between 8:00 am and 5:00 
pm, eight (8) hour days, forty (40) hour weeks, excluding State of New 
Hampshire holidays. Changes to this schedule may be made upon agreement 
with the State Project Manager.  

H-25.12.5 Access/Cooperation 
As applicable, and reasonably necessary, and subject to the applicable State 
and federal laws and regulations and restrictions imposed by third parties upon 
the State, the State will provide the Vendor with access to all program files, 
libraries, personal computer-based systems, software packages, network 
systems, security systems, and hardware as required to complete the 
contracted Services. 
 
The State will use reasonable efforts to provide approvals, authorizations, and 
decisions reasonably necessary to allow the Vendor to perform its obligations 
under the Contract. 

H-25.12.6 State-Owned Documents and Data 
The Vendor shall provide the State access to all Documents, State Data, 
materials, reports, and other work in progress relating to the Contract (“State 
Owned Documents”). Upon expiration or termination of the Contract with the 
State, Vendor shall turn over all State-owned Documents, State Data, material, 
reports, and work in progress relating to this Contract to the State at no 
additional cost to the State. State-Owned Documents must be provided in 
both printed and electronic format. 
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H-25.12.7 Intellectual Property 
 Upon successful completion and/or termination of the Implementation of the 
Project, the Vendor shall own and hold all, title, and rights in any Software 
modifications (Custom Code??) developed in connection with performance 
of obligations under the Contract, or modifications to the Vendor provided 
Software, and their associated Documentation including any and all 
performance enhancing operational plans and the Vendors’ special utilities. 
The Vendor shall license back to the State the right to produce, publish, or 
otherwise use such software, source code, object code, modifications, reports, 
and Documentation developed under the Contract. 
 
In no event shall the Vendor be precluded from developing for itself, or for 
others, materials that are competitive with, or similar to Custom Software, 
modifications developed in connection with performance of obligations under 
the Contract. In addition, the Vendor shall be free to use its general 
knowledge, skills, experience, and any other ideas, concepts, know-how, and 
techniques that are acquired or used in the course of its performance under 
this agreement.                                         

H-25.12.8 IT Required Work Procedures 
 All work done must conform to standards and procedures established by the 
 Department of Information Technology and the State. 

H-25.12.9 Computer Use 
In consideration for receiving access to and use of the computer facilities, 
network, licensed or developed software, software maintained or operated 
by any of the State entities, systems, equipment, Documentation, 
information, reports, or data of any kind (hereinafter “Information”), Vendor 
understands and agrees to the following rules: 

 
a. Every Authorized User has the responsibility to assure the protection of 

information from unauthorized access, misuse, theft, damage, 
destruction, modification, or disclosure. 
 

b. That information shall be used solely for conducting official State business, 
and all other use or access is strictly forbidden including, but not limited 
to, personal, or other private and non-State use and that at no time shall 
Vendor access or attempt to access any information without having the 
express authority to do so. 
 

c. That at no time shall Vendor access or attempt to access any information 
in a manner inconsistent with the approved policies, procedures, and /or 
agreements relating to system entry/access. 
 

d. That all software licensed, developed, or being evaluated by the State 
cannot be copied, shared, distributed, sub-licensed, modified, reverse 
engineered, rented, or sold, and that at all times Vendor must use utmost 
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care to protect and keep such software strictly confidential in 
accordance with the license or any other Agreement executed by the 
State. Only equipment or software owned, licensed, or being evaluated 
by the State, can be used by the Vendor. Personal software (including 
but not limited to palmtop sync software) shall not be installed on any 
equipment. 
 

e. That if the Vendor is found to be in violation of any of the above-stated 
rules, the User may face removal from the State Contract, and/or criminal 
or civil prosecution, if the act constitutes a violation of law.  

 
H-25.12.10 Email Use 

 Mail and other electronic communication messaging systems are State of 
New Hampshire property and are to be used for business purposes only. Email 
is defined as “internal email systems” or “State-funded email systems.” 
Vendors understand and agree that use of email shall follow State standard 
policy (available upon request). 

 
H-25-12.11 Internet/Intranet Use 

The Internet/Intranet is to be used for access to and distribution of 
information in direct support of the business of the State of New Hampshire 
according to State standard policy (available upon request). 
 

H-25.12.12 Regulatory/Governmental Approvals 
Any Contract awarded under the RFP shall be contingent upon the Vendor 
obtaining all necessary and applicable regulatory or other governmental 
approvals. 

 
H-25.12.13 Force Majeure 

Neither Vendor nor the State shall be responsible for delays or failures in 
performance resulting from events beyond the control of such party and 
without fault or negligence of such party. Such events shall include, but not 
be limited to, acts of God, strikes, lock outs, riots, and acts of War, epidemics, 
acts of Government, fire, power failures, nuclear accidents, earthquakes, 
and unusually severe weather. 

 
Except in the event of the foregoing, Force Majeure events shall not include 
Vendor’s inability to hire or provide personnel needed for the Vendor’s 
performance under the Contract. 

H-25.12.14 Confidential Information 
In performing its obligations under the Contract, the Vendor may gain access 
to information of the State, including Confidential Information. “State 
Confidential Information” shall include, but not be limited to, information 
exempted from public disclosure under New Hampshire RSA Chapter 91-A: 
Access to Public Records and Meetings (see e.g. RSA Chapter 91-A: 5 
Exemptions). The Vendor shall not use the State Confidential Information 
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developed or obtained during the performance of, or acquired, or developed 
by reason of the Contract, except as is directly connected to and necessary 
for the Vendor’s performance under the Contract. 
 
The Vendor agrees to maintain the confidentiality of and to protect from 
unauthorized use, disclosure, publication, and reproduction (collectively 
“release”), all State Confidential Information of the State that becomes 
available to the Vendor in connection with its performance under the 
Contract, regardless of its form.  
 
Subject to applicable federal or State laws and regulations, Confidential 
Information shall not include information which: (i) shall have otherwise 
become publicly available other than as a result of disclosure by the receiving 
party in breach hereof; (ii) was disclosed to the receiving party on a non-
confidential basis from a source other than the disclosing party, which the 
receiving party believes is not prohibited from disclosing such information as a 
result of an obligation in favor of the disclosing party; (iii) is developed by the 
receiving party independently of, or was known by the receiving party prior to, 
any disclosure of such information made by the disclosing party; or (iv) is 
disclosed with the written consent of the disclosing party. A receiving party 
also may disclose Confidential Information to the extent required by an order 
of a court of competent jurisdiction. 
 
Any disclosure of the State’s information shall require prior written approval of 
the State. The Vendor shall immediately notify the State if any request, 
subpoena or other legal process is served upon the Vendor regarding the 
State’s Confidential Information, and the Vendor shall cooperate with the 
State in any effort it undertakes to contest the request, the subpoena or other 
legal process, at no additional cost to the State. 
 
In the event of unauthorized use or disclosure of the State’s Confidential 
Information, the Vendor shall immediately notify the State, and the State shall 
immediately be entitled to pursue any remedy at law and in equity, including, 
but not limited to injunctive relief. 
 
Insofar as the Vendor seeks to maintain the confidentiality of its confidential or 
proprietary information, the Vendor must clearly identify in writing the 
information it claims to be confidential or proprietary. The Vendor 
acknowledges that the State is subject to the Right to Know Law, RSA Chapter 
91-A. The State shall maintain the confidentiality of the identified Confidential 
Information insofar as it is consistent with applicable State or federal laws or 
regulations, including but not limited to, RSA Chapter 91-A. In the event the 
State receives a request for the information identified by the Vendor as 
confidential, the State shall notify the Vendor and specify the date the State 
will be releasing the requested information. At the request of the State, the 
Vendor shall cooperate and assist the State with the collection and review of 
the Vendor’s information, at no additional expense to the State. Any effort to 
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prohibit or enjoin the release of the information shall be the Vendor’s sole 
responsibility and at the Vendor’s sole expense. If the Vendor fails to obtain a 
court order enjoining the disclosure, the State shall release the information on 
the date specified in the State’s notice to the Vendor without any State liability 
to the Vendor. 
 
This Contract Agreement, Appendix H Section H-25.12.14: Confidential 
Information shall survive the termination or conclusion of a Contract. 

H-25.13 Pricing 

H-25.13.1 Activities/Deliverables/Milestones Dates and Pricing 
The Vendor must include, within the fixed price for IT service activities, tasks, 
and preparation of required Deliverables, pricing for the Deliverables required 
based on the proposed approach, and methodology and tools. A fixed price 
must be provided for each Deliverable. Pricing worksheets are provided in 
Appendix F: Pricing Worksheets.  

H-25.13.2 Software Licensing, Maintenance, Enhancements, and Support Pricing 
The Vendor must provide the minimum Software support and Services through 
Software licensing, maintenance, Enhancements, and support as detailed in 
Section H-25.11: Ongoing Software Maintenance and Support Levels. 
 
For Software licensing, maintenance, and support costs, complete a worksheet 
including all costs in the table. A worksheet is provided in Appendix F: Pricing 
Worksheets, under Appendix F-5: Software Licensing, Maintenance, and 
Support Pricing, as Table F-5: Software Licensing, Maintenance, and Support 
Pricing Worksheet. 

H-25.13.3 Invoicing 
The Vendor shall submit correct invoices to the State for all amounts to be paid 
by the State. All invoices submitted shall be subject to the State’s written 
approval, which shall not be unreasonably withheld. The Vendor shall only 
submit invoices for Services or Deliverables as permitted by the Contract. 
Invoices must be in a format as determined by the State and contain detailed 
information, including without limitation: itemization of each Deliverable and 
identification of the Deliverable for which payment is sought, and the 
Acceptance date triggering such payment; date of delivery and/or 
installation; monthly maintenance charges; any other Project costs or retention 
amounts if applicable. 

H-25.13.4 Overpayments to the Vendor 
The Vendor shall promptly, but no later than fifteen (15) business days, pay the 
State the full amount of any overpayment or erroneous payment upon 
discovery or notice from the State. 
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H-25.13.5 Credits 
The State may apply credits due to the State, arising out of this Contract, 
against the Vendor’s invoices with appropriate information attached. 

H-25.13.6 Records Retention and Access Requirements 
The Vendor shall agree to the conditions of all applicable State and federal 
laws and regulations, which are incorporated herein by this reference, 
regarding retention and access requirements, including without limitation, 
retention policies consistent with the Federal Acquisition Regulations (FAR) 
Subpart 4.7 Vendor Records Retention. 
 
The Vendor and its Subcontractors shall maintain books, records, documents, 
and other evidence of accounting procedures and practices, which properly 
and sufficiently reflect all direct and indirect costs, invoiced in the 
performance of their respective obligations under the Contract. The Vendor 
and its Subcontractors shall retain all such records for three (3) years following 
termination of the Contract, including any extensions.  Records relating to any 
litigation matters regarding the Contract shall be kept for one (1) year 
following the termination of all litigation, including the termination of all 
appeals or the expiration of the appeals period.  
 
Upon prior notice and subject to reasonable time frames, all such records shall 
be subject to inspection, examination, audit and copying by personnel so 
authorized by the State and federal officials so authorized by law, rule, 
regulation or Contract, as applicable. Access to these items will be provided 
within Merrimack County of the State of New Hampshire, unless otherwise 
agreed by the State. Delivery of and access to such records shall be at no cost 
to the State during the three (3) year period following termination of the 
Contract and one (1) year term following litigation relating to the Contract, 
including all appeals or the expiration of the appeal period. The Vendor shall 
include the record retention and review requirements of this section in any of 
its subcontracts. 
 
The State agrees that books, records, documents, and other evidence of 
accounting procedures and practices related to the Vendor’s cost structure 
and profit factors shall be excluded from the State’s review unless the cost or 
any other Services or Deliverables provided under the Contract is calculated 
or derived from the cost structure or profit factors. 

H-25.13.7 Accounting Requirements 
The Vendor shall maintain an accounting system in accordance with generally 
accepted accounting principles. The costs applicable to the Contract shall be 
ascertainable from the accounting system and the Vendor shall maintain 
records pertaining to the Services and all other costs and expenditures. 
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H-25.14 Termination 
This section H-25.14 shall survive termination or Contract conclusion. 

  H-25.14.1 Termination for Default 
 Any one or more of the following acts or omissions of the Vendor shall constitute 

an event of default hereunder (“Event of Default”) 
a. Failure to perform the Services satisfactorily or on schedule; 
b. Failure to submit any report required; and/or 
c. to perform any other covenant, term or condition of the Contract  

 
Upon the occurrence of any Event of Default, the State may take any one or 
more, or all, of the following actions:  

 
a) Unless otherwise provided in the Contract, the State shall provide the 

Vendor written notice of default and require it to be remedied within, in the 
absence of a greater or lesser specification of time, within thirty (30) days 
from the date of notice, unless otherwise indicated within by the State 
(“Cure Period”). If the Vendor fails to cure the default within the Cure 
Period, the State may terminate the Contract effective two (2) days after 
giving the Vendor notice of termination, at its sole discretion, treat the 
Contract as breached and pursue its remedies at law or in equity or both. 

 
b) Give the Vendor a written notice specifying the Event of Default and 

suspending all payments to be made under the Contract and ordering that 
the portion of the Contract price which would otherwise accrue to the 
Vendor during the period from the date of such notice until such time as 
the State determines that the Vendor has cured the Event of Default shall 
never be paid to the Vendor.  

 
c) Set off against any other obligations the State may owe to the Vendor any 

damages the State suffers by reason of any Event of Default; 
 

d)  Treat the Contract as breeched and pursue any of its remedies at law or in 
equity, or both. 

 
e) Procure Services that are the subject of the Contract from another source 

and the Vendor shall be liable for reimbursing the State for the 
replacement Services, and all administrative costs directly related to the 
replacement of the Contract and procuring the Services from another 
source, such as costs of competitive bidding, mailing, advertising, 
applicable fees, charges or penalties, and staff time costs; all of which shall 
be subject to the limitations of liability set forth in the Contract.  

 
In the event of default by the State, the Vendor shall provide the State with written 
notice of default, and the State shall cure the default within thirty (30) days. 
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Notwithstanding the foregoing, nothing herein contained shall be deemed to 
constitute a waiver of the sovereign immunity of the State, which immunity is herby 
reserved to the State. This covenant shall survive termination or Contract 
Conclusion. 

H-25.14.2 Termination for Convenience 
The State may, at its sole discretion, terminate the Contract for convenience, in 
whole or in part, by thirty (30) days written notice to the Vendor. In the event of 
such termination for convenience, the State shall pay the Vendor the agreed 
upon price, if separately stated, for Deliverables for which Acceptance has been 
given by the State. Amounts for Services or Deliverables provided prior to the 
date of termination for which no separate price is stated will be paid, in whole or 
in part, generally in accordance with Appendix F: Pricing Worksheets. 
 
During the thirty (30) day period, the Vendor shall wind down and cease its 
Services as quickly and efficiently as reasonably possible, without performing 
unnecessary Services or activities and by minimizing negative effects on the 
State from such winding down and cessation of Services. 

H-25.14.3 Termination for Conflict of Interest 
The State may terminate the Contract by written notice if it determines that a 
conflict of interest exists, including but not limited to, a violation by any of the 
parties hereto of applicable laws regarding ethics in public acquisitions and 
procurement and performance of Contracts. 
 
 In such case, the State shall be entitled to a pro-rated refund of any current 
development, support and maintenance costs. The State shall pay all other 
contracted payments that would have become due and payable if the Vendor 
did not know, or reasonably did not know, of the conflict of interest.  
 
In the event the Contract is terminated as provided above pursuant to a 
violation by the Vendor, the State shall be entitled to pursue the same remedies 
against the Vendor as it could pursue in the event of a default of the Contract by 
the Vendor. 

H-25.14.4 Termination Procedure 
 

Upon termination of the Contract, the State, in addition to any other rights 
provided in the Contract, may require the Vendor to deliver to the State any 
property, including without limitation, Software and Written Deliverables, for 
such part of the Contract as has been terminated. 
 
After receipt of a notice of termination, and except as otherwise directed by the 
State, Vendor shall: 
 

a. Stop work under the Contract on the date, and to the extent specified, in 
the notice; 
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b. Promptly, but in no event longer than thirty (30) days after termination, 

terminate its orders and subcontracts related to the work which has been 
terminated and settle all outstanding liabilities and all claims arising out of 
such termination of orders and subcontracts, with the approval or 
ratification of the State to the extent required, which approval or 
ratification shall be final for the purpose of this Section; 

 
c. Take such action as the State directs, or as necessary to preserve and 

protect the property related to the Contract which is in the possession of 
Vendor and in which State has an interest; 

 
d. Transfer title to the State and deliver in the manner, at the times, and to the 

extent directed by the State, any property which is required to be furnished 
to State and which has been accepted or requested by the State; and 
 

e. Provide written certification to the State that Vendor has surrendered to the 
State all said property. 

H-25.15 Limitation of Liability 

H-25.15.1 State 
Subject to applicable laws and regulations, in no event shall the State be liable 
for any consequential, special, indirect, incidental, punitive, or exemplary 
damages. Subject to applicable laws and regulations, the State’s liability to the 
Vendor shall not exceed the total Contract price set forth in Contract 
Agreement, Appendix H Section 1.8 of the Contract Agreement – General 
Provisions. 
 
Notwithstanding the foregoing and any provision of this Contract to the 
contrary, in no event does the State waive its sovereign immunity or any 
applicable defenses or immunities. 

 H-25.15.2 The Vendor 
Subject to applicable laws and regulations, in no event shall the Vendor be 
liable for any consequential, special, indirect, incidental, punitive or exemplary 
damages and the Vendor’s liability to the State shall not exceed two times (2X) 
the total Contract price set forth in the Contract Agreement, Appendix H 
Section 1.8 of the Contract Agreement – General Provisions. Notwithstanding the 
foregoing, the limitation of liability shall not apply to the Vendor’s 
indemnification obligations set forth in the Appendix H Contract Agreement - 
Sections 13: Indemnification and confidentiality obligations in Appendix H 
25.12.14: Confidential Information, which shall be unlimited. 

 H-25.15.3 State’s Immunity 
Notwithstanding the foregoing, nothing herein contained shall be deemed to 
constitute a waiver of the sovereign immunity of the State, which immunity is 

Page 87 of 97    DOIT RFP Template 10-8-13 



STATE OF NEW HAMPSHIRE 
Department of Safety 

CHR/SOR Replacement 
DOS RFP2015-116 

hereby reserved to the State. This covenant shall survive termination or Contract 
conclusion. 
 

H.25.15.4 Survival 
This Contract Agreement, Section H-25.15: Limitation of Liability shall survive 
termination or Contract conclusion.  

H-25.16 Change of Ownership  
In the event that the Vendor should change ownership for any reason whatsoever, 
the State shall have the option of continuing under the Contract with the Vendor, its 
successors or assigns for the full remaining term of the Contract; continuing under 
the Contract with the Vendor, its successors or assigns for such period of time as 
determined necessary by the State; or immediately terminate the Contract without 
liability to the Vendor, its successors or assigns. 

H-25.17 Assignment, Delegation and Subcontracts 
     The Vendor shall not assign, delegate, subcontract, or otherwise transfer any of its 

interest, rights, or duties under the Contract without the prior written consent of the 
State. Such consent will not be unreasonably withheld. Any attempted transfer, 
assignment, delegation, or other transfer made without the State’s prior written 
consent shall be null and void and may constitute an event of default at the sole 
discretion of the State.  
 
The Vendor shall remain wholly responsible for performance of the entire Contract 
regardless of whether assignees, delegates, Subcontractors or other transferees 
(“Assigns”) are used, unless otherwise agreed to in writing by the State and the 
Assigns fully assumes in writing any and all obligations and liabilities under the 
Contract from the Effective Date . In the absence of a written assumption of full 
obligations and liabilities of the Contract, any permitted assignment, delegation, 
subcontract or other transfer shall neither relieve the Vendor of any of its obligations 
under the Contract nor shall it affect any remedies available to the State against 
the Vendor that may arise from any event of default of the provisions of the 
Contract. The State will consider the Vendor to be the sole point of contact with 
regard to all contractual matters, including payment of any and all charges 
resulting from the Contract. 

H-25.18 Dispute Resolution 
Prior to the filing of any formal proceedings with respect to a dispute (other than an 
action seeking injunctive relief with respect to intellectual property rights or 
Confidential Information), the party believing itself aggrieved (the "Invoking Party") 
shall call for progressive management involvement in the dispute negotiation by 
written notice to the other party. Such notice shall be without prejudice to the 
Invoking Party's right to any other remedy permitted by this Agreement. 
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H-25.19 Venue and Jurisdiction 
Any action on the Contract may only be brought in the State of New Hampshire 
Merrimack County Superior Court. 

H-25.20 Project Holdback 
The State will withhold 10% of the agreed Deliverables pricing tendered by the 
Vendor in this engagement until successful completion of the Warranty Period as 
defined in Appendix H Section 25-10.1: Warranty Period. 
 

H-25.21 Escrow of Code 
Vendor will enter into a source and configuration code escrow agreement, with a 
State approved escrow agent. The proposed escrow agreement shall be submitted 
with the Vendor’s Proposal for review by the State. The escrow agreement requires the 
Vendor to put the Vendor Software source and configuration code in escrow. The 
source code shall be released to the State if one of the following events has occurred:  

a. the Vendor has made an assignment for the benefit of creditors;  
b. the Vendor institutes or becomes subject to a liquidation or bankruptcy 

proceeding of any kind;  
c. a receiver or similar officer has been appointed to take charge of all or part of 

the Vendor’s assets; or 
d. the Vendor or its Subcontractor terminates its maintenance and operations 

support Services for the State for the Software or has ceased supporting and 
maintaining the Software for the State, whether due to its ceasing to conduct 
business generally or otherwise, except in cases where the termination or 
cessation is a result of the non-payment or other fault of the State;  

e. Vendor defaults under the Contract; or 
g. Vendor ceases its on-going business operations or that portion of its business 

operations relating to the licensing and maintenance of the Software. 
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TERMS AND DEFINITIONS 
The following general contracting terms and definitions apply except as specifically noted 
elsewhere in this document.  
Acceptance Notice from the State that a Deliverable has satisfied 

Acceptance Test or Review. 
Acceptance Letter An Acceptance Letter provides notice from the State that a 

Deliverable has satisfied Acceptance Tests or Review. 
Acceptance Period The timeframe during which the Acceptance Test is performed 
Acceptance Test 
Plan 

The Acceptance Test Plan provided by the Vendor and agreed 
to by the State that describes at a minimum, the specific 
Acceptance process, criteria, and Schedule for Deliverables. 

Acceptance Test 
and Review 

Tests performed to determine that no Defects exist in the 
application Software or the System 

Access Control Supports the management of permissions for logging onto a 
computer or network 

Agreement A contract duly executed and legally binding. 
 

Appendix Supplementary material that is collected and appended at the 
back of a document 

Audit Trail Capture 
and Analysis 

Supports the identification and monitoring of activities within an 
application or system 

Best and Final Offer 
(BAFO) 

For negotiated procurements, a Vendor's final offer following the 
conclusion of discussions. 

Breach or Breach of 
Security 

Unlawful and unauthorized acquisition of unencrypted 
computerized data that materially compromises the security, 
confidentiality or integrity of personal information maintained by 
a person or commercial entity  

CCP Change Control Procedures 
CHR Criminal History Records System 
CR Change Request 
COTS Commercial Off-The-Shelf Software 
CM Configuration Management 
Certification The Vendor’s written declaration with full supporting and written 

Documentation (including without limitation test results as 
applicable) that the Vendor has completed development of the 
Deliverable and certified its readiness for applicable 
Acceptance Testing or Review.          

Change Control Formal process for initiating changes to the proposed solution or 
proces0s once development has begun. 

Change Order Formal documentation prepared for a proposed change in the 
Specifications. 

Completion Date End date for the Contract 
Confidential 
Information 

Information required to be kept Confidential from unauthorized 
disclosure under the Contract 
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Contract This Agreement between the State of New Hampshire and a 
Vendor, which creates binding obligations for each party to 
perform as specified in the Contract Documents. 

Contract Conclusion Refers to the conclusion of the Contract, for any reason, including 
but not limited to, the successful Contract completion, 
termination for convenience, or termination for default. 

Contract Documents Documents that comprise this Contract  
 

Contract Managers The persons identified by the State and the Vendor who shall be 
responsible for all contractual authorization and administration of 
the Contract. These responsibilities shall include but not be limited 
to processing Contract Documentation, obtaining executive 
approvals, tracking costs and payments, and representing the 
parties in all Contract administrative activities.  

Contracted Vendor The Vendor whose proposal or quote was awarded the Contract 
with the State and who is responsible for the Services and 
Deliverables of the Contract. 

Conversion Test A test to ensure that a data conversion process correctly takes 
data from a legacy system and successfully converts it to form 
that can be used by the new system. 

COTS Commercial off the Shelf 
Cure Period The thirty (30) day period following written notification of a default 

within which a contracted Vendor must cure the default 
identified. 

Custom Code Code developed by the Vendor specifically for this project for the 
State of New Hampshire 

Custom Software Software developed by the Vendor specifically for this project for 
the State of New Hampshire  

Data State’s records, files, forms, Data and other documents or 
information, in either electronic or paper form, that will be used 
/converted by the Vendor during the Contract Term 

DBA Database Administrator 
Deficiencies/Defects A failure, deficiency, or defect in a Deliverable resulting in a 

Deliverable, the Software, or the System, not conforming to its 
Specifications. 
 
Class A Deficiency – Software - Critical, does not allow System to 
operate, no work around, demands immediate action; Written 
Documentation - missing significant portions of information or 
unintelligible to State; Non Software - Services were inadequate 
and require re-performance of the Service. 
 
Class B Deficiency – Software - important, does not stop 
operation and/or there is a work around and user can perform 
tasks; Written Documentation - portions of information are missing 
but not enough to make the document unintelligible; Non 
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Software - Services were deficient, require reworking, but do not 
require re-performance of the Service. 
 
Class C Deficiency – Software - minimal, cosmetic in nature, 
minimal effect on System, low priority and/or user can use System; 
Written Documentation - minimal changes required and of minor 
editing nature; Non Software - Services require only minor 
reworking and do not require re-performance of the Service. 

Deliverable A Deliverable is any Written, Software, or Non-Software 
Deliverable (letter, report, manual, book, other), provided by the 
Vendor to the State or under the terms of a Contract 
requirement. 

Department An agency of the State 
 

Department of 
Information 
Technology (DoIT) 

The Department of Information Technology established under RSA 
21-R by the Legislature effective September 5, 2008. 

Documentation All information that describes the installation, operation, and use 
of the Software, either in printed or electronic format. 

Digital Signature Guarantees the unaltered state of a file 
 

Effective Date The Contract and all obligations of the parties hereunder shall 
become effective on the date the Governor and the Executive 
Council of the State of New Hampshire approves the Contract.  

Encryption Supports the encoding of data for security purposes 
Enhancements Updates, additions, modifications to, and new releases for the 

Software, and all changes to the Documentation as a result of 
Enhancements, including, but not limited to, Enhancements 
produced by Change Orders  
 

Event of Default Any one or more of the following acts or omissions of a Vendor 
shall constitute an event of default hereunder (“Event of 
Default”) 

a. Failure to perform the Services satisfactorily or on schedule; 
            . Failure to submit any report required; and/or 
            . Failure to perform any other covenant, term or condition of the 

Contract  
 

Firm Fixed Price 
Contract 

A Firm-Fixed-Price Contract provides a price that is not subject to 
increase, i.e., adjustment on the basis of the Vendor’s cost 
experience in performing the Contract 

Fully Loaded Rates are inclusive of all allowable expenses, including, but not 
limited to: meals, hotel/housing, airfare, car rentals, car mileage, 
and out of pocket expenses 

GAAP Generally Accepted Accounting Principles 
Governor and The New Hampshire Governor and Executive Council. 
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Executive Council 
Harvest Software to archive and/or control versions of software 
Identification and 
Authentication 

Supports obtaining information about those parties attempting to 
log on to a system or application for security purposes and the 
validation of those users 

Implementation The process for making the System operational for processing the 
Data. 

Implementation Plan Sets forth the transition from development of the System to full 
operation, and includes without limitation, training, business and 
technical procedures. 

Information 
Technology (IT) 

Refers to the tools and processes used for the gathering, storing, 
manipulating, transmitting, sharing, and sensing of information 
including, but not limited to, Data processing, computing, 
information systems, telecommunications, and various audio and 
video technologies. 

Input Validation Ensure the application is protected from buffer overflow, cross-
site scripting, SQL injection, and canonicalization 

Intrusion Detection Supports the detection of illegal entrance into a computer 
system 

Invoking Party In a dispute, the party believing itself aggrieved 
 

Key Project Staff Personnel identified by the State and by the contracted Vendor 
as essential to work on the Project. 

Licensee The State of New Hampshire 
MOTS Modified off the Shelf - A system that may be COTS with vendor 

modifications to meet the State Requirements or customed 
developed software that meets the State Requirements. 

Non Exclusive 
Contract 

A contract executed by the State that does not restrict the State 
from seeking alternative sources for the Deliverables or Services 
provided under the Contract.  

Non-Software 
Deliverables 

Deliverables that are not Software Deliverables or Written 
Deliverables, e.g., meetings, help support, services, other 

Normal Business 
Hours 

Normal Business Hours – 8:00 a.m. to 5:00 p.m. EST, Monday 
through Friday excluding State of New Hampshire holidays. State 
holidays are: New Year’s Day, Martin Luther King Day, President’s 
Day, Memorial Day, July 4th, Labor Day, Veterans Day, 
Thanksgiving Day, the day after Thanksgiving Day, and Christmas 
Day. Specific dates will be provided 

Notice to Proceed 
(NTP) 

The State Contract Manager’s written direction to the Vendor to 
begin work on the Contract on a given date and time 

Open Data Formats A data format based on an underlying Open Standard. 
Open Source 
Software 

Software that guarantees the user unrestricted use of the 
Software as defined in RSA 21-R:10 and RSA 21-R:11. 

Open Standards Specifications for the encoding and transfer of computer data 
that is defined in RSA 21-R:10 and RSA 21-R:13. 

Operating System System is fully functional, all Data has been loaded into the 

Page 93 of 97    DOIT RFP Template 10-8-13 



STATE OF NEW HAMPSHIRE 
Department of Safety 

CHR/SOR Replacement 
DOS - RFP 2015-116 

System, is available for use by the State in its daily operations. 
Operational Operational means that the System is operating and fully 

functional, all Data has been loaded; the System is available for 
use by the State in its daily operations, and the State has issued 
an Acceptance Letter. 

Order of 
Precedence 

The order in which Contract/Documents control in the event of a 
conflict or ambiguity. A term or condition in a document controls 
over a conflicting or ambiguous term or condition in a document 
that is lower in the Order of Precedence 

Project The planned undertaking regarding the entire subject matter of 
an RFP and Contract and the activities of the parties related 
hereto. 

Project Team The group of State employees and contracted Vendor’s 
personnel responsible for managing the processes and 
mechanisms required such that the Services are procured in 
accordance with the Work Plan on time, on budget and to the 
required specifications and quality 

Project 
Management Plan 

A document that describes the processes and methodology to 
be employed by the Vendor to ensure a successful project. 

Project Managers The persons identified who shall function as the State’s and the 
Vendor’s representative with regard to Review and Acceptance 
of Contract Deliverables, invoice sign off, and review and 
approval of Change Requests (CR) utilizing the Change Control 
Procedures (CCP) 

Project Staff State personnel assigned to work with the Vendor on the project 
Proposal The submission from a Vendor in response to the Request for a 

proposal or statement of work.   
Regression Test Plan A plan integrated into the Work Plan used to ascertain whether 

fixes to defects have caused errors elsewhere in the 
application/process. 

Review The process of reviewing Deliverables for Acceptance 
Review Period The period set for review of a Deliverable. If none is specified then 

the review period is five (5) business days.                
RFP (Request for 
Proposal) 

A Request For Proposal solicits Proposals to satisfy State functional 
requirements by supplying data processing product and/or 
Service resources according to specific terms and conditions 

Role/Privilege 
Management 

Supports the granting of abilities to users or groups of users of a 
computer, application or network 

Schedule The dates described in the Work Plan for deadlines for 
performance of Services and other Project events and activities 
under the Contract 
 

SaaS Software as a Service- Occurs where the MOTS application is 
hosted but the State does not own the license or the code.  

Service Level 
Agreement (SLA) 

A signed agreement between the Vendor and the State 
specifying the level of Service that is expected of, and provided 
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by, the Vendor during the term of the Contract. 
Services The work or labor to be performed by the Vendor on the Project 

as described in the Contract.  
Software All custom Software and MOTS Software provided by the Vendor 

under the Contract 
Software 
Deliverables 

MOTS Software and Enhancements 

Software License Licenses provided to the State under this Contract 
Solution The Solution consists of the total Solution, which includes, without 

limitation, Software and Services, addressing the requirements 
and terms of the Specifications. The off-the-shelf Software and 
configured Software customized for the State provided by the 
Vendor in response to this RFP. 

SOR Sex Offender Registry System 
Specifications The written Specifications that set forth the requirements which 

include, without limitation, this RFP, the Proposal, the Contract, 
any performance standards, Documentation, applicable State 
and federal policies, laws and regulations, State technical 
standards, subsequent State-approved Deliverables, and other 
Specifications and requirements described in the Contract 
Documents. The Specifications are, by this reference, made a 
part of the Contract as though completely set forth herein. 

State  Reference to the term “State” shall include applicable agencies 
as defined in Section 1: INTRODUCTION of this RFP. 

Statement of Work 
(SOW) 

A Statement of Work clearly defines the basic requirements and 
objectives of a Project. The Statement of Work also defines a high 
level view of the architecture, performance and design 
requirements, the roles and responsibilities of the State and the 
Vendor. The SOW defines the results that the Vendor remains 
responsible and accountable for achieving. 

State’s Confidential 
Records 

State’s information regardless of its form that is not subject to 
public disclosure under applicable state and federal laws and 
regulations, including but not limited to RSA Chapter 91-A 

State Data Any information contained within State systems in electronic or 
paper format. 

State Fiscal Year 
(SFY) 

The New Hampshire State Fiscal Year extends from July 1st 
through June 30th of the following calendar year 

State Project Leader State’s representative with regard to Project oversight 
 

State’s Project 
Manager (PM) 
 
   

State’s representative with regard to Project management and 
technical matters. Agency Project Managers are responsible for 
review and Acceptance of specific Contract Deliverables, 
invoice sign off, and Review and approval of a Change Proposal 
(CP). 

Subcontractor A person, partnership, or company not in the employment of, or 
owned by, the Vendor, which is performing Services under this 
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Contract under a separate Contract with or on behalf of the 
Vendor 

System All Software, specified hardware, and interfaces and extensions, 
integrated and functioning together in accordance with the 
Specifications. 

TBD To Be Determined 
 

Technical 
Authorization 

Direction to a Vendor, which fills in details, clarifies, interprets, or 
specifies technical requirements. It must be: (1) consistent with 
Statement of Work within statement of Services; (2) not constitute 
a new assignment; and (3) not change the terms, documents of 
specifications of the SOW. 

Test Plan A plan, integrated in the Work Plan, to verify the code  
(new or changed) works to fulfill the requirements of the Project. 
It may consist of a timeline, a series of tests and test data, test 
scripts and reports for the test results as well as a tracking 
mechanism. 

Term The duration of the Contract. 
Transition Services Services and support provided when the contracted Vendor is 

supporting system changes. 
UAT User Acceptance Test 

 
Unit Test Developers create their own test data and test scenarios to verify 

the code they have created or changed functions properly as 
defined. 

User Acceptance 
Testing 

Tests done by knowledgeable business users who are familiar with 
the scope of the Project. They create/develop test cases to 
confirm the System was developed according to specific user 
requirements. The test cases and scripts/scenarios should be 
mapped to business requirements outlined in the user 
requirements documents. 

User Management Supports the administration of computer, application and 
network accounts within an organization 

Vendor/Vendor The contracted individual, firm, or company that will perform the 
duties and Specifications of the contract.  

Verification Supports the confirmation of authority to enter a computer 
system, application or network 

VISION System A project currently underway by the Department of Safety 
Division of Motor Vehicles to replace the legacy IDMS mainframe 
motor vehicle syste.   

Walk Through A step-by-step review of a specification, usability features or 
design before it is handed off to the technical team for 
development 

Warranty Period A period of coverage during which the contracted Vendor is 
responsible for providing a guarantee for products and services 
delivered as defined in the contract. 
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Warranty Releases Code releases that are done during the warranty period. 
Warranty Services The Services to be provided by the Vendor during the Warranty 

Period. 
Work Hours Vendor personnel shall work normal business hours between 8:00 

am and 5:00 pm, eight (8) hour days, forty (40) hour weeks, 
excluding State of New Hampshire holidays. Changes to this 
schedule may be made upon agreement with the State Project 
Manager. However, the State requires an unpaid lunch break of 
at least thirty (30) minutes be taken after five (5) consecutive 
hours of work. 

Work Plan The overall plan of activities for the Project created in 
accordance with the Contract. The plan and delineation of tasks, 
activities and events to be performed and Deliverables to be 
produced under the Project as specified in Appendix C. The Work 
Plan shall include a detailed description of the Schedule, 
tasks/activities, Deliverables, critical events, task dependencies, 
and the resources that would lead and/or participate on each 
task. 

Written Deliverables Non-Software written deliverable Documentation (letter, report, 
manual, book, other) provided by the Vendor either in paper or 
electronic format. 
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INSTRUCTIONS

				Vendor Instructions

				Vendor Response Column:                                                                                                                                                                    Place a “Yes” if the current release of the software can fully support ALL the functionality described in the row, without special customization. A “Yes” can only be used if the delivery method is Standard (see delivery method instructions below).                                                                                                                                                                 Otherwise, enter an "No"; A "No" can only be used with delivery method Future, Custom, or Not Available/Not Proposing (see delivery method instructions below).

				Delivery Method Column:
Complete the delivery method using a Standard, Future, Custom, or Not Available/Not Proposing (as defined below) that indicates how the requirement will be delivered.

Standard - Feature/Function is included in the proposed system and available in the current software release.
Future - Feature/Function will be available in a future release. (Provide anticipated delivery date, version, and service release in the comment area.)
Custom - Feature/Function can be provided with custom modifications. (Respondent must provide estimated hours and average billing rate or flat cost for the software modification in the comment area. These cost estimates should add up to the total cost for software modifications found in the cost summary table in Section X of the RFP).
Not Available/Not Proposing - Feature/Function has not been proposed by the Vendor. (Provide brief description of why this functionality was not proposed.)

				Comments Column:
For all Delivery Method responses other than standard (Future, Custom, or Not Available/Not Proposing) vendors must provide a brief explanation. Free form text can be entered into this column.






1. CCH BUSINESS REQUIREMENTS

		CCH BUSINESS REQUIEMENTS

		State Requirements						Vendor

		Req #		Requirement Description		Criticality		Vendor Response		Delivery Method		Comments

		A		Business Process

		SUBHEAD                                                               Submission

		CBP-1		The proposed system should, at minimum, be functionally and operationally compliant with all elements of the current CCH system and should be functionally and operationally compliant with all elements of the current application interface and protocol specifications as outlined in New Hampshire Department of Safety, Computerized Criminal History and Sex Offender Registry Requirements Project,[given that this is part of a document title, please leave DOS, CCH and SOR spelled out here – cm 8/6/14] Current State Analysis, Version 1.4, dated July 30, 2014. 		M

		CBP-2		The proposed system should employ event-driven processes.		M

		CBP-3		The proposed system should provide transaction-level authorization capabilities.		M

		CBP-4		The proposed system should have the ability to create, modify, cancel, and reactivate a criminal record for an individual based on appropriate security authorizations.		M

		CBP-5		The proposed system should have the ability to create, delete, and cancel supplemental information for an individual.		M

		CBP-6		The proposed system should have the ability to view, print, merge, unmerge, delete, un-delete, annul, and un-annul the following types of records and data for an individual: Identication Record, Arrest Data & Judicial Data		M

		CBP-7		The proposed system should provide the capability for the courts to submit dispositions electronically.  The disposition should post automatically to the original arrest when mandatory identifiers are manually verified.  These identifiers should be configurable and determined by DOS policy.  		M

		CBP-8		The proposed system should provide the capability for the courts to submit dispositions electronically.  The disposition should post automatically to the original arrest as a configurable option. 		M

		CBP-9		The proposed system should provide the ability to successfully create a new CCH record based on an arrest fingerprint submission.  If a fingerprint-based submission does not match an existing fingerprint-based state identification (SID), create a new SID.		M

		CBP-10		The proposed system should allow for the creation of a CCH record with a SID without a fingerprint card.		M

		CBP-11		The proposed system should provide the ability to identify automatically the status of items being processed by the CCH application, including when received, rejected, entered, submitted for processing, submitted to other entities, returned by other entities, and completed.		M

		CBP-12		The proposed system should provide the ability to delete a single item, as well as a selected list of items (multiple deletions), from work in process.		M

		CBP-13		The proposed system should provide the ability to automatically produce and print labels with bar codes (for the batch scanning of multiple document types), DOS-configurable tracking numbers, or any other user-configurable data element (using label printer).		M

		CBP-14		The proposed system should be capable of processing all of the following current state types of transactions (TOTs) in electronic and manual form:   arrest (adult/juvenile), disposition (arrest/court), applicant (fee/criminal justice), inquiries (fingerprint/non-fingerprint), and sex offender registrant.  The proposed system should also be capable of processing any new transactions that may be required in the future.		M

		CBP-15		The proposed system should allow for the automated handling of non-reportable arrest charges.  These charges are from cases which may/do not meet the criteria for retention on the state CCH.		M

		CBP-16		The proposed system should provide the ability to enter and validate criminal history information from the standard criminal fingerprint card, including criminal fingerprints, applicant/other fingerprints, dispositions, etc.		M

		CBP-17		The proposed system should provide the ability to link arrest records to other supplemental reports.		M

		CBP-18		The proposed system should provide the ability to record arrests for noncompliance, such as failure to appear and probation violation, that are fingerprint-based and linked to the appropriate previously reported case information.		M

		CBP-19		The proposed system should provide the ability to accept and validate electronically submitted arrest and charge-related information, validating all table-driven data and other configurable elements.		M

		CBP-20		The proposed system should provide the ability to accept and validate all violation, misdemeanor, and felony arrest information submitted electronically.		M

		CBP-21		The proposed system should provide the ability to internally process all incoming submissions, both manual and electronic.  This includes all edits, validations, and response methodologies.		M

		CBP-22		The proposed system should provide the ability to enter and validate applicant information from the standard applicant fingerprint card.		M

		CBP-23		The proposed system should provide facilities or configurability tools to comply with any law or regulation that permits, prohibits, or regulates the release of arrest, disposition, or conviction information based on specific statute codes.		M

		CBP-24		The proposed system should accept requests for CCH record information on an individual via user applications, as well as over the Internet.		M

		CBP-25		The proposed system should provide the ability to validate all transactions received to ensure that they meet format and content requirements.		M

		CBP-26		The proposed system should provide cross-field edit rules on any system tables that may exist.		M

		CBP-27		The proposed system should accept error correction transactions submitted both manually and electronically that are related to arrest, judgment, and sentence.		M

		CBP-28		The proposed system should provide the ability for entities to submit multiple transactions and for the CCH system to provide responses en masse (batch processing), providing for all edits or validations that would occur with single transactions.		M

		CBP-29		The proposed system should provide the ability to retrieve and disseminate identifying images.		M

		CBP-30		The proposed system should provide the ability to retrieve images from the CCH repository as well as other repositories of digital facial images that may be available to members of the criminal justice community.		M

		CBP-31		The proposed system should provide the ability to collect and display images from multiple sources, as a configurable feature for DOS.		M

		CBP-32		The proposed system should provide the ability to automatically update the personal descriptors on a record if additional descriptors or updates are given.  If there are elements of the new arrest record that are not the same as those on file, the proposed system should retain these elements historically.		M

		CBP-33		The proposed system should provide the ability to efficiently support high-volume batch processing of inquiry, add, and update transactions against the database.  It should also support all edit checks that are required in non-batch processing.  In addition, there should be provisions for handling rejects.		M

		CBP-34		The proposed system should provide automatic notifications to other Criminal Justice Information Services (CJIS) systems (e.g., National Crime Information Center [NCIC], National Sex Offender Registry (NSOR), Interstate Identification Index [III], National Instant Background Check System [NICS]) as well as any authorized agency that has received a record dissemination when an entire criminal record or a specific incident on the record is deleted or modified. 		M

		CBP-35		The proposed system should provide a system response time that meets or improves upon that of the current system.		M

		CBP-36		The proposed system should allow for annual volume increases of 10%.		M

		CBP-37		The proposed system should have the ability to send appropriate flags to, and receive them from, applicable databases and/or systems (e.g., DNA on file, registered sex offender, wanted person, qualified misdemeanor crime of domestic violence [DV]).		M

		CBP-38		The proposed system should have the ability to apply flags received from applicable databases and/or systems.		M

		CBP-39		The proposed system should be capable of storing individual status flags and retaining them historically.		M

		CBP-40		The proposed solution should be capable of sending flags and updating flags sent to NICS regarding disqualifying information as the result of defined dispositions received for individuals.		M

		CBP-41		The proposed system should have the ability to respond to all inquiries and/or requests, including those name-based background checks received via a user application or the Internet.		M

		CBP-42		The proposed system should have the ability to maintain a table(s) of the most current edits and/or business rules related to criminal history.		M

		CBP-43		The proposed system should be capable of retaining all forms of alias data elements and providing the option to view all alias elements (and their corresponding arrest event).		M

		CBP-44		The proposed system should be capable of providing an ability to change the date annulled.  When automating a record that has an annulment that was done years ago, the user should still be able to input the original annulled date.  The proposed system should default to the current date but should have the ability to modify this field.		M

		CBP-45		The proposed system should be capable of producing (upon command) a label with SID and name, once SID is assigned.		M

		CBP-46		The proposed system should be capable of adding a field with the person record with a pick list which includes:  “Alias used for this arrest is a result of identity theft” or “Subject is a victim of Identity Theft.”		M

		CBP-47		The proposed system should be capable of providing a prompt for a literal charge on Uniform Charge Table codes. 		M

		CBP-48		The proposed system should be capable of minimally accommodating and processing all of the transaction types outlined in the FBI’s EBTS (Electronic Biometric Transmission Specification) as noted in the RFP.		M

		CBP-49		The proposed system should be capable of minimally accommodating and processing all of the record groups outlined in the RFP.		M

		CBP-50		The proposed system should have an accounting/invoicing component available for the accounting needed with relation to applicant (for fees) processing.  This accounting/invoicing component should support both pre-pay as well as “in arrears” accounts for applicant processing for entities.		M

		CBP-51		The proposed system should support DOS compliance with and participation in the National Fingerprint File (NFF) program.		M

		CBP-52		The proposed system should exchange accounting transactions with the DOS Business Office and the Department of Administrative Services (DAS) Bureau of Accounting by interfacing directly with those agencies’ systems.  This includes the processing of all civil applicant fees and the future provision of Next Generation IAFIS (NGI) -related rap-back fees (when implemented).  [For consistency with 303632, lower case “rap” – cm 8/6/14]		M



		SUBHEAD                                                Name Search

		CBP-53		The proposed system should have the ability to perform Soundex name (including caution names) searches.		M

		CBP-54		The proposed system’s name search component should employ techniques that accommodate parsing errors for stored names. 		M

		CBP-55		The proposed system’s name search component should incorporate nicknames, titles, prefixes, similarity of spellings, and other name information when conducting searches. 		M

		CBP-56		The proposed system’s name search component should recognize cultural differences in names and employ these differences when searching. 		M

		CBP-57		The proposed system’s name search component should allow for customization of matching criteria. 		M

		CBP-58		The proposed system should accommodate the use and entry of special characters in names, such as apostrophes, hyphens, and other such characters that are part of a legal name.		M



		SUBHEAD                                                Applicant Fee Processing

		CBP-59		The proposed system should provide the ability to interface with existing check-endorsement equipment (Epson TM-U295P, M117A) or equivalent.		M

		CBP-60		The proposed system should provide the ability for role-based access to the check-endorsement equipment.		M

		CBP-61		The proposed system should provide the ability to manage multiple fee and billing types, including: Normal Fees (fees submitted with applicant information, Prepaid (draw-down account), Billing (for use only with other state agency & private company requests)		M

		CBP-62		The proposed system should auto-generate hit/no hit letters and the corresponding correct rap sheet (full or conviction only) based on fingerprint results.		M

		CBP-63		The proposed system should be capable of managing prepaid accounts.		M

		CBP-64		The proposed system should provide financial accounting checks and balances such that applicant search results cannot be viewed or disseminated without ensuring that all fees have been collected and recorded.  		M



		B		Analysis

		CAN-1		The proposed system should provide the ability to view individual records for quality assurance (QA) purposes.		M

		CAN-2		The proposed system should provide the ability for users to write optional free-form comments detailing the reason(s) for changes to a record.		M

		CAN-3		The proposed system should provide standardized daily, weekly, and monthly system management and QA reports.		M

		CAN-4		The proposed system should provide a set of standard system and data reports, as well as individual statistics.		M

		CAN-5		The proposed system should provide the ability to create/generate custom reports as determined by the user on any of the data elements in the CCH database.		M

		CAN-6		The proposed system should provide the ability to screen for duplicate submissions.		M

		CAN-7		The proposed system should provide the ability to compare FBI records with CCH data and identify discrepancies.		M

		CAN-8		The proposed system should provide the ability to generate validation and audit reports on demand for possible future records quality audits.		M

		CAN-9		The proposed system should provide the ability to automatically produce and print data quality audit reports.		M

		CAN-10		The proposed system should maintain an audit trail and have the ability to query the audit data based on specific search criteria.  The proposed system should also maintain a historical log of the original data.		M

		CAN-11		The proposed system should provide the ability to automatically monitor reporting time frames and generate a report that can be sent to reporting entities.		M

		CAN-12		The proposed system should provide statistical analysis of all submissions of criminal history information, including sources, methods of submission, date of submission, type of error, and rate of error (relative to overall volume).		M

		CAN-13		The proposed system should produce and print a report indicating the completeness and timeliness of each of the major data items collected.		M

		CAN-14		The proposed system should provide the ability to automatically produce and distribute reports via e-mail or the mail.		M

		CAN-15		The proposed system should provide the ability to produce reports of items in process.		M

		CAN-16		The proposed system should produce a report that provides a daily count of all CCH update transactions, including rejected submissions.		M

		CAN-17		The proposed system should provide the ability to produce a report of all updates to the system (transaction type and counts). 		M

		CAN-18		The proposed system should produce a report that provides a count of specified elements of the CCH system.		M

		CAN-19		The proposed system should provide the ability to produce a summary of person-related information, such as name, race, sex, height, and other personal identifiers.  The user should then have the ability to inquire into details presented in the summary.  In addition, the proposed system should allow for the viewing of person-related images.		M

		CAN-20		The proposed system should provide the ability to produce a summary of arrest-related information by any DOS-configurable data elements.  The user should then have the ability to inquire into details related to the summary.		M

		CAN-21		The proposed system should provide the ability to produce a summary of charge-related information, such as charge date, disposition, and pertinent contact information.  The user should then have the ability to inquire into details related to the summary.		M

		CAN-22		The proposed system should provide the ability to produce a summary of court case-related information by any DOS-configurable data elements.  The user should then have the ability to inquire into details related to the summary.		M

		CAN-23		Authorized users should have the ability to query the proposed system’s database(s) based on specific search criteria.		M

		CAN-24		The proposed system should be capable of providing a weekly report to identify new convictions in CCH that may already have a DNA arrestee sample collected.  The proposed system should also be capable of producing the batch process to update DNA flags in CCH.		M

		CAN-25		The proposed system should be capable of printing any of the reports or other outputs at administratively configurable locations/printers.		M

		CAN-26		The proposed system should be capable of supporting ad hoc searching and browsing of CCH records by investigators or other authorized users in the form of an investigative tool.  Examples include searching by name, alias name, date of birth (DOB), and height/weight range.		M

		CAN-27		The proposed system should be capable of supporting a reporting function that can minimally provide data by reporting jurisdiction. 		M



		C		Action & Decision

		CAD-1		The proposed system should provide the ability to identify and highlight specified convicted charges on a record (i.e., officer safety flags).  The proposed system should also support the utilization of additional flags that can be set by the current system based on data entered to the judicial segment of the record.		M

		CAD-2		The proposed system should provide the ability to close specific criminal history information and control dissemination in accordance with the governing Revised Statutes Annotated (RSAs).  When disseminated, the data should be prefixed with a statement that quotes the allowances for use and dissemination of the information.		M

		CAD-3		The proposed system should have the ability to create a rap sheet or response based upon specific criteria. 		M

		CAD-4		The proposed system should have the ability to send a rap sheet or response based upon routing criteria. 		M

		CAD-5		The proposed system should have the ability to limit the data provided in the rap sheet or response based on specified criteria.		M

		CAD-6		Authorized users should have the ability to request one or multiple rap sheets and have the ability to either view or print the requested rap sheets. 		M

		CAD-7		Authorized users should have the capability to track, display, and print rap sheet dissemination history information for an individual.		M

		CAD-8		The proposed system should have the ability to create error and reject message(s) and route these messages to the appropriate device, process, or agency.  		M

		CAD-9		The proposed system should be capable of calculating, accounting for, and distributing fees collected for services.		M



		D		Work Flow

		CWF-1		The proposed system should provide the ability to perform update validation on all incoming data.  If an error exists, the system should automatically (or be configured to) send to a “problem” queue or return to the originator for correction.		M

		CWF-2		The proposed system should provide the ability to process requests for criminal history records from a work-in-process queue.		M

		CWF-3		The proposed system should provide the ability to track an item of work in process and report its status on request.		M

		CWF-4		The proposed system should allow for nonsequential processing of criminal history data capture (e.g., the entry of disposition information before arrest or fingerprint-based identification information is entered).		M

		CWF-5		The proposed system should allow for out-of-sequence events where allowed by specific circumstances.		M

		CWF-6		The proposed system should provide the ability to generate DOS-configured tracking numbers for transactions.		M

		CWF-7		The proposed system should provide the ability to match and apply add-on information to an existing record (arrest, charge, and disposition).		M

		CWF-8		The proposed system should provide the ability to process requests for record corrections, either as a deletion of data/record or as a modification of data/record.		M

		CWF-9		The proposed system should provide the ability to produce and print current work flow reports.		M

		CWF-10		The proposed system should provide for the ability to enter and validate all violation, misdemeanor, and felony arrest information.		M

		CWF-11		The proposed system should recognize a SID in a transaction as either new or existing and proceed with the update accordingly.		M

		CWF-12		The proposed system should incorporate specific edits that control entry of a new record if the mandatory data elements are not provided or if the data does not meet the specified requirements for retention.		M

		CWF-13		The proposed system should provide a process of rejecting records that includes identification, selection, and communication with the submitting agency.		M

		CWF-14		The proposed system should provide the ability to produce a detailed and explanatory response to transactions that do not meet all format and content requirements, such as CCH updates or searches.  Explanatory responses should be sufficient for a typical end user to interpret its meaning and its implications for corrective action.		M

		CWF-15		The proposed system should have the ability to perform III deletions and annulments. 		M

		CWF-16		The proposed system should be capable of automatically resolving from the III queue any transaction in the queue that is completed.  This same capability is required for any of the other queues that exist on CCH.		M

		CWF-17		The proposed system should provide the ability to request both summary and detailed information.		M

		CWF-18		The proposed system should provide the ability to modify an individual’s primary name, DOB, Social Security number (SSN), and other primary descriptor elements without deleting and re-adding the individual’s record completely. 		M

		CWF-19		The proposed system should have the ability to perform and respond to a supplemental record request for out-of-state records.		M

		CWF-20		The proposed system should have the ability to perform an Immigration and Customs Enforcement criminal history query, based on a specified purpose code.		M

		CWF-21		The proposed system should have the ability to perform a full record request, based on a specified purpose code.		M

		CWF-22		The proposed system should have the ability to consolidate multiple SID numbers and all associated criminal history data for these SIDs (identification, supplemental, arrest, and judicial). 		M

		CWF-23		The proposed system should have the ability to provide an e-mail (or otherwise electronic) notification that SIDs have been consolidated. 		M

		CWF-24		The proposed system should have the ability to modify records held in the pending queue for an individual. 		M



		SUBHEAD                                                Pending Queue

		CWF-25		The proposed system should have the ability to delete a charge held in the pending queue for an individual.		M

		CWF-26		The proposed system should have the ability to delete a record held in the pending queue for an individual.		M

		CWF-27		Authorized users should have the ability to search the pending queue file based on specified search criteria.		M

		CWF-28		The proposed system should have the ability to apply pending data to the CCH database when an arrest is entered for data held in the pending queue.		M





2. SOR BUSINESS REQUIREMENTS

		SOR BUSINESS REQUIEMENTS

		State Requirements						Vendor

		Req #		Requirement Description		Criticality		Vendor Response		Delivery Method		Comments

		A		Business Process

		SUBHEAD                                                               Submission

		SBP-1		The proposed system should, at minimum, be functionally and operationally compliant with all elements of the current SOR system and should be functionally and operationally compliant with all elements of the current application interface and protocol specifications as outlined in New Hampshire Department of Safety, Computerized Criminal History and Sex Offender Registry[given that this is part of a document title, please leave DOS, CCH and SOR spelled out here – cm 8/6/14] Requirements Project, Current State Analysis, Version 1.4, dated July 30, 2014.		M

		SBP-2		The proposed system should capture all the data elements included on the following paper forms:                                                                               New Hampshire Judicial Branch-Notice of Requirement to Register as a Sexual Offender, DSSP 311-Offender Registration Information, DSSP311A-Supplemental Offender Registration Information, DSSP341-Offender Change of Information		M

		SBP-3		The proposed system should employ event-driven processes.		M

		SBP-4		The proposed system should provide transaction-level user authorization capabilities for both internal and external users.		M

		SBP-5		The proposed system should have the ability to create, modify, cancel, clear, and reactivate a registration record for an individual.		M

		SBP-6		The proposed system should have the ability to view, print, merge, unmerge, delete, and un-delete the following types of records and data for an individual: Registration Record, Fee Payment Record, Judicial Data, Address Verification Record.		M

		SBP-7		The proposed system should have the ability to create, delete, and cancel supplemental information for an individual.		M

		SBP-8		The proposed system should provide the ability to identify automatically the status of items (such as electronic offender registrations) being processed by the SOR application, including when received, rejected, entered, submitted for processing, submitted to other entities, returned by other entities, and completed.		M

		SBP-9		The proposed system should provide the ability to delete a single item, as well as a selected list of items (multiple deletions), from work in process.		M

		SBP-10		The proposed system should provide the ability to accept and validate electronically submitted registration files, validating all table-driven data elements.		M

		SBP-11		The proposed system should provide the ability to internally process all incoming SOR submissions.  This includes all edits, validations, and response methodologies.		M

		SBP-12		The proposed system should accept requests for SOR record information on an individual via a user application, as well as over the Internet.		M

		SBP-13		The proposed system should allow for acceptance and validation of electronically submitted data throughout the registrant processing life cycle.		M

		SBP-14		The proposed system should provide the ability to compare incoming registration information to the last known record and highlight differences in data values from new to old.		M

		SBP-15		The proposed system should provide a Web-based tool suitable for local law enforcement and like agencies to input the contents of a new registration, or subsequent registration updates.		M

		SBP-16		The proposed system should be able to print a DSSP 311 locally for offender signature.		M

		SBP-17		The proposed system should forward data elements from the registration to the central DOS SOR pending file.		M

		SBP-18		The proposed system should provide for the capture of offender acknowledgement of registration.  DOS does not yet accept digital signatures; however, this or a similar capability should be provided by the local law enforcement (LLE) SOR application.		M

		SBP-19		The proposed central system should provide the LLE application with an acknowledgement that the registration transaction has successfully been transmitted and accepted. 		M

		SBP-20		The proposed system should support the holding of electronic registrations in a “pending” state (separate table(s) or file structure) rather than automatically updating an SOR record for purposes of conducting subsequent second-level verification.		M

		SBP-21		The proposed system’s graphical user interface (GUI) should present pending registrations to SOR users for review.  Users should have the option to accept, modify, or reject the pending registration.		M

		SBP-22		The proposed system should send a message to the originating agency for rejected electronic submissions detailing the reason(s) for the rejection.		M

		SBP-23		The proposed system should provide the ability to validate all transactions received to ensure that they meet format and content requirements.		M

		SBP-24		The proposed system should support data field validations and editing on any system and user-created tables.		M

		SBP-25		The proposed system should be able to store electronic registrations in Portable Document Format (PDF) including electronic signatures for registrant and registrar.		M

		SBP-26		The proposed system should be able to print stored PDF registrations with appropriate signatures.		M

		SBP-27		The proposed system should accept error correction transactions submitted both manually and electronically.		M

		SBP-28		The proposed system should be able to accept and receive mug shots and other images (i.e., pictures of scars, marks, and tattoos) as part of an SOR registration.  		M

		SBP-29		The proposed system should be capable of utilizing standard image formats (.jpg, .gif, etc.).		M

		SBP-30		The proposed system should be able to retain a history of images and display the most recent image(s) with an offender’s record.		M

		SBP-31		The proposed system should maintain a historical record of personal descriptors for an offender if they are different on a new registration from those on file. 		M

		SBP-32		When an SOR record is deleted or modified in whole or in part, the proposed system should send a notification to other applications (e.g., NSOR) that have received exports or extracts from the SOR system. 		M

		SBP-33		The proposed system should support a variety of flagging options to include manual flagging by operators for internal records, and automatic flagging based on triggering events (warrants, out-of-state offender, etc.).		M

		SBP-34		Operations initiated by flags should be configurable by the proposed systems administrator.		M

		SBP-35		The proposed system should have the ability to maintain a table(s) of the most current edits and/or business rules related to the operation of the SOR.		M

		SBP-36		The proposed system should be capable of retaining all forms of alias data elements (such as names, DOBs, SSNs) and providing the option to view all alias elements (and their corresponding arrest event).		M

		SBP-37		The proposed system should have the normal navigational/functional tools to include search, list, view, forward, back, enter, modify, and delete registrant information.		M

		SBP-38		The proposed system should support multiple input methods.  Though it is expected that some aspects of the SOR system should be able to accept data electronically, operators should be able to enter, modify, and delete data manually as well.		M

		SBP-39		The proposed system should utilize user-managed code tables for validation during data entry as well as contain full descriptions and effective dates of all codes used in the system.		M

		SBP-40		The proposed system should contain user-managed tables to create and manage the text of all notices, warnings, headers, and caveats that would appear on any responses or notifications generated in the system.		M

		SBP-41		The proposed system should have a functionality to minimize duplicate name entry.		M

		SBP-42		The proposed system should be capable of assigning offenders to a tier structure pursuant to New Hampshire statute and federal Sex Offender Registration and Notification Act (SORNA) requirements.  In the event of conflict between SORNA and New Hampshire statutes, New Hampshire statute should take precedence.		M

		SBP-43		The proposed system should provide for automatic creating, modifying, canceling, clearing, and reactivating NSOR records, in real time, concurrently with creating, modifying, canceling, clearing, and reactivating offender record in the local (New Hampshire) system.  		M

		SBP-44		The proposed system should provide for automatic submission/update to the Dru Sjodin National Sex Offender Public Website [website one word b/c part of actual name – CM 8/26/14](NSOPW) concurrently with submission/update of the New Hampshire public Web site.		M

		SBP-45		The proposed solution should be capable of providing or supporting a public-facing state sex offender registry Web site for purposes of public offender lookup.  This will be hosted at either DOS or the Department of Information Technology (DoIT) as directed.		M

		SBP-46		The proposed system should provide for automatic submission/update to the New Hampshire state SOR Web site.		M

		SBP-47		The proposed system should have a mapping component that would allow the public to establish geographic parameters and view registrants that live, work, or are associated with organizations in that particular area.		M

		SBP-48		The proposed system should be capable of accepting and accounting for offender annual registration fees, allowing for multiple payment options as well as time payment plans.		M

		SBP-49		The proposed system should be capable of calculating past due payment amounts by offender and automatically notifying SOR users.		M

		SBP-50		The proposed system should be capable of calculating and accounting for the percentage of offender annual registration fees due and payable to the registering agency.		M

		SBP-51		The proposed system should be capable of exchanging accounting transactions with the New Hampshire DOS Business Office and the New Hampshire DAS’s, Bureau of Accounting by interfacing as appropriate with those agencies information systems.		M

		SBP-52		The proposed system should be capable of interfacing with the DMV system to suspend New Hampshire offenders’ driving privileges for non-payment of fees and/or failure to register.  		M

		SBP-53		The proposed system should be capable of automatically updating the DMV system if a New Hampshire offender previously identified for license suspension brings his/her fee payment and/or registration obligation into compliance.		M

		SBP-54		The proposed system should be capable of generating letters or other notifications to offenders regarding fees owed or due.		M



		SUBHEAD                                                           Name Search

		SBP-55		The proposed system should have the ability to perform a name match search.  The name search component should employ techniques that allow for ranking of candidates.		M

		SBP-56		The proposed system should be able to conduct “Name” and “Name and Date of Birth”[keep spelled out here – cm 8/6/14] match searches.  The name search component should be able to provide accurate matches consistent with acceptable national standards.  In the event of a non-match, the name search component should be able to provide a candidate list of possible matches.  The name match feature should incorporate a Soundex capability and automated editing features to detect possible misspellings, data entry errors, and letter transpositions. 		M

		SBP-57		The proposed system’s name search component should employ techniques that accommodate parsing errors for stored names. 		M

		SBP-58		The proposed system’s name search component should incorporate nicknames, titles, prefixes, similarity of spellings, and other name information when conducting searches. 		M

		SBP-59		The proposed system’s name search component should recognize cultural differences in names and employ these differences when searching. 		M

		SBP-60		The proposed system’s name search component should allow for customization of matching criteria. 		M



		SUBHEAD                                                Applicant Fee Processing		Registrations 

		SBP-61		The proposed system should be able to manage current registration types and frequency requirements by RSA.		M

		SBP-62		The proposed system should be able to allow for administrator changes to registration types and frequencies, to include registration type additions, changes, and removals.		M

		SBP-63		The proposed system should be able to manage registration work flows based on registration type, tier, and RSA.		M

		SBP-64		The proposed system should comply with the provisions of RSA 651-B specifically.		M

		SBP-65		The proposed system should provide for the entry of initial registrations and changes of information as required. 		M

		SBP-66		The proposed system should capture and manage all information required on DOS SOR unit form DSSP 311 and supplemental reports.		M



		SUBHEAD                                                Applicant Fee Processing		Law Enforcement & Registration Lookup

		SBP-67		The proposed system should provide law enforcement with a Web-based reference for looking up registrants and displaying person demographics, registration requirements, previous registration information, fee status, and related information suitable for law enforcement verification of registrant.		M

		SBP-68		The proposed system should provide the ability for local law enforcement to print pre-populated registration forms with basic subject identification information from a Web-based reference tool.		M

		SBP-69		The proposed system should provide for the e-mailing and faxing of blank and pre-filled-out forms from the SOR unit to law enforcement.		M

		SBP-70		The proposed system should provide for the electronic routing of address verification requests from DOS to law enforcement.		M

		SBP-71		The proposed system should have the capability to randomly select a number (configurable by system users) of offender registration records by jurisdiction (also configurable by system users) to be assigned to law enforcement for in-person verification.  		M

		SBP-72		The proposed system should provide a registrant-facing Web resource for registrants to sign in and find basic registrant information such as: Registration date requirements, registration location & hours of operation, Registration information requirements, Frequently Asked Questions (FAQ's), Instructions for paying annual fee with debir/credit card.		M



		SUBHEAD                                                Applicant Fee Processing		Reporting

		SBP-73		The proposed system should provide DOS management users with at-a-glance dashboard information on-screen.  This includes but is not limited to basic statistics such as: Total active registrants, Previous period (user selectables as day, week, month, year or custom) Number of registrants by tier, Number of registrants by offense type, Amount of uncollected fees.		M

		SBP-74		The proposed system should provide full audit logging for all registry transactions and the ability to retrieve and query the logs indefinitely.		M

		SBP-75		The proposed system should be able to mass-export forms and letters to common file formats and printers for purposes of frequent mass-mailings.		M

		SBP-76		The proposed system should provide a label-printing ability for mass-mailings.		M

		SBP-77		The proposed system should provide standard operational and financial reports similar to currently used reports.		M

		SBP-78		The proposed system should provide the ability to create user-defined reports.		M



		SUBHEAD                                                Applicant Fee Processing		General & Document Management

		SBP-79		The proposed system should provide the ability to manage out-of-sequence registrant information (receipt of a court disposition prior to a registration for example).		M

		SBP-80		The proposed system should provide the ability to manage registration status in terms of when a registrant is "active" or "non-active."  Non-Active is a condition in which the registrant is incarcerated during the required registration period or living out of state.  Under these conditions, fees are not due to DOS.		M

		SBP-81		The proposed system should provide the ability to verify the validity of addresses submitted during registration.		M

		SBP-82		The proposed system should provide the ability to manage proof of service for certified mailings to registrants.		M

		SBP-83		The proposed system should provide for the ability to search for a registrant using partial demographic, case, and registration information.		M

		SBP-84		The proposed system should provide the ability to store, manage, and display common media forms such as electronic photos.		M

		SBP-85		The proposed system should provide an on-screen summary offender profile with photos (when available), as well as basic registrant demographic and registration status information.		M

		SBP-86		The proposed system should provide the requisite hardware and software systems and processes necessary to create digital files of all registry forms and file materials for easy retrieval from within the SOR application.		M



		SUBHEAD                                                Applicant Fee Processing		Financial

		SBP-87		The proposed system should provide for the acceptance and processing of registration fees on-line using credit/debit cards.		M

		SBP-88		The proposed system should interface with the DOS Hearings Bureau system (typically where registration fees are addressed) in order to electronically share all pertinent information from initial request to outcome.		M

		SBP-89		The proposed system should provide the ability to track NSF transactions and prepare the appropriate notices.		M

		SBP-90		The proposed system should provide fee management capabilities using generally accepted accounting principles (GAAP). 		M



		B		Analysis

		SAN-1		The proposed system should provide the ability to view individual records for QA purposes.

		SAN-2		The proposed system should provide the ability for users to write free-form comments detailing reason for change to record.		M

		SAN-3		The proposed system should provide standardized daily, weekly, and monthly system management and QA reports.		M

		SAN-4		The proposed system should provide a set of standard system and data reports, as well as individual statistics.		M

		SAN-5		The proposed system should provide the ability to create/generate custom reports as determined by the user on any of the data elements in the SOR database.		M

		SAN-6		The proposed system should provide the ability to screen for duplicate submissions.		M

		SAN-7		The proposed system should provide the ability to compare FBI (NSOR and III) records with New Hampshire SOR data and identify discrepancies.		M

		SAN-8		The proposed system should provide the ability to generate validation and audit reports on demand.		M

		SAN-9		The proposed system should provide the ability to automatically produce and print data quality audit reports.		M

		SAN-10		The proposed system should maintain an audit trail and have the ability to query the audit data based on specific search criteria.  The proposed system should also maintain a historical log of the original data.		M

		SAN-11		The proposed system should provide the ability to automatically monitor reporting time frames and generate a report that can be sent to reporting entities.		M

		SAN-12		The proposed system should provide statistical analysis of rejected submissions of registration information, including sources, methods of submission, date of submission, type of error, and rate of error (relative to overall volume).		M

		SAN-13		The proposed system should produce and print a report indicating the completeness and timeliness of each of the major data items collected.		M

		SAN-14		The proposed system should provide the ability to produce reports of items in process.		M

		SAN-15		The proposed system should produce a report that provides a daily count of all SOR transactions (transaction type and counts), as well as updated transactions and rejected submissions.		M

		SAN-16		The proposed system should produce a report that provides a count of specified elements of the SOR system.		M

		SAN-17		The proposed system should provide the ability to produce a summary of person-related information, such as name, race, sex, height, and other personal identifiers.  The user should then have the ability to inquire into details presented in the summary.  In addition, the proposed system should allow for the viewing of person-related images.		M

		SAN-18		The proposed system should provide the ability to produce a summary of registration-related information.  The user should then have the ability to inquire into details related to the summary.		M

		SAN-19		Authorized users should have the ability to query the proposed system’s database(s) based on specific search criteria.		M

		SAN-20		The proposed system should be capable of printing any of the reports or other outputs at administratively configurable locations/printers.		M

		SAN-21		The proposed system should be capable of supporting ad hoc searching and browsing of SOR records by investigators or other authorized users in the form of an investigative tool.  Examples include searching by name, alias name, DOB, and height/weight range.		M

		SAN-22		The proposed system should be capable of supporting a reporting function that can minimally provide data by reporting jurisdiction. 		M



		C		Action & Decision

		SUBHEAD                                                Applicant Fee Processing		Responses & Notifications

		SAD-1		The proposed system should provide the ability to generate a notification to an agency when a registration record has been received and entered.		M

		SAD-2		Authorized users should have the ability to request one or multiple registrant records and have the ability to either view or print the requested information. 		M

		SAD-3		The proposed system should provide the ability to generate activities and assignments (verifications) for notification to New Hampshire State Police troops or other configurable entities.		M

		SAD-4		The proposed system should have the ability to create error and reject message(s) and route these messages to the appropriate device, process, or agency. 		M

		SAD-5		The proposed system should provide the ability to generate notifications to individuals and/or agencies regarding upcoming required re-registrations or other configurable events related to the registrant record.		M

		SAD-6		The proposed system should provide reports or other tools for ensuring individual compliance with fee payment.		M

		SAD-7		The proposed system should provide reports or other tools for ensuring individual and group compliance with registrations.		M

		SAD-8		The proposed system should provide reports or other tools for analyzing operational data for the SOR currently provided through a long series of reports that are routinely run by the SOR unit.		M





		D		Work Flow

		SUBHEAD                                                Applicant Fee Processing		General Work Flow

		SWF-1		The proposed system should provide the ability to perform update validation on all incoming data.  If an error exists, the proposed system should automatically send to a “problem” queue or return to the originator for correction.		M

		SWF-2		The proposed system should provide the ability to track an item of work in process and report its status on request.		M

		SWF-3		The proposed system should allow for nonsequential processing of registrant data capture.		M

		SWF-4		The proposed system should provide the ability to generate DOS-configured tracking numbers for transactions.		M

		SWF-5		The proposed system should provide the ability to match and apply add-on information to an existing record.		M

		SWF-6		The proposed system should provide the ability to process requests for record corrections, either as a deletion of data/record or as a modification of data/record.		M

		SWF-7		The proposed system should provide the ability to produce and print current work flow reports.		M

		SWF-8		The proposed system should incorporate specific edits that control entry of a new record if the mandatory data elements are not provided or if the data does not meet the specified requirements for retention.		M

		SWF-9		The proposed system should be capable of minimally accommodating and processing all of the transaction types and data fields outlined in the New Hampshire DOS DSSP311 form as noted the RFP.		M

		SWF-10		The proposed system should be capable of performing automated validations of NCIC records related to SOR files.		M

		SWF-11		The proposed system should provide the ability to request both summary as well as detailed information.		M

		SWF-12		The proposed system should have the ability to modify an individual’s primary name, DOB, SSN, and other descriptor elements as appropriate. 		M

		SWF-13		The proposed system should have the ability to provide an e-mail (or otherwise electronic) notification indicating that registration records have been consolidated or indicating other configurable record conditions. 		M

		SWF-14		The proposed system should provide a work flow process that prompts users for confirmation of requisite next steps (such as letter generation).		M

		SWF-15		The proposed system should prepare notices and letters based on defined work flow processes, dates, and triggers.		M



































3. CCHSOR TECHNICAL REQUIREMENT

		SOR/CCH Technical Requirements

		State Requirements						Vendor

		Req #		Requirement Description		Criticality		Vendor Response		Delivery Method		Comments

		A		Infrastructure

		SUBHEAD                                                               Hardware

		IN-1		The proposed system(s) should be adaptive and use extensible architecture for future expansion and scalability without the need for major architectural modifications. 		M

		IN-2		The proposed system(s) should be able to minimally process 1,000 transactions per day.		M

		IN-3		The operational production availability of the proposed system(s) should be at least 99.8%.		M

		IN-4		The proposed system(s) should be able to provide a response within 1 second of the request being received.		M

		IN-5		The proposed system(s) should have the capability to execute scheduled, unattended, online system backup.		M

		IN-6		The proposed system(s) should have the ability to restore from system backups. 		M

		IN-7		The proposed system(s) should operate in conjunction with the DOS storage manager or backup system in place.		M

		IN-8		The proposed system(s) should be capable of operating on open standards-based platforms, including desktop PCs, mobile computers, and handhelds.		M

		IN-9		The proposed system(s) should operate on all user-application-enabled platforms, including desktop PCs, mobile computers, and handhelds.		M

		IN-10		The proposed system(s) should be capable of accommodating the current CCH and SOR records and database metrics in the RFP.  The proposed system(s) should also be sized to accommodate growth of 10% per year. 		M



		SUBHEAD                                                           Name Search		Networking

		IN-11		The proposed system(s) should support secure encrypted electronic transmissions.		M

		IN-12		The proposed system(s) should enable the CCH and SOR systems to use the Internet as part of its network infrastructure while maintaining required security policies.		M



		B		Applications

		SUBHEAD                                                           Name Search		Applications

		AP-1		The proposed system(s) should provide for access to and manipulation of the database and DB management system.		M

		AP-2		The proposed system(s) should provide controls to ensure the referential integrity between related data elements in a multiuser environment.		M

		AP-3		The proposed system(s) application screens should account for the various current functions within the DOS Criminal Records and SOR units.  These screens should have configurable field order to match the fields on the current source documents. 		M

		AP-4		The proposed system(s) should support the capability to view screens in graphics mode while also enabling “heads down” data entry utilizing just the keyboard and keyboard shortcuts.		M

		AP-5		The proposed system(s) should allow the entry of criminal history data using the existing standard set of codes and abbreviations, including offense and disposition codes.		M

		AP-6		The proposed system(s) should provide the ability to enter and validate all information from disposition reports in the order and format of the document.		M

		AP-7		The proposed system(s) should provide the ability to enter and validate all information from requests for conviction criminal history records (including amount of fees received) in the order and format of the document.		M

		AP-8		The proposed system(s) should provide the ability to enter and validate court orders (e.g., annulments and closed) and non-court-order annulments affecting criminal histories.		M

		AP-9		The proposed system(s) should allow for updates via keyboard entry, message switch message entry, and the Automated Fingerprint Identification System (AFIS).		M

		AP-10		The proposed system(s) should provide robust system backup/archiving tools and strategies that work in conjunction with the DOS storage system in place.		M

		AP-11		The proposed system(s) should provide system database rollback tools.		M

		AP-12		The proposed system(s) should provide system transaction logging for the purposes of database recovery in the event of system failure.		M

		AP-13		The proposed system(s) should support the use of pointing devices, hot keys, key combinations, buttons, and hyperlinks. 		M

		AP-14		The proposed system(s) should provide a visual distinction between mandatory and non-mandatory fields, validate data upon submission of the screen for posting, and display errors on the appropriate screen to the user.		M

		AP-15		The proposed system’s(s’) client application screens should be printable (to configurable local or networked printers) using print commands provided by the system’s user application. 		M

		AP-16		The proposed system(s) should support automatic upgrades or updates.		M



		SUBHEAD                                                Applicant Fee Processing		User Interface & Organization

		AP-17		The proposed system(s) should provide access to all CCH functions through a logical set of menus.  The proposed system(s) should also recognize message switch criminal history-related message keys and understand the function intended.		M

		AP-18		The proposed system’s(s’) user interface should be a GUI with the capability of tabbing between fields.		M

		AP-19		The proposed system(s) should provide default values for fields based on previous input, referential lookup, or other mechanisms.  It should incorporate currently used defaults.		M

		AP-20		The proposed system(s) should provide lookup tables for valid values for fields.		M

		AP-21		The proposed system(s) should allow for input from peripheral scanners, readers, and other devices.		M

		AP-22		The proposed system(s) should provide for the storing of the code values and effective dates per code.		M

		AP-23		The proposed system(s) should translate codes to English language words or phrases on output screens and reports for all codes used (e.g., originating agency identifier (ORI), offense codes, and field names).		M

		AP-24		The proposed system(s) should support configurable data validation routines within the application.		M

		AP-25		The proposed system(s) should support the ability to synchronize the current CCH SID and the AFIS composite SID records.		M

		AP-26		The proposed system(s) should have the ability to perform III/FBI synchronizations and other batch or off-line utility functions.		M

		AP-27		The proposed system(s) should be capable of providing a system message in-box for administrative messages coming to CCH from the message switch.  This should be viewable for programmers and supervisors.		M

		AP-28		The proposed system(s) should use a relational database schema for its database(s).		M

		AP-29		The proposed system(s) should support the entry, storage, processing, and retrieval of sex offender information in a relational database.		M



		SUBHEAD                                                Applicant Fee Processing		Database & Data Model

		AP-30		The offeror should convert the existing data and databases so as to migrate the current CCH and SOR databases to the new system.  The vendor should also provide as part of the response a description of how the data and databases should be converted. 		M

		AP-31		The proposed system(s) should support the ability to maintain a replication of the CCH and SOR databases on either a query server or as part of the disaster recovery option.		M

		AP-32		The offeror should auto-convert 98% of the existing data and databases.		M

		AP-33		The offeror should have a manual conversion process for the remaining 2% of the existing data and databases that did not get converted in the auto-convert process.		M



		C		Publication

		SUBHEAD                                                Applicant Fee Processing		Dessimation & Repots

		PU-1		The proposed system(s) should comply with federal laws prohibiting dissemination or release of non-conviction data, such as arrest-only records, except for authorized criminal justice agencies through tools that allow for simple security maintenance.		M

		PU-2		The proposed system(s) should ensure criminal history record dissemination is controlled by the source of the search and the data available.		M

		PU-3		The proposed system(s) should be capable of reproducing a particular response (from that point in time) for a specified and configurable period of time.  This time period should default to 3 years initially but should be table-driven and user-configurable.		M

		PU-4		The proposed system(s) should provide for the ability to respond to an applicant fingerprint or name search via paper, electronically to an e-mail address, electronically via currently supported interfaces, or to a data file accessible by the user via the Internet.		M

		PU-5		The proposed system(s) should produce specific standard criminal history reports in the proper formats, such as the current state format, national standard rap sheet, as well as new “information products” that allow requestors to tailor the display of data.		M

		PU-6		The proposed system(s) should allow dissemination of criminal history record information to an individual/agency via the system’s user application and over the Internet.		M

		PU-7		The proposed system(s) should provide the ability to record receipt of background check information by the intended recipient.		M

		PU-8		The proposed system(s) should enable the use of ticklers and notifications for events (e.g., notification that a prepaid account is below a certain level).		M

		PU-9		The proposed system(s) should provide the ability to generate notifications both to users and other systems in response to submissions or updates.		M

		PU-10		The proposed system(s) should enable data extracts into any of the commercially available or standard software packages, such as Microsoft Excel, Word, and others).		M

		PU-11		The proposed system(s) should produce a daily report that provides the number of SID notifications and SID corrections.		M

		PU-12		The proposed system(s) should provide the ability to search for an individual’s record using one or multiple attributes, including DOS-configured tracking number or SID number, name, DOB, sex, race, and SSN, as well as scars, marks, and tattoos.		M

		PU-13		The proposed system(s) should provide the ability to search results that include the individual’s record or a list of candidates from which to choose.  For each candidate, the list should provide identifying attributes, such as name, DOB, sex, race, and SSN.  In addition, the search result should identify the matching attributes of the search and present the results in ranking order based on the weight given a matching attribute as is currently provided in a multiple-hit response.		M

		PU-14		The proposed system(s) should provide for the ability to perform name-based searches (applicant processing) for criminal convictions on file.		M

		PU-15		The proposed system(s) should provide the ability to retrieve complete criminal history records, including previously suppressed convictions (if applicable), with a single search (given that necessary data elements are entered to properly distinguish an individual record).		M

		PU-16		The proposed system(s) should provide for weighting of response based on matching search.		M

		PU-17		The proposed system(s) should provide ability to perform ad hoc queries.		M

		PU-18		The proposed system(s) should have ad hoc reporting capabilities.		M

		PU-19		The proposed system(s) should have the ability to create and maintain standardized reports.		M

		PU-20		The proposed system(s) should have subscription services capabilities.		M

		PU-21		The proposed system(s) should be capable of providing an electronic “work report” for the employee to print out daily for the supervisor to review.		M



		D		Intergration

		SUBHEAD                                                Applicant Fee Processing		Interfaces

		IT-1		The proposed system(s) should provide for automated dissemination of state rap sheets to other state and criminal justice agencies via the state message switch (in current format) for those using message switch terminals.		M

		IT-2		The proposed system(s) should provide for automated dissemination of state rap sheets to other state and criminal justice agencies via the Internet for those using Internet browsers.		M

		IT-3		The proposed system(s) should accept requests for criminal history record information on an individual via the message switch.		M

		IT-4		The proposed system(s) should accommodate interfaces with the state message switch, DOS AFIS, and the statewide Live-Scan deployment.		M

		IT-5		The proposed system(s) should automatically send/receive transactions to/from AFIS that should delete a fingerprint image when a SID is deleted from the criminal history record.		M

		IT-6		The proposed system(s) should automatically send/receive transmissions to/from AFIS to suppress a record when the SID record has been suppressed by disposition or court order.		M

		IT-7		The proposed system(s) should provide the ability to convert and send/receive data to/from AFIS based on the AFIS interface control document (ICD).		M

		IT-8		The proposed system(s) should provide for the ability to interface with an accounting/billing software package for background check processing fees collected, accounted for, and refunded.		M

		IT-9		The proposed system(s) should provide for the ability to account for applicant fingerprint searches billed by the FBI.		M

		IT-10		The proposed system(s) should provide the ability to convert CCH data as required to meet the FBI EBTS and electronic reporting of fingerprint records.  In addition, the proposed system(s) should comply with FBI disposition reporting requirements.		M

		IT-11		The proposed system(s) should provide for the automated submission of fingerprint images and data to AFIS and the Integrated Automatic Fingerprint Identification System (IAFIS) from CCH and from other state and criminal justice agencies.		M

		IT-12		The proposed system(s) should provide the ability to send electronic FBI-formatted messages and receive response in FBI format.		M

		IT-13		The proposed system(s) should provide for automated submission of administrative messages from the FBI to the new criminal history system.		M

		IT-14		The proposed system(s) should allow submission of criminal history information (initial and supplemental) from both automated and non-automated systems.		M

		IT-15		The proposed system(s) should provide for automated FBI responses (FBI rap sheets) via the state message switch (in current message switch format).		M

		IT-16		The proposed system(s) should provide the ability to efficiently support high-volume batch processing of inquiry, insert, and update transactions against the database.  In addition, the proposed system(s) should be able to handle batch canceling of records.		M

		IT-17		The proposed system(s) should provide the ability to send a transaction to automatically update the NCIC III record when a new name, DOB, or other demographic data is added to the CCH system.		M

		IT-18		The proposed system(s) should provide for data structure that identifies other files linked to the criminal history record (i.e., palm-print files, DNA files, AFIS record Y or N, wants/warrants, and SOR).		M

		IT-19		The proposed system(s) should support authentication of electronic report/interface data.		M

		IT-20		The proposed system(s) should have the ability to receive queries from external systems and/or databases.		M

		IT-21		The proposed system(s) should have the ability to respond back to external system and/or database queries.		M

		IT-22		The proposed system(s) should be capable of full interface and data exchange capability with the state-supported SOR system. 		M

		IT-23		The proposed system(s) should be capable of adding a field for “DNA on file” information to be forwarded to the NSOR; CCH should forward a daily or weekly list or populate this field systematically.		M

		IT-24		The proposed system(s) should be capable of providing an inquiry by DOS-configured tracking number for message switch terminals.		M

		IT-25		The proposed system(s) should be capable of integrating with or providing an applicant tracking module to track fingerprint card status/flow.		M

		IT-26		The proposed system(s) should be capable of providing the capability to keep CCH in sync with the AFIS database.  All corrections/merges initiated by CCH need to flow through to all interfaced systems, as appropriate.		M

		IT-27		The proposed system(s) should be capable of minimally providing the interfaces and information exchanges outlined in the RFP, including but not limited to:  IAFIS/NGI, NCIC, III, NSOR, New Hampshire SOR, the New Hampshire state message switch, and as appropriate, New Hampshire DOS Business Office and New Hampshire DAS’s Bureau of Accounting systems.		M

		IT-28		The proposed system(s) should be capable of automatically sending information to NCIC via the DOS message switch, both on entry and or modification.  This transmission should be automatically triggered when the appropriate entry or modification is made.  An error message should be returned with the specific reason that the record is rejected or remains “sent” with no response.		M

		IT-29		The proposed system(s) should be able to provide periodic submission and update information to the New Hampshire SOR Web site and to the (NSOPW.  This submission needs to be in a standard format that is required by the recipient site. 		M

		IT-30		The proposed system(s) should be capable of interfacing with credit card payment systems that are planned by the state within next 2 years.		M

		IT-31		The proposed system(s) should be capable of interfacing with the New Hampshire Division of Motor Vehicles’ (DMV’s) Vision for the purposes of license revocations related to the SOR.		M

		IT-32		The proposed system(s) should be capable of interfacing with New Hampshire Emergency Management for the purposes of plotting and tracking sex offender locations relative to the SOR.		M

		E		Management & Administration

		SUBHEAD                                                Applicant Fee Processing		Vendor Support

		MA-1		The proposed system(s) should be based on open systems and open standards (nonproprietary) architecture.		M

		MA-2		The proposed system(s) should provide for data entry verification based on the roles or permissions of the individual, agency, or outside system.		M

		MA-3		The proposed system(s) should provide the ability to maintain an agency profile table for providing applicant search requests.		M

		MA-4		The proposed system(s) should provide the ability for a user to complete and submit electronically – with an electronic signature required – any documentation or user agreements for the access to non-convictions criminal history data.		M

		MA-5		The proposed system(s) should provide users and contributors with the ability to maintain, track, and link to organizational information.		M

		MA-6		The proposed system(s) should provide the ability to authenticate by device and person (by password) or by person only (by password or other authentication technology).		M

		MA-7		The proposed system(s) should, at minimum, authenticate users with password identification as defined by DOS policy and procedure for password requirements prior to disseminating information.		M

		MA-8		The proposed system(s) should provide the ability to effectively control access to confidential data, as defined by established access policies for authorized users as well as dictated by the nature of the information requested from the proposed system(s).		M

		MA-9		The proposed system(s) should control access to networks, application capabilities, and data by work group, user type, and specific user.		M

		MA-10		The proposed system(s) should provide the ability to specify and implement an automatic logoff for user configurable inactive sessions.		M

		MA-11		The proposed system(s) should provide a maintenance and development environment that integrates design, programming, testing, and version control facilities.		M

		MA-12		The proposed system(s) should enable an application to be modified by system administrators to meet changing federal and state standards without the need to contract with a vendor to make changes.		M

		MA-13		The proposed system(s) should include monitoring tools capable of tracking performance and availability.		M



		SUBHEAD                                                Applicant Fee Processing		Standards

		MA-14		The proposed system(s) should be compliant with the standards and policies outlined in the RFP.		M

		MA-15		The proposed system(s) should comply with established state DoIT standards.		M

		MA-16		The proposed system(s) should comply with ANSI/NIST interchange standards for fingerprint; facial; and scars, marks, and tattoos information, ANSI/NIST-ITL 1-2000.		M

		MA-17		The proposed system(s) should comply with FBI CJIS Security Policy v5.3, or latest version.		M

		MA-18		The proposed system(s) should comply with the most recent version of the FBI EBTS.		M

		MA-19		The proposed system(s) should comply with Global GJXDM and XML standards.		M

		MA-20		The proposed system(s) should comply with NCIC 2000 data-handling standards.		M

		MA-21		The proposed system(s) should comply with national rap sheet standards.		M

		MA-22		The proposed system(s) should provide the ability to submit arrest fingerprint information to the FBI using the FBI’s EBTS.		M

		MA-23		The proposed system(s) should comply with NCIC III synchronization function specifications detailed in the NCIC 2000 Operating Manual.		M

		MA-24		The proposed system(s) should support capability for future participation in the NFF program.		M

		MA-25		The proposed system(s) should provide for digital authentication of criminal history reports.		M

		MA-26		The proposed system(s) should provide the ability to differentiate multiple problem queues (FBI, work flow, Live-Scan, manual).		M

		MA-27		The proposed system(s) should provide the ability to determine whether an incoming record should be sent to a problem queue throughout the process.		M

		MA-28		The proposed system(s) should be able to comply with the national requirements as defined under SORNA/Adam Walsh. 		M



		SUBHEAD                                                Applicant Fee Processing		Logging

		MA-29		The proposed system(s) should provide the ability to automatically log all CCH transactions (both criminal history inquiry and criminal record request) originating from workstation devices which access NCIC through the state system.  This log should maintain at least 5 years of data plus the current year online and allow for log archiving.		M

		MA-30		The proposed system(s) should log all successful and unsuccessful attempts to access CCH data.  The proposed system(s) should, at minimum, support the data elements currently captured in the dissemination log and provide for access, entry, and reports as found in the current system.  In addition, it should account for ad hoc reporting.		M

		MA-31		The proposed system(s) should provide the ability to maintain a history of transactions, including submissions, inquiries, and releases of information.		M

		MA-32		The proposed system(s) should produce and print reports of dissemination history, including recipients, record subjects, dissemination dates, and report contents.		M

		MA-33		The proposed system(s) should provide the ability to record, store, and display error messages received or produced.  In addition, the proposed system(s) should provide the ability to produce these messages in a report or to deliver them as alerts via an e-mail message to destinations of administrative choice.		M

		MA-34		The proposed system(s) should provide the ability to track requests for error corrections.		M

		MA-35		The proposed system(s) should provide the ability to automatically record statistics about the volume and type of activities performed and the volume and type of documents processed by each person using the proposed system(s).		M

		MA-36		The proposed system(s) should have the ability to maintain and display the date, time, and operator ID for the entry or last update of an identification record.		M

		MA-37		The proposed system(s) should be capable of producing a specific audit report regarding modifications.  The program should be detailed and should allow access, based on user permissions, to the field that was modified instead of just indicating that the record was modified.		M

		MA-38		The proposed system(s) should be capable of providing a determination of the difference between a review or viewing of the rap sheet and actual printing of a rap sheet. 		M

		MA-39		All activity in the SOR application shall be recorded in an audit log, to include maintenance routines.  If the application accesses or records information, the event should be logged with the user name, date, and time as a minimum.  Logs should be maintained for a configurable but minimum of 3 years, preferably online. 		M

		MA-40		All activity in the application shall be recorded in an audit log.  “All activity” includes lookup, entries, modifications, deletions, as well as maintenance routines.  If the application accesses or records information, the event should be logged with the user name, date, time, and nature of transaction as an absolute minimum.  Logs should be available for query and reporting from within the SOR system.  A provision for archiving logs should be provided. 		M

		MA-41		A dissemination log of requests against the SOR should be maintained.  The dissemination log should be available for query and reporting from within the SOR.  A provision for archiving dissemination logs should be provided		M

		MA-42		The proposed system(s) should provide the ability to maintain a history of modifications to records and record deletions.  This data should be linked to the criminal record element that was modified and provide the date of last modification and the ID of the entity performing the modification.		M



		SUBHEAD                                                Applicant Fee Processing		Training, Documentation & Testing

		MA-43		The vendor should provide training to DOS personnel for the operation and support of the proposed system. 		M

		MA-44		The vendor should provide all documentation necessary to operate and maintain the proposed system.		M

		MA-45		All required and appropriate documentation and help files should be electronic and available at each workstation. 		M

		MA-46		The vendor should provide options for a testing environment.  This environment should be used to test system changes or modifications (e.g., enactment of new laws), new interfaces to the database, or data submission. 		M

		MA-47		The proposed system(s) should provide online help functions for each client application screen. 		M

		MA-48		The proposed system(s) should provide a means for authorized users to search, browse, and print the help pages. 		M





4. APPLICATION -SOFTWARE

		APPLICATION REQUIREMENTS

		State Requirements						Vendor

		Req #		Requirement Description		Criticality		Vendor Response		Delivery Method		Comments

		TECHNICAL

		A1.1		Ability to access data using open standards access drivers (please specify supported versions in the comments field).		M

		A1.2		The system software adheres to open standards and is not proprietary.		M

		A1.3		The database platform adheres to open standards.		M

		A1.4		The Solution must comply with Open Standards as specified in RSA 21-R:10 and 21-R:13, including but not limited to Open Data Formats.		M

		A1.5		Web-based compatible and in conformance with the following W3C standards:		M

		A1.6		XHTML 1.0		M

		A1.7		CSS 2.1		M

		A1.8		XML 1.0 (fourth edition)		M

		A1.9				M

		A1.10				M

		APPLICATION SECURITY

		A2.1		Verify the identity or authenticate all of the system client applications before allowing use of the system to prevent access to inappropriate or confidential data or services.		M

		A2.2		Verify the identity or authenticate all of the system’s users before allowing them to use its capabilities to prevent access to inappropriate or confidential data or services. .		M

		A2.3		Enforce unique user names.		M

		A2.4		Enforce complex passwords for  Administrator Accounts of ten  characters or more in accordance with DoIT’s statewide User Account and Password Policy 		M

		A2.5		Enforce the use of complex passwords for  general users using capital letters, numbers and special characters		M

		A2.6		Encrypt passwords in transmission and at rest within the database.		M

		A2.7		Expire passwords after < a definite period of time>		M

		A2.8		Authorize users and client applications to prevent access to inappropriate  or confidential data or services.		M

		A2.9		Provide ability to limit the number of people that can grant or change authorizations		M

		A2.10		Establish ability to enforce session timeouts during periods of inactivity.		M

		A2.11		Ensure application has been tested and hardened to prevent critical application security flaws. ( At a minimum, the application shall be tested against all flaws outlined in the Open Web Application Security Project (OWASP) Top Ten (http://www.owasp.org/index.php/OWASP_Top_Ten_Project))		M

		A2.12		The application shall not store authentication credentials or sensitive Data in its code.		M

		A2.13		Audit all attempted accesses that fail identification, authentication and authorization requirements		M

		A2.14		The application shall log all activities to a central server to prevent parties to application transactions from denying that they have taken place. The logs must be kept for  (XX- days, weeks, or months)		M

		A2.15		The application must allow a user to explicitly terminate a session.  No remnants of the prior session should then remain.		M

		A2.16		Use only the Software and System Services designed for use		M

		A2.17		The application  Data shall be protected from unauthorized use when at rest		M

		A2.18		Keep any sensitive Data or communications private from unauthorized individuals and programs.		M

		A2.19		Subsequent application enhancements or upgrades shall not remove or degrade security requirements		M

		A2.20		Create change management documentation and procedures		M

		SUBHEAD

		A3.1

		A3.2

		A3.3

		A3.4

		A3.5

		A3.6

		A3.7

		A3.8

		A3.9

		A3.10





5. TESTING 

		TESTING

		State Requirements						Vendor

		Req #		Requirement Description		Criticality		Vendor Response		Delivery Method		Comments

		APPLICATION SECURITY TESTING 

		T1.1		All components of the Software shall be reviewed and tested to ensure they protect the State’s web site and its related Data assets. 		M

		T1.2		The Vendor shall be responsible for security testing, as appropriate. Tests shall focus on the technical, administrative and physical security controls that have been designed into the System architecture in order to provide the necessary confidentiality, integrity and availability. 		M

		T1.3		Test for  Identification and Authentication; supports obtaining information about those parties attempting to log onto a system or application for security purposes and the validation of users		M

		T1.4		Test for Access Control; supports the management of permissions for logging onto a computer or network		M

		T1.5		Test for encryption; supports the encoding of data for security purposes		M

		T1.6		Test the Intrusion Detection; supports the detection of illegal entrance into a computer system		M

		T1.7		Test the Verification feature; supports the confirmation of authority to enter a computer system, application or network		M

		T1.8		Test the Digital Signature; guarantees the unaltered state of a file		M

		T1.9		Test the User Management feature; supports the administration of computer, application and network accounts within an organization.		M

		T1.10		Test Role/Privilege Management; supports the granting of abilities to users or groups of users of a computer, application or network		M

		T1.11		Test Audit Trail Capture and Analysis; supports the identification and monitoring of activities within an application or system		M

		T1.12		Test Input Validation; nsures the application is protected from buffer overflow, cross-site scripting, SQL injection, and unauthorized access of files and/or directories on the server. 		M

		T1.13		Prior to the System being moved into production, the Vendor shall provide results of all security testing to the Department of Information Technology for review and acceptance. 		M

		STANDARD TESTING

		T2.1		The Vendor must perform application testing using an industry standard and State approved testing methodology.		M

		T2.2		All testing results must be shared with the State.		M

		T2.3		The Vendor must perform application stress testing and tuning.		M

		TESTING Procedures

		T3		Testing begins upon completion of the Software configuration as required and user training according to the Work Plan.  Testing ends upon issuance of a letter of UAT Acceptance by the State.  Vendor must demonstrate that their testing methodology can be integrated with the State standard methodology.		M

		T3.1		Unit Testing

		T3.1		Application components are tested on an individual basis to verify that the inputs, outputs, and processing logic of each application component functions without errors.  Unit Testing is performed in either the development environment or a testing environment.  The goal is to find errors in the smallest unit of Software. If successful, subsequent integration testing should only reveal errors related to the integration between application components. 		M

		T3.2		System Integration Testing

		T3.2.1		The Systems Integration Test is performed in a test environment.Validates the integration between the individual unit application components and verifies that the new System meets defined requirements and supports execution of interfaces and  business processes.    
		M

		T3.2.2		Emphasizes end-to-end business processes, and the flow of information across  applications. It includes all key business processes and interfaces’ being implemented, confirms data transfers with external parties, and includes the  transmission or printing of all electronic and paper documents.		M

		T3.2.3		The State will conduct System Integration Testing, utilizing scripts developed, as  identified in the Test Plan, to validate the functionality of the System and its modifications, fixes and other System interactions with the Vendor supplied interfaces. The State will also use System Integration Testing to validate Software Solution.		M

		T3.3		Conversion/Migration Validation Testing

				 The Conversion/Migration Validation Testing should replicate the entire flow of the converted data through the Software Solution.  As the Software Solution is interfaced to legacy or third-party applications, the testing verifies that the resulting converted legacy data performs correctly.		M

		T3.4		Installation Testing

				Application components are installed in the System test environment to test the installation routines and are refined for the eventual production environment.  This activity serves as a dry run of the installation steps in preparation for configuring the production System.		M

		T3.5		User Acceptance Testing (UAT)

		T3.5.1		The User Acceptance Test (UAT) is a verification process performed in a copy of the production environment. The User Acceptance Test verifies System functionality against predefined Acceptance criteria that support the successful execution of approved business processes.		M

		T3.5.2		The Vendor’s Project Manager must certify in writing, that the Vendor’s own staff has successfully executed all prerequisite Vendor testing, along with reporting the actual testing results prior to the start of any testing executed by State staff. 		M

		T3.5.3		The State will be presented with a State approved Test Plan, test scenarios, test cases, test scripts, test data, and expected results, as well as written Certification of the Vendor’s having completed the prerequisite tests, prior to the State staff involvement in any testing activities		M

		T3.5.4		UAT will also serve as a performance and stress test of the System. It may cover any aspect of the new System, including administrative procedures such as backup and recovery.  The results of the UAT provide evidence that the new System meets the User Acceptance criteria as defined in the Work Plan.		M

		T3.5.5		Upon successful conclusion of UAT and successful System deployment, the State will issue a letter of UAT Acceptance and the respective Warranty Period shall commence as described in Section H-25.10.1: Warranty Period.		M

		T3.6		Performance Tuning and Stress Testing		M





























6. HOSTING-CLOUD  REQUIREMENTS

		HOSTING-CLOUD REQUIREMENTS

		State Requirements						Vendor

		Req #		Requirement Description		Criticality		Vendor Response		Delivery Method		Comments

		OPERATIONS

		H1.1		Vendor shall maintain a secure hosting environment providing all necessary hardware, software, and Internet bandwidth to manage the application and support users with permission based logins.		M

		H1.2		State access will be via VPN or Internet Browser		M

		H1.3		At the State’s option, authorized third parties may be given limited access by the Vendor to certain levels of the State’s system through the VPN or through a separate network connection that meets the Vendor’s specifications.		M

		H1.4		At a minimum, the System should support this client configuration; Pentium 4, 630/3.0GHz PC, Microsoft Windows XP Professional Version 2002, Internet Explorer 6, and 128 bit encryption.		M

		H1.5		The State will be responsible for equipment, labor, and /or services necessary to set-up and maintain the internet connectivity at the State and/or other third party sites.		M

		H1.6		Vendor will not be responsible for network connection issues, problems or conditions arising from or related to circumstances outside the control of the Vendor, ex: bandwidth, network outages and /or any other conditions arising on the State’s internal network or, more generally, outside the Vendor’s firewall or any issues that are the responsibility of the State Internet Service Provider. . 		M

		H1.7		Vendor shall provide a secure Class A Data Center providing equipment (including dedicated servers), an on-site 24/7 system operator, managed firewall services, and managed backup Services.		M

		H1.8		Data Center Air Conditioning – used to control temperature and humidity in the Data Center. Temperature ranges shall be between 68 and 75 °F.		M

		H1.9		Data Center Humidity shall be non-condensing and be maintained between 40-55% with a maximum dew point of 62 °F.		M

		H1.10		Data Center Backup Power – uninterruptible power supplies shall be sized to sustain computer systems and associated components for, at a minimum, the amount of time it takes for a backup generator to take over providing power. Where possible, servers shall contain redundant power supplies connected to commercial power via separate feeds.		M

		H1.11		Data Center Generator – shall be sufficient to sustain computer systems and associated components for, at a minimum, the amount of time it takes for commercial power to return. Fuel tanks shall be large enough to support the generator at -full load for a period not less than 1 ½ days of operation.		M

		H1.12		Data Center Floor – A raised floor is required for more uniform air circulation in the form of a plenum for cold air as well as to provide space for power cabling and wetness monitoring.		M

		H1.13		Data Center Fire Protection System – fire detectors in conjunction with suppression gaseous systems must be installed to reduce the risk of loss due to fire.		M

		H1.14		The Data Center must be physically secured – restricted access to the site to personnel with controls such as biometric, badge, and others security solutions. Policies for granting access must be in place and followed. Access shall only be granted to those with a need to perform tasks in the Data Center.		M

		H1.15		Vendor must monitor the application and all servers.		M

		H1.16		Vendor shall manage the databases and services on all servers located at the Vendor’s facility.		M

		H1.17		Vendor shall install and update all server patches, updates, and other utilities within 60 days of release from the manufacturer.		M

		H1.18		Vendor shall monitor System, security, and application logs.		M

		H1.19		Vendor shall manage the sharing of data resources.		M

		H1.20		Vendor shall manage daily backups, off-site data storage, and restore operations.		M

		H1.21		The Vendor shall monitor physical hardware.		M

		H1.22		The Vendor shall immediately report any breach in security to the State of New Hampshire.		M











		DISASTER RECOVERY

		H2.1		Vendor shall conform to adequate disaster recovery procedures as defined by the State of New Hampshire.		M

		H2.2		Vendor shall have documented disaster recovery plans that address the recovery of lost State data as well as their own. Systems shall be architected to meet the defined recovery needs.		M

		H2.3		The disaster recovery plan shall identify appropriate methods for procuring additional hardware in the event of a component failure. In most instances, systems shall offer a level of redundancy so the loss of a drive or power supply will not be sufficient to terminate services however, these failed components will have to be replaced.		M

		H2.4		Vendor shall adhere to a defined and documented back-up schedule and procedure. 		M

		H2.5		Back-up copies of data are made for the purpose of facilitating a restore of the data in the event of data loss or System failure.		M

		H2.6		Scheduled backups of all servers must be completed regularly. At a minimum, Bluehost servers shall be  backed up nightly, with one daily, one weekly, and one monthly backup stored in a secure location to assure data recovery in the event of disaster.  		M

		H2.7		The minimum acceptable frequency is differential backup daily, and complete backup weekly.		M

		H2.8		Tapes or other back-up media tapes must be securely transferred from the site to another secure location to avoid complete data loss with the loss of a facility.		M

		H2.9		If State data is personally identifiable, data must be encrypted in the operation environment and on back up tapes.		M

		H2.10		Data recovery – In the event that recovery back to the last backup is not sufficient to recover State Data, the Vendor shall employ the use of database logs in addition to backup media in the restoration of the database(s) to afford a much closer to real-time recovery. To do this, logs must be moved off the volume containing the database with a frequency to match the business needs.		M

		NETWORK ARCHITECTURE

		H3.1		The Vendor must operate hosting Services on a network offering adequate performance to meet the business requirements for the State application. For the purpose of this RFP, adequate performance is defined as 99.9% uptime, exclusive of the regularly scheduled maintenance window.		M

		H3.2		The Vendor shall provide network redundancy deemed adequate by the State by assuring redundant connections provided by multiple Internet Vendors, so that a failure of one Internet connection will not interrupt access to the State application. 		M

		H3.3		Where redundant connections are not provided, then the Internet Vendor who provides the Internet service to the Vendor must have their service supplied by a provider(s) that has multiple feeds to ensure that a failure in one of the larger carriers will not cause a failure of the State’s Service.		M

		H3.4		The Vendor’ network architecture must include redundancy of routers and switches in the Data Center.		M

		H3.5		Remote access shall be customized to the State’s business application. In instances where the State requires access to the application or server -resources not in the DMZ, the Vendor shall provide remote desktop connection to the server through secure protocols such as a Virtual Private Network (VPN).		N/A

		HOSTING SECURITY

		H4.1		The Vendor shall employ security measures ensure that the State’s application and data is protected.		M

		H4.2		If State data is hosted on multiple servers, data exchanges between and among servers must be encrypted. 		M

		H4.3		All servers and devices must have currently-supported and hardened operating systems, the latest anti-viral, anti-hacker, anti-spam, anti-spyware, and anti-malware utilities. The environment, as a whole, shall have aggressive intrusion-detection and firewall protection.		M

		H4.4		All components of the infrastructure shall be reviewed and tested to ensure they protect the State’s hardware, software, and its related data assets. Tests shall focus on the technical, administrative and physical security controls that have been designed into the System architecture in order to provide confidentiality, integrity and availability.		M

		H4.5		In the development or maintenance of any code, the Vendor shall ensure that the Software is independently verified and validated using a methodology determined appropriate by the State. All software and hardware shall be free of malicious code.		M

		H4.6		The Vendor shall notify the State’s Project Manager of any security breaches within two (2) hours of the time that the Vendor learns of their occurrence.		M

		H4.7		The Vendor shall ensure its complete cooperation with the State’s Chief Information Officer in the detection of any security vulnerability of the Vendor’ hosting infrastructure and/or the application.		M

		H4.8		The Vendor shall be solely liable for costs associated with any breach of State data housed at their location(s) including but not limited to notification and any damages assessed by the courts.		M

		H4.9		The Vendor shall authorize the State to perform scheduled and random security audits, including vulnerability assessments, of the Vendor’ hosting infrastructure and/or the application upon request.		M

		H4.10		22. Logging should go to centralized logs server for security reasons.  Logs should include System, Application, Web and Database logs.		M

		H4.11		23. OS and DB should be built and hardened wherever possibe to guidelines set forth by:CIS (Center Internet Security), NIST, and NSA		M

		H4.12		What testing are you requiring to make sure redundancy is in fact in place and backup/restores are functioning? Yearly or semi-annual testing? THIS SITE DOES NOT		M

		H4.13		The Vendor shall provide fire detection and suppression system, physical security of and infrastructure security of the proposed hosting facility. The environmental support equipment of the Vendor website hosting facility: power conditioning; HVAC; UPS; generator must be acceptable to the State.		M

		SERVICE LEVEL AGREEMENT

		H5.1		The Vendor’s System support and maintenance shall commence upon the Effective Date and extend through the end of the Contract term, and any extensions thereof.		M

		H5.2		Maintain the hardware and Software in accordance with the Specifications, terms, and requirements of the Contract, including providing, upgrades and fixes as required.		M

		H5.3		Repair or replace the hardware or Software, or any portion thereof, so that the System operates in accordance with the Specifications, terms, and requirements of the Contract.		M

		H5.4		The State shall have unlimited access, via phone or Email, to the Vendor technical support staff between the hours of 8:30am to 5:00pm- Monday thru Friday EST;		M

		H5.5		The Vendor response time for support shall conform to the specific deficiency class as described below:      o        Class A Deficiency - Software - Critical, does not allow System to operate, no work around, demands immediate action; Written Documentation - missing significant portions of information or unintelligible to State; Non Software - Services were inadequate and require re-performance of the Service.      o        Class B Deficiency - Software - important, does not stop operation and/or there is a work around and user can perform tasks; Written Documentation - portions of information are missing but not enough to make the document unintelligible; Non Software - Services were deficient, require reworking, but do not require re-performance of the Service.     o    Class C Deficiency - Software - minimal, cosmetic in nature, minimal effect on System, low priority and/or user can use System; Written Documentation - minimal changes required and of minor editing nature; Non Software - Services require only minor reworking and do not require re-performance of the Service.		M

		H5.6		As part of the Software maintenance agreement, ongoing software maintenance and support issues, shall be responded to according to the following:        a. Class A Deficiencies - The Vendor shall have available to the State on-call telephone assistance, with issue tracking available to the State, eight (8) hours per day and five (5) days a week with an email / telephone response within two (2) hours of request; or the Vendor shall provide support on-site or with remote diagnostic Services, within four (4) business hours of a request;        b. Class B & C Deficiencies –The State shall notify the Vendor of such Deficiencies during regular business hours and the Vendor shall respond back within four (4)  hours of notification of planned corrective action;  The Vendor shall repair or replace Software, and provide maintenance of the Software in accordance with the Specifications, Terms and Requirements of the Contract;		M

		H5.7		The hosting server for the State shall be available twenty-four (24) hours a day, 7 days a week except for during scheduled maintenance.		M

		H5.8		The Vendor will guide the State with possible solutions to resolve issues to maintain a fully functioning, hosted System.		M

		H5.9		A regularly scheduled maintenance window shall be identified (such as weekly, monthly, or quarterly) at which time all relevant server patches and application upgrades shall be applied.		M

		H5.10		The Vendor response time for support shall conform to the specific deficiency class as described in      		M

		H5.11		 <DEFINE WHERE DEFICIENCIES ARE STATED>________.		M

		H5.12		The Vendor will give two-business days prior notification to the State Project Manager of all changes/updates and provide the State with training due to the upgrades and changes.		M

		H5.13		The Vendor shall guarantee 99.9% uptime, exclusive of the regularly scheduled maintenance window		M

		H5.14		If The Vendor is unable to meet the 99.9% uptime requirement, The Vendor shall credit State’s account in an amount based upon the following formula: (Total Contract Item Price/365) x Number of Days Contract Item Not Provided. The State must request this credit in writing.		M

		H5.15		The Vendor shall use a change management policy for notification and tracking of change requests as well as critical outages.		M

		H5.16		A critical outage will be designated when a business function cannot be met by a nonperforming application and there is no work around to the problem.		M

		H5.17		All hardware and software components of the Vendor hosting infrastructure shall be fully supported by their respective manufacturers at all times. All critical patches for operating systems, databases, web services, etc, shall be applied within sixty (60) days of release by their respective manufacturers.		M

		H5.18		The Vendor shall maintain a record of the activities related to repair or maintenance activities performed for the State and shall report quarterly on the following:  Server up-time; All change requests implemented, including operating system patches; All critical outages reported including actual issue and resolution; Number of deficiencies reported by class with initial response time as well as time to close.		M

		H5.19		The Vendor shall provide the State with a personal secure FTP site to be used the State for uploading and downloading files.		M





7. SUPPORT & MAINTENANCE

		SUPPORT & MAINTENANCE REQUIREMENTS

		State Requirements						Vendor

		Req #		Requirement Description		Criticality		Vendor Response		Delivery Method		Comments

		SUPPORT & MAINTENANCE REQUIREMENTS

		S1.1		The Vendor’s System support and maintenance shall commence upon the Effective Date and extend through the end of the Contract term, and any extensions thereof.		M

		S1.2		Maintain the hardware and Software in accordance with the Specifications, terms, and requirements of the Contract, including providing, upgrades and fixes as required.		M

		S1.3		Repair or replace the hardware or Software, or any portion thereof, so that the System operates in accordance with the Specifications, terms, and requirements of the Contract.		M

		S1.4		The State shall have unlimited access, via phone or Email, to the Vendor technical support staff between the hours of 8:30am to 5:00pm- Monday thru Friday EST;		M

		S1.5		The Vendor response time for support shall conform to the specific deficiency class as described in       <DEFINE WHERE DEFICIENCIES ARE STATED>________.		M

		S1.6		The Vendor will guide the State with possible solutions to resolve issues to maintain a fully functioning, hosted System.		M

		S1.7		The Vendor shall make available to the State the latest program updates, general maintenance releases, selected functionality releases, patches, and Documentation that are generally offered to its customers, at no additional cost. 		M

		S1.8		The Vendor shall maintain a record of the activities related to warranty repair or  maintenance activities performed for the State;		M

		S1.9		For all maintenance Services calls, The Vendor shall ensure the following information will be collected and maintained: 1) nature of the Deficiency; 2) current status of the Deficiency; 3) action plans, dates, and times; 4) expected and actual completion time; 5) Deficiency reSolution information, 6) Resolved by, 7) Identifying number i.e. work order number, 8) Issue identified by; 		M

		S1.10		The Vendor must work with the State to identify and troubleshoot potentially large-scale System failures or Deficiencies by collecting the following information: 1) mean time between reported Deficiencies with the Software; 2) diagnosis of the root cause of the problem; and 3) identification of repeat calls or repeat Software problems.		M

		S1.11

		S1.12

		S1.13

		WARRANTY SERVICES

		S2.1		Maintain the System Software in accordance with the Specifications and Terms of the Contract;		M

		S2.2		Repair or replace the System Software or any portion thereof so that the System operates in accordance with the Specifications, terms and requirements of the Contract;		M

		S2.3		<VENDOR> shall have available to the State on-call telephone assistance, with issue tracking available to the State, twenty four (24) hours per day and seven (7) days a week with an email / telephone response within two (2) hours of request, with assistance response dependent upon issue severity;		M

		S2.4		On-site additional Services within four (4) business hours of a request;		M

		S2.5		 Maintain a record of the activities related to warranty repair or maintenance activities performed for the State;		M

		S2.6		For all Warranty Service calls, <VENDOR> shall ensure the following information will be collected and maintained: 1) nature of the Deficiency; 2) current status of the Deficiency; 3) action plans, dates, and times; 4) expected and actual completion time; 5) Deficiency resolution information; 6) resolved by 7) Identifying number i.e. work order number; 8) issue identified by.		M

		S2.7		The Vendor must work with the State to identify and troubleshoot potentially large-scale Software failures or Deficiencies by collecting the following information: 1) mean time between reported Deficiencies with the Software; 2) diagnosis of the root cause of the problem; and 3) identification of repeat calls or repeat Software problems; and		M

		S2.8		All Deficiencies found during the Warranty Period and all Deficiencies found with the Warranty Releases shall be corrected by  the Vendor no later than 5 business days, unless specifically extended in writing by the State, and at no additional cost to the State.  		M

		S2.9

		S2.10

		S2.11

		S2.12









8. PROJECT MANAGEMENT

		PROJECT MANAGEMENT

		State Requirements						Vendor

		Req #		Requirement Description		Criticality		Vendor Response		Delivery Method		Comments

		PROJECT MANAGEMENT

		P1.1		Vendor shall participate in an initial kick-off meeting to initiate the Project.		M

		P1.2		Vendor shall provide Project Staff as specified in the RFP.		M

		P1.3		Vendor shall submit a finalized Work Plan within ten (10) days after Contract award and approval by Governor and Council. The Work Plan shall include, without limitation, a detailed description of the Schedule, tasks, Deliverables, critical events, task dependencies, and payment Schedule.  The plan shall be updated no less than every two weeks.		M

		P1.4		Vendor shall provide detailed bi-weekly status reports on the progress of the Project, which will include expenses incurred year to date.		M

		P1.5		All user, technical, and System Documentation as well as Project Schedules, plans, status reports, and correspondence must be maintained as project documentation. (Define how- WORD format- on-Line, in a common library or on paper)		M

		P1.6

		P1.7

		P1.8

		P1.9

		P1.10
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I. Introduction 


This document presents a current state analysis of New Hampshire’s Computerized Criminal 


History (CCH) and Sex Offender Registry (SOR) systems.  This document is the first phase 


of a focused effort by the New Hampshire (NH) Department of Safety (DOS) to plan for the 


upgrade or replacement of the state’s CCH and SOR systems. 


A. Project Background 


The current New Hampshire CCH and SOR systems are facing increasing challenges to 


their ability to meet the continuing and evolving business needs of DOS specifically and the 


statewide user community in general.  To that end, New Hampshire DOS has engaged MTG 


Management Consultants, LLC, to assist with a concerted effort to responsibly plan for the 


assessment of the state’s CCH and SOR systems and establish the requirements for these 


systems in a future environment in a manner that addresses the following high-level goals: 


 


 Improve the efficiency and effectiveness of these systems. 


 Empower the staff with management of these systems. 


 Improve the quality, consistency, and accessibility of information available to state 


managers. 


 Eliminate redundant data and systems. 


 Increase automation in those areas where there is currently little automation. 


 Migrate systems to modern technologies of tomorrow. 


 Ensure the smooth transition to the new systems through effective change 


management. 


 


The New Hampshire DOS wants to upgrade both of these aging applications, CCH (a.k.a. 


Criminal History Record Information [CHRI]) and SOR, with newer technology and revised 


business requirements, while also incorporating efficiency and effectiveness of Web 


technologies where applicable.   


 


DOS will work to ensure that the future CCH and SOR solutions are properly aligned with all 


relevant integration standards, industry best practices, and available vendor solutions as a 


means of maximizing the features and services that can be offered while minimizing the total 


life cycle cost of the solution and related applications and technologies. 


B. Document Scope 


This document is the first of three major deliverables associated with this CCH and SOR 


planning and requirements project, designed to clearly describe the current CCH and SOR 


business and technology environments used by DOS and its partner agencies.  Information 
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rendered here will be further utilized in the subsequent phase of the project to recommend 


requirements for the future of CCH and SOR processing and management in New 


Hampshire. 
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II. CCH Overview 







   
   
   


 
  Final 
6306.001/303632 5 July 30, 2014 


II. CCH Overview 


This section provides a high-level overview of the core elements of CCH records in 


New Hampshire, contributors of CCH information, and how information is contributed to the 


CCH. 


 


The New Hampshire CCH system is interfaced to the New Hampshire Automated 


Fingerprint Identification System (AFIS), which is a tri-state system linked to and used also 


by both Maine and Vermont.  Only criminal offense tenprint submissions and latent prints 


are stored in this database. 


A. CCH Record Construct 


New Hampshire CCH records consist of two primary segments:  arrest data and court data 


as shown in the figure below.  The operational premise is that for every arrest event in which 


a subject or person is involved, there will be a corresponding disposition rendered at some 


point.   


 


 


 


SID


 
 


Ideally, each subject in the New Hampshire CCH is uniquely identified by biometric 


identification – i.e., fingerprints (FPs).  A unique set of FPs is assigned a State Identification 


(SID) number.  Master names without FP-supported arrest data (e.g., entered solely from 


Court charge filing and/or disposition data) also receive SID numbers.  SID numbers 


uniquely index arrest and court (charge filing and disposition) information for each subject. 


B. CCH Data Contributors 


For each of the New Hampshire CCH arrest event segments above, following is a 


breakdown of the contributors and the inputs to each segment at the state central repository. 


 


 Booking Agencies: 


» FPs. 


» Person Demographics. 


» Offenses/Charges. 
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 Courts: 


» Prosecution Charges. 


» Court Actions. 


– Dispositions. 


– Sentences. 


– Orders. 


 Corrections: 


» Correctional Center Intake. 


1. Law Enforcement and Booking Agencies 


Law enforcement agencies (LEAs) contribute to the CCH repository by sending detailed 


information regarding arrest events.  In New Hampshire, these agencies typically include 


municipal or local police departments, sheriff’s departments, and the New Hampshire State 


Police (NHSP).  The table below outlines the number of arrest segment contributing 


agencies throughout the state. 


 


Ref. Arrest Segment Contributor Agency Type Agencies 


1. Sheriff’s Departments (statewide) 10 


2. County Jails (Hillsborough county jail has never 
submitted FPCs to the central repository.) 


9 


3. Men’s and Women’s Prison 2 


4. Local or Other Police Departments 234 


5. NHSP Troop Stations (statewide)     7 


Total Arrest Contributing Agencies 262 


2. Courts 


The courts contribute information relative to the charges levied against the subject by law 


enforcement with concurrence by the prosecuting attorneys, as well as the outcomes of how 


those charges were adjudicated by the various courts of jurisdiction.  The table briefly lists 


the courts of criminal jurisdiction in New Hampshire that are responsible for reporting 


prosecuting attorney, court case, and criminal disposition information. 
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Ref. Court Segment Contributor Agency Type Agencies 


1. Circuit Courts  32 


2. Superior Courts 11 


3. Supreme Court   1 


Total Disposition Contributing Agencies 44 


 


C. CCH Data Capture Methods 


A number of manual and automated processes are in place to deliver data to the New 


Hampshire CCH at differing points in the criminal justice life cycle.  This subsection will 


discuss the various information capture methods for each of the contributing agencies. 


1. Law Enforcement 


LEAs, such as local police departments, sheriff’s departments, and the NHSP generally 


provide the information necessary to initiate a criminal history record in the form of arrest 


data.  Some LEAs use the county jails as booking facilities.  In those cases, the arrest data 


comes from the county jail Live-Scan device even though the arrest has been made by 


another LEA.  In still other cases, the subject is not fingerprinted until convicted and 


sentenced to county jail or state prison.  Those FPs are also sent via Live-Scan to the CCH 


and treated as an arrest record even though it is well after the fact of the actual arrest.  


Arrest data is communicated using fingerprint cards (FPCs) containing the arrest detail and 


offender FPs.  Even though New Hampshire LEAs do not report disposition data to the CCH, 


many continue to report their “green sheet” disposition data to the FBI via the State 


Repository.  The CCH information is generally garnered from LEAs in one of two ways: 


 


 Automated FPC Submission – A Live-Scan device electronically captures FP and 


arrest data, then forwards the information to the New Hampshire CCH via an elec-


tronic interface with the New Hampshire CCH system.  The table below outlines the 


number and general distribution of Live-Scans that enable automated arrest submis-


sions in New Hampshire: 


 


Ref. Live-Scan by Agency Type Number 


1. Sheriff’s Departments (Corrections) 9 


2. Local Law Enforcement 24 


3. NHSP Troops (statewide) 5 


4. Division of Motor Vehicles (used for applicant prints 
only; not arrest data) 


2 


5. Department of Corrections (DOC) – State Prisons   2 


Total Live-Scan Machines 42 
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 Manual FPC Submission – A person is fingerprinted using traditional ink-and-roll 


methods, and the FPC, with the supporting arrest data, is sent through the mail to 


the New Hampshire CCH. 


 


Upon successful completion of an arrest submission, a SID number is assigned to that 


person, or a previously recorded SID number for that person is referenced as an index to all 


of the criminal history records for that person, and the new arrest is added to that jacket file. 


2. Courts 


The courts contribute court dispositions to the court segment of the CCH record.  Court 


disposition information is submitted to the New Hampshire CCH using the following 


methods: 


 


 Electronic File Submission – Court data is largely sent using a process whereby the 


court Case Management System (CMS) creates an electronic file of dispositions, 


which is sent to the New Hampshire CCH system. 


 Manual Disposition Submission – There is a minimal number of cases for which 


courts will report court dispositions manually, and these submissions are mailed to 


the New Hampshire CCH for manual entry into the system.   


3. Department of Corrections 


The New Hampshire DOC provides information relative to offender intake.  The two primary 


elements of CCH data contributions from DOC are: 


 


 State Correctional Facilities – The DOC facility may pass data to the New Hampshire 


CCH by sending FPC submissions to report information on inmate intake status.  


Live-Scan equipment is in use at these facilities to facilitate electronic submissions.   


The Live-Scan submission from the state prison may serve as the record of arrest.  


CCH AFIS operators must review the submission, compare it to existing CCH rec-


ords, and determine whether or not to merge it.   


 County Jail Facilities – The county facility may pass data to the New Hampshire CCH 


by sending FPC submissions to report information on inmate intake status.  Live-


Scan equipment is in use at these facilities to facilitate electronic submissions.  The 


Live-Scan submission from the county jail may serve as the record of arrest.  CCH 


AFIS operators must review the submission, compare it to existing CCH records, and 


determine whether or not to merge it. 


 


The previous subsections established the baseline for CCH record composition, discussed 


how CCH records are populated, and specified which agencies contribute data to the CCH.  


The next subsection provides an overview of the CCH responses/outputs.   
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D. Applicant Checks and Fees 


The CCH Unit collects fees for performing applicant background checks.  APPENDIX A 


provides a listing of the agencies and entities entitled to perform applicant checks, the types 


of applicant checks enabled, and the fees assessed for each of these applicant checks.  


Fees for CCH services such as applicant checks are processed and tracked through a 


combination of the CRIS (Criminal Records Invoicing System) and FAUD (Fee Audit) 


subsystems. 


 


CRIS is an invoicing system that enables the processing of payments, especially credit 


cards, from outside locations for CCH applicant checks and services.  FAUD is used to track 


the transaction through the system. 


E. Existing J-One/CCH Interfaces 


This subsection provides a greater level of detailed information regarding the form and 


nature of existing J-One/CCH interfaces in the current operating environment. 


1. AFIS-to CCH-Processing 


FP-supported arrest records captured on Live-Scan devices throughout New Hampshire are 


transmitted electronically to AFIS in the NHSP Police Criminal Records Bureau.  Manual 


“inked” FP arrest records are delivered to Criminal Records and scanned into AFIS.  An 


AFIS-to-CCH interface delivers these arrest records to the CCH, and a GUI screen allows 


CCH users to inspect the data to decide which elements to incorporate into the permanent 


criminal history repository.  The high-level AFIS-to-CCH business process is as follows: 


 


 AFIS receives tenprint FPC arrest records (electronic cards from Live-Scan devices 


as well as scanned ink cards) and searches its print repository for a SID match. 


 If it does not find a match, it sends the name/date of birth (DOB) to the CCH to 


search for an existing non-FP-supported SID. 


 If that search comes up empty, AFIS requests a new SID from the CCH.   


 When the CCH FP clerk completes AFIS processing, the arrest record is delivered to 


CCH “temporary” tables, referred to collectively as the PENDING queue. 


 CCH clerks select a record from the pending queue to process. 


 If the pending record does not match any existing CCH records, a brand new 


MASTER record is created with brand new arrest charges. 


 If the pending record matches an existing master record, a series of GUI screens in 


the CCH client application allow the clerk to compare names, DOBs, identifiers, 


descriptors, and addresses coming in from the new arrest with the existing CCH 


master record and decide what elements to insert, update, or ignore.  
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 The user also compares the new charges to existing charges for the master record 


and decides to either insert a new charge or merge the arrest charge with an exist-


ing CAAFF (Complaint As Accepted For Filing) or disposition to complete the rec-


ord. 


 The CCH clerk may decide not to add anything from the AFIS submission to the 


CCH regardless of whether or not a match is found.  In that case, the clerk marks 


the AFIS submission as “processed but not entered into CCH” so as to remove it 


from the pending queue.  The data remains in the AFIS temporary tables, retrieva-


ble by authorized IT personnel if necessary. 


2. Complaint Processing 


Criminal complaints from law enforcement agencies are delivered to Odyssey, the court’s 


CMS.  Odyssey sends CAAFFs as XML messages electronically to the CCH where they are 


stored in temporary tables.  Authorized CCH users view this information and select data to 


be made a part of the permanent CCH repository.  The complaint process is as follows: 


 


 CAAFF records are inserted into CCH temporary tables hereinafter known as the 


CAAFF queue. 


 The CAAFF GUI presents authorized CCH users with a summary list of unprocessed 


CAAFF queue records, sorted by date of entry, ascending. 


 Users have the option to filter the summary list by court name, docket number, or 


defendant last name. 


 Users select a CAAFF record to process and the matching criteria they wish to use:  


last name, first name, middle name or initial and/or DOB.  


 The system presents the user with a list of possible matches. 


 If one or more matches are found, the user selects the “best” match to update. 


 If no match is found, the user may insert the CAAFF into the CCH as a new record, 


in which case the CCH will assign the master record a new SID. 


 The CCH user may decide to not accept any of the CAAFF record.  In that case, the 


user marks the CAAFF as “processed but not entered into CCH” so as to remove it 


from the pending queue.  The data remains in the CAAFF temporary tables, retriev-


able by authorized IT personnel.   


 When updating, the clerk navigates through a series of GUI screens to compare 


names, DOBs, identifiers, descriptors, and addresses coming in from the new 


CAAFF with the existing CCH master record and decides what elements to insert, 


update, or ignore.  


 The clerk compares the CAAFF charges to existing charges for that subject and 


decides whether to insert it as new or merge it with an existing arrest charge.  
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3. Disposition Processing 


Court dispositions are also sent to the CCH electronically.  Authorized CCH users view this 


information and select data to become part of the permanent CCH repository.  Under certain 


circumstances, updates are made automatically.  The disposition process is as follows: 


 


 Court dispositions sent to the CCH are stored in temporary tables, hereinafter known 


as the disposition queue. 


 The disposition GUI presents authorized CCH users with a summary list of 


unprocessed disposition records in the queue, sorted by date of entry, ascending. 


 Users have the option to filter the summary list by court name, docket number, and 


defendant last name. 


 Users select a disposition record to process and the matching criteria they wish to 


use:  last name, first name, middle name or initial and/or DOB or subject incident 


number (SIN).   


 The system presents the user with a list of potential matches to existing CCH 


records. 


 If one or more matches are found, the user has the option to select the “best” match 


to update the record; 


 If no match is found, the user has the option to insert the disposition into the CCH 


as a new record, in which case the CCH will assign the master record a new SID. 


 When updating, the clerk navigates through a series of GUI screens to compare 


names, DOBs, identifiers, descriptors, and addresses coming in from the new 


disposition with the existing CCH master record and decides what elements to in-


sert, update, or ignore. 


 The clerk compares the disposition charges to existing charges for that subject and 


decides whether to insert it as new or merge it with an existing arrest and/or 


CAAFF charge.  


 If the CCH user opts to match a disposition record to an existing CCH record by 


SIN, the system will merge the disposition with the existing CCH automatically, 


without further visual inspection or decision making on the part of the user. 


Additional Processing Business Rules 


 Race and sex values must match the subject’s race and sex values in NCIC for 


Interstate Identification Index (III) records.  In those instances for which new disposi-


tion values do not match CCH values, the user is presented with a pop-up message 


stating as much and the CCH values are not changed. 
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 The CCH only accepts the arrest_date from tenprint cards, never from disposition 


messages. 


 When updating a master record, ARREST data takes precedence over CAAFF and 


disposition data.  CAAFF and disposition data may be used to fill in empty fields 


but never to replace ARREST data. 


 CCH users are able to reset AFIS, CAAFF, and disposition pending queue records 


that they have processed if they believe that they have made a mistake.  This func-


tionality effectively allows them to redo their work. 


 CCH supervisors may reset anyone’s pending queue record.   


F. CCH Application Basics 


The current CCH consists of a small series of screens designed to capture and retrieve the 


basic elements of criminal activity including arrest, charging, and court disposition 


information.  User screens are easy to access and provide input masks and automated 


retrieval options for data available on partner systems where eligible.  In addition, the CCH 


provides for searching the database for persons and printing common CCH outputs such as 


rap sheets.  Further administrative functions include a set of reports to help in managing the 


day-to-day CCH operation. 


G. CCH Outputs 


General CCH outputs can be grouped into one of three broad categories:   


 


 Criminal history by subject (also known as a rap sheet) in two varieties: 


» Full rap sheet  with person demographics, arrest, charging, and disposition 


data. 


» Conviction only  Rap sheet with information largely more limited to court 


conviction information. 


 Business processing statistics. 


 Fee accounting reports.  


 


Outputs such as rap sheets and responses to submissions and inquiries from the current 


New Hampshire CCH can be grouped into one of the following two categories: 


1. Automated Responses 


These include responses that automatically generate an electronic full rap sheet to either the 


LEA or the authorized applicant inquiry licensing agency, as follows: 
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Electronic full rap sheet to LEAs via the state message switch (SMS) from the CCH in 


response to submission or inquiry by SID number or name, or via FPC inquiry.  The full rap 


sheet includes the complete record for the subject, including: 


 


 Full descriptors and demographics. 


 Arrest event records. 


 Charge records. 


 Disposition records. 


 Applicant information (if any). 


 Wants or warrants active (if any) – not for applicant response. 


 III flag. 


 


All automated responses retrieve and send the same package of information to the inquiring 


entity. 


2. Manual Responses 


These include responses that are generated in response to an inquiry, recorded manually, 


and mailed to either the LEA or the authorized applicant inquiry licensing agency.  The 


following initial responses may be generated regarding the quality or nature of the inquiry 


and returned to the inquiring entity: 


 


 Reject FP – The quality of the FP images is insufficient for further processing. 


 Additional Descriptors – Additional descriptor information is required in order to 


conduct a successful inquiry. 


 


Manual responses are generated in one of the three following categories, depending on the 


statutory authorization of the entity making the inquiry: 


 


 No Record – A manual response stamp placed on the inquiry document and returned 


to the inquiring entity. 


 Convictions Only – A manual response with conviction-only information for the 


arrestee, as authorized for given agencies. 


 Full Rap Sheet – Full rap sheet manual response for LEAs or persons requesting 


their own criminal history record for review. 


 


All manual responses are generated on paper and mailed to the inquiring entity. 







   
   
   


 
  Final 
6306.001/303632 14 July 30, 2014 


H. CCH Organization 


The graphic below illustrates the current organization hierarchy for criminal records support, 


followed by a high-level and general description of associated duties. 


 


 


 
 


 Chief Administrator – The chief administrator has the ultimate responsibility for the 


management and operation of the unit.  This includes all manner of biometric identifi-


cation and criminal information, collection, storage, retrieval and distribution (includ-


ing rap sheets), personnel, and operations. 


 Deputy Administrator – The deputy administrator is tasked with the day-to-day 


management of criminal records operations and personnel, with a focus on the man-


agement of biometric identification, applicant processing, criminal processing, fees 


management, and records inquiry response.  The deputy administrator also supports 


the operation of other positions within the unit.  


 Applicant Processing Group – This area includes multiple personnel assigned to the 


task of checking the CHRI of individuals submitted for applicant background checks.  


Tasks include conducting name and biometric-based CHRI checks and responding 


to organizations that request this information with an appropriate response.  In addi-


tion, this group manages the collection of applicant fees as well as prepaid accounts 


and direct billing arrangements. 
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 Docket Processing Group – This area includes multiple personnel assigned to the 


task of applying CAAFF , disposition, and annulment information received from the 


court electronically and manually (on paper) to the CCH record.  Duties include pro-


cessing electronic CAAFF messages received from the courts and matching them to 


existing master/arrest records.  Duties also include receiving disposition notification 


forms from the courts, matching them to the corresponding J-One electronic transac-


tion (containing court disposition information) and applying the court information to 


the CCH record appropriately.  Currently, New Hampshire receives one disposition 


per law enforcement charge.  However, the court sends iterative updates that must 


be processed.  For example, for court cases with multiple charges, the charges may 


not all be disposed at the same time; sentences on superior court cases are typically 


handed down at a separate hearing, sometime after the finding is reached; finally 


findings and sentences can be amended at points in the future (for both district and 


superior court cases) for a variety of reasons.  The court CMS sends an electronic 


disposition message for every saved event of a disposition (finding) or sentence, and 


they all need to be processed in one form or another.  


New Hampshire RSA 651:5 enables certain criminal arrests and convictions to be 


removed from the state and FBI criminal history record.  The process begins by filing 


a Petition to Annul with the court of jurisdiction.  The NHSP administrative fee is 


$100.00 to remove the annulled CHRI from both the state and FBI criminal history. 


 Identification Processing Group – This area includes multiple personnel assigned to 


the task of biometrically confirming the identity of civil applicants and criminals.  This 


is largely accomplished through the use of DOS’s AFIS, which is shared regionally 


with Vermont and Maine.  Criminal and civil FP submissions are largely originated 


via the submission of Live-Scan-based FP and charging information.  However, there 


are still some relatively smaller volumes of hard-card (ink and roll) transactions sub-


mitted to DOS.  For criminal transactions, FP submissions are processed and typical-


ly result in an update of arrest and charge information in the CCH, but this is a man-


ual process. 


 


As a note, Uniform Crime Reporting (UCR) and National Incident-Based Reporting System 


(NIBRS) activities are managed within the Criminal Records Unit but largely not supported 


by the CCH application. 


I. CCH Reports 


The following is a listing of the reports and other outputs available and used by the 


New Hampshire CCH unit in the operation of the CCH: 


 


 Daily Reports: 


» Daily Billed – Daily agency billed summary. 


» Daily Closeout – Daily closeout report. 







   
   
   


 
  Final 
6306.001/303632 16 July 30, 2014 


» Daily Instrument – Daily instrument summary. 


» Daily Mistakes  – Daily Fee mistake report. 


» Daily PLID Revenue – Daily revenue source summary from PLID (Permits 


License ID System). 


» Daily Prepaid – Daily prepaid account summary. 


» Daily Revenue – Daily revenue source summary. 


 DHHS Reports: 


» Counts of Department of Health and Human Services (DHHS):  Area Agen-


cies – Counts of area agencies’ requests for a specified period. 


» Counts of DHHS:  Behavioral Health – Counts of Behavioral Health requests 


for a specified period. 


» Counts of DHHS:  Child Care – Counts of Child Care requests for a specified 


period. 


» Counts of DHHS:  Division of Children, Youth, and Families (DCYF) – Counts 


of DCYF Transportation & Child in Home Care requests for a specified peri-


od. 


» Counts of DHHS:  Human Resources – Counts of human resources requests 


for a specified period. 


» Counts of DHHS:  License Exempt Child Care – Counts of license exempt 


child care requests for a specified period. 


» Counts of DHHS:  Temporary Assistance for Needy Families (TANF) – 


Counts of DHHS TANF requests for a specified period. 


 Fee Reports: 


» Counts:  Archive 2005 – Counts by event for calendar year 2005. 


» Counts:  Archive 2006 – Counts by event for calendar year 2006. 


» Counts by Agency – Counts by agency for a specified period. 


» Counts by Annulment – Counts by annulment for a specified period. 


» Counts by Event – Counts by event for a specified period. 


» Counts by Waive Reason – Counts by waive reason for a specified period. 


» Counts of Reduced by Agency – Counts of reduced charge by agency for a 


specified period. 


» Fee Detail – Fee detail report. 
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» Fee Detail by Transaction – Fees for searches by transaction number. 


» Fees Billed – Fees billed for a specified period and agency. 


» Fees Billed Generate Invoices – Generation and printing of invoices for fees 


billed during the past month. 


» Fees Billed Generate Invoices for Genesis – Generation and printing of in-


voices for Genesis fees billed during the past month. 


» Fees Billed Print Invoice – Printing of a selected invoice for fees billed. 


» Fees Billed Print Invoice History – Printing of an invoice history for fees billed. 


» Fees Billed Summary – Summary of fees billed separately for a specified pe-


riod. 


» Prepaid Account Details – Details of prepaid accounts. 


» Prepaid Account Statistics – Prepaid account statistics. 


 Miscellaneous Reports: 


» Audit Trail – Audit Trail report. 


» Audit Trail Summary – Audit Trail summary report. 


» Daily J-One Processing Statistics – Report for number of J-One interface 


records processed by user for a given date range. 


» Front Counter Statistics – Report on front counter statistics. 


» Offenses Listing:  Legacy – List of all legacy offenses (pre-Uniform Charge 


Table [UCT]). 


» Offenses Listing:  UCT – List of all active UCT offenses. 


» Offenses Without Revised Statutes Annotated (RSAs):  Counts – Count of 


SID offenses without an RSA. 


» Offenses Without RSAs:  SIDs – List of SIDs with offenses without an RSA. 


» Outstanding FP-Supported Arrests – Outstanding FP-supported arrests. 


» Test Report – Test report to test e-mail. 


J. CCH Work Flows 


This subsection of the current state analysis outlines the primary work flows that exist and 


influence the data resident in the New Hampshire CCH.  This subsection reviews the two 


current high-level roles of the New Hampshire CCH, Repository Management and Inquiries 


and Responses, and includes a detailed examination of the work flows associated with the 


processing involved in both roles. 







   
   
   


 
  Final 
6306.001/303632 18 July 30, 2014 


1. Roles 


The current New Hampshire CCH system and data can be characterized as serving two 


major roles:  The first is managing the CCH repository data, and the second is responding to 


inquiries on CCH data in all of the various forms.  EXHIBIT I provides an overview of the 


flow of information from originating agencies to both the Repository Management and 


Inquiries and Responses aspects of the CCH system.  These two functions and the work 


flows that support them are detailed in the subsections below. 


2. Repository Management – 1 


Several organizations contribute to the construction of New Hampshire criminal history 


records.  These organizations include the law enforcement and booking agency, district and 


superior courts, and New Hampshire DOS.  EXHIBIT I provides an overview of the flow of 


information from originating agencies to the Repository Management aspect of the CCH 


system.  The following subsections expand on the Repository Management role of the New 


Hampshire CCH as shown in EXHIBIT I, explaining the tagged processes in further detail.  


EXHIBIT II provides a legend for all of the exhibits. 


Arrest Processing – 1.1 


There are two ways of processing arrest cards in the New Hampshire CCH:  electronically or 


manually.  Tenprint cards (both Live-Scan and manual) carry a TRACK number.  The 


TRACK number is stored as part of the Arrest Offense record in the CCH, but there is no 


mechanism (either electronic or manual) for communicating this number to other state 


Criminal Justice Information System partners for linking purposes. 


 


EXHIBIT III presents a graphical depiction of the steps and work flows involved in 


processing arrest submissions into the New Hampshire CCH.  The table below provides a 


review of the inputs, processes, and outputs involved with posting arrests. 







FINAL


7-30-14


6306.001/303635(vsd)


NEW HAMPSHIRE DEPARTMENT OF SAFETY
CCH AND SOR REQUIREMENTS


OVERALL CCH AND SOR PROCESSING


EXHIBIT I 


Law Enforcement/Booking


Arrest Processing


1.1


Courts


Courts Processing


1.2


Electronic


Arrest 


Processing


1.1.1


Electronic 


Disposition 


Processing


1.2.1


Manual 


Arrest 


Processing


1.1.2


Manual 


Disposition 


Processing


1.2.2


Annulment 


Processing


1.3


Repository Management – 1


Inquiries and Responses – 2


Criminal Justice Agencies Authorized Public/Licensing Entities


Criminal Inquiry/Response Processing


2.1


Applicant-Fee Inquiry/Response Processing


2.2


Criminal 


FP-Based


2.1.1


Criminal 


Name-


Based


2.1.2


Applicant 


FP-Based


2.2.1


Applicant 


Name-


Based


2.2.2


CCH  Records


SOR 


Registration 


Processing


SOR


SOR Processing


1.4


SOR


Access


via Web Site


CAAFF 


Processing


1.2.3







FINAL


7-30-14


6306.001/303635(vsd)


NEW HAMPSHIRE DEPARTMENT OF SAFETY
CCH AND SOR REQUIREMENTS


CCH AND SOR REQUIREMENTS


EXHIBIT II


= Stakeholder


= Tagged Process


= Data Store (Database)


= Begin/End


= Decision


= Document


= Process


= Name of Arrested Individual


= Date of Arrest (Date of Fingerprinting)


= Date of Incident


DOA


Name


DOI


SID = State Identification Number


= Data Transmission


Legend







FINAL


7-30-14


6306.001/303635(vsd)


NEW HAMPSHIRE DEPARTMENT OF SAFETY
CCH AND SOR REQUIREMENTS


REPOSITORY MANAGEMENT – 1


Arrest Processing – 1.1


EXHIBIT III 


NH CCH SystemNH DOS


Electronic Arrest 


Processing


1.1.1


Law Enforcement/Booking


Arrest


Report


Arrest 


Occurs Manual Arrest 


Processing


1.1.2


CCH


Electronic


Mail


Electr. 


FP 


Subm.


Paper FPC







   
   
   


 
  Final 
6306.001/303632 19 July 30, 2014 


 


 


Ref. Input Process Output 


1. Arrest Event  Electronic Arrest 
Processing 1.1.1 


 Manual Arrest 
Processing 1.1.2 


 Update the CCH 


 Archive Transaction 


 Submit to FBI 


 Set III Flag 


 


 Arrest Event – The arrest event of an individual subject occurs. 


 Electronic FP Submission – The arrestee’s demographic, arrest event, and charge 


information are entered, and the FP images are scanned to create an electronic ar-


rest FP submission, ready for processing to New Hampshire AFIS. 


 Electronic Arrest Processing 1.1.1 – This is the tagged process wherein the 


electronic arrest FP submission is received and processed electronically into the 


New Hampshire CCH system. 


 Paper FPC – The arrestee’s demographic, arrest event, and charge information are 


entered, and the FP images are “inked and rolled” to create a paper arrest FP sub-


mission ready for mailing to the New Hampshire CCH system. 


 Manual Arrest Processing 1.1.2 –This is the tagged process wherein the paper arrest 


FP submission is received and processed into the New Hampshire CCH system. 


 Update the CCH – The CCH system is updated with new arrest and other data for a 


current SID record, or a new SID record is created. 


 Archive Transaction – A copy of the AFIS transaction is sent to the archive. 


 Submit to FBI – A copy of the submission is formatted for submission to the FBI.  


The response back, indicating the posting, update, or rejection by the FBI, is then 


added to the CCH. 


 Set III Flag – The III flag is calculated and set for this transaction and reported to III, 


as appropriate, by the CCH. 


Electronic Arrest Processing – 1.1.1 


EXHIBIT IV presents a graphical depiction of the steps and work flows involved in the 


processing of electronic arrest submissions into New Hampshire CCH.  The table below 


provides a review of the inputs, processes, and outputs involved with posting electronic 


arrests. 
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Ref. Input Process Output 


1. Electronic FP Submission 
Received 


 Fingerprint Quality 
Control (FQC) 


 Technical Candidate 
Search 


 Tenprint Verification 


 Name Search 


 1:1 Comparison 


 Descriptor Completion 


 Add Arrest to SID 
Number in the CCH 


 Add SID Number and 
Arrest to the CCH 


 Archive Transaction 


 Submit to FBI 


 Set III Flag 


 


 Electronic FP Submission Received – The electronic arrest FP submission is 


received and processed in AFIS. 


 FQC – The FP images in the submission are checked to ensure that the images are 


of sufficient quality for the AFIS processing. 


 QC Accept – The FP submission is forwarded, and a technical candidate search is 


performed. 


 Tenprint Verification – Verification is done by comparing the new submission against 


the results of the technical candidate search. 


» Hit – The verification process matches the submitted print to one of the can-


didates.  The submission is sent to descriptor completion to ensure accuracy, 


and the arrest is added to the existing SID number. 


» No Hit – A name search is launched against the CCH. 


 1:1 Comparison – A 1:1 comparison of the submitted print to the results of the name 


search is conducted.   


» Hit – The 1:1 comparison process matches the submitted print to one of the 


candidates.  The submission is sent to descriptor completion to ensure accu-


racy, and the arrest is added to the existing SID number. 


» No Hit – The submitted arrest is sent to descriptor completion to ensure accu-


racy, and the new SID number and arrest are added to the CCH. 


 Archive Transaction – A copy of the AFIS transaction is sent to the archive. 


 Submit to FBI – A copy of the submission is formatted for submission to the FBI.  


The response back, indicating the posting, update, or reject by the FBI, is then added 


to the CCH. 


 Set III Flag – The III flag is calculated and set for this transaction and reported to III, 


as appropriate, by the CCH. 
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Manual Arrest Processing – 1.1.2 


EXHIBIT V presents a graphical depiction of the steps and work flows involved in processing 


manual arrest submissions into the New Hampshire CCH.  The table below provides a 


review of the inputs, processes, and outputs involved with posting manual arrests. 


 


Ref. Input Process Output 


1. Paper FPC Received  Manual Document 
Intake Processing 


 Electronic Arrest 
Processing 1.1.1 


 Add Arrest to SID 
Number in the CCH 


 Add SID Number and 
Arrest to the CCH 


 Archive Transaction 


 Submit to FBI 


 Set III Flag 


 


 Paper FPC Received – The paper arrest FPC is received, and processing begins in 


CCH. 


 Search CCH by Name/DOB to Find an Existing Master Record – If no match, go to 


Scan FPC. 


 Hit Response With Existing FPC (From a Previous Arrest) – This process consists of 


Manually updating of descriptors, etc. (if appropriate) and entering of arrest and 


charge to create a new arrest record if necessary. 


 Hit Response Without a Previous FPC – Go to Scan FPC. 


 Scan FPC – The card is scanned to marry the FP images with the descriptor data to 


create a complete electronic arrest FP submission. 


 Electronic Arrest Processing 1.1.1 – This is the tagged process wherein the 


electronic arrest FP submission is received and processed electronically into the 


New Hampshire CCH system. 


 Update the CCH – The CCH system is updated with new arrest and other data for a 


current SID record, or a new SID record is created. 


 Archive Transaction – A copy of the AFIS transaction is sent to the archive. 


 Submit to FBI – A copy of the submission is formatted for submission to the FBI.  


The response back, indicating the posting, update, or rejection by the FBI, is then 


added to the CCH. 


 Set III Flag – The III flag is calculated and set for this transaction and reported to III, 


as appropriate, by the CCH. 
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Courts Processing – 1.2 


There are two ways of processing disposition information into the New Hampshire CCH:  


electronically or manually.  The electronic process relies on machine matching of pending 


CAAFF and disposition name/DOB pairs with existing records and presenting the CCH clerk 


with a set of possible matches.  The clerk selects a candidate match and navigates through 


a series of screens comparing incoming information to existing information and decides 


what to update, etc.  The clerk can then save all or part of the electronic CAAFF or 


disposition without rekeying the data.  If no suitable match is found, the clerk can create a 


new record with a click of a button, without having to key the data.    


 


If the court has transmitted a CAAFF and the CCH clerk has successfully matched it to an 


existing master record, the disposition can then be matched automatically on the SIN or 


court charge ID number.  This can be done whether or not an arrest offense exists. 


 


The manual process relies on essentially the same steps, with all inserts/updates having to 


be keyed by the CCH clerk. 


 


EXHIBIT VI provides a graphical depiction of the steps and work flows involved in 


processing CAAFFs and dispositions into the New Hampshire CCH.  The table below 


presents a review of the inputs, processes, and outputs involved with posting CAAFFs and 


dispositions.   


 


Ref. Input Process Output 


1. 


 
 


 


 


Disposition File/Record 
Received  


or 


CAAFF File Received 


 Electronic Disposition 
Processing 1.2.1 


 Manual Disposition 
Processing 1.2.2 


 CAAFF Processing 
1.2.3 


Update the CCH 


 


 


 Adjudication – This is the decision made by the courts. 


 Judgment Recorded With Clerk – The decision is recorded in the clerk’s system. 


 Electronic File:  Electronic Disposition Processing 1.2.1 – This is the tagged process 


wherein the electronic disposition record is received and processed electronically 


into the New Hampshire CCH system. 


 Paper Records:  Manual Disposition Processing 1.2.2 – This is the tagged process 


wherein the paper disposition record is received and processed into the New Hamp-


shire CCH system. 
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 CAAFF File:  CAAFF Processing 1.2.3 – This is the tagged process wherein the 


electronic CAAFF file is received and processed into the New Hampshire CCH sys-


tem. 


 Update the CCH – The CCH system is updated with the disposition of a record. 


Electronic Disposition Processing – 1.2.1 


EXHIBIT VII presents a graphical depiction of the steps and work flows involved in 


processing electronic dispositions into the New Hampshire CCH.  The table below provides 


a review of the inputs, processes, and outputs involved with posting electronic dispositions. 


 


Ref. Input Process Output 


1. Electronic Disposition File 
Received 


 Search by Name/DOB 
or SIN 


 Search/Match Results 


Post Disposition to the 
CCH 


 


 


 Electronic Disposition Record Received – The electronic disposition record is 


received, and processing begins in the CCH. 


 Search CCH by Name/DOB or SIN – A search of the CCH is made for the correct 


arrest record by name and DOB or SIN. 


» Match – The disposition is posted to the correct SID number and arrest rec-


ord.   


Manual Disposition Processing – 1.2.2  


EXHIBIT VIII presents a graphical depiction of the steps and work flows involved in 


processing manual dispositions into the New Hampshire CCH.  The table below provides a 


review of the inputs, processes, and outputs involved with posting manual dispositions. 


 


Ref. Input Process Output 


1. Paper Disposition 
Received 


 Search by Name/DOB 
or SIN 


 Search/Match Results 


Post Disposition to the 
CCH 


 


 Paper Disposition Record Received – The paper disposition card is received, and 


processing begins in the CCH. 
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 Search CCH Name/DOB – A search of the CCH is made for the correct arrest record 


by name and DOB or SIN. 


» Match – The disposition is posted to the correct SID number and arrest rec-


ord.   


CAAFF Processing – 1.2.3 


EXHIBIT IX presents a graphical depiction of the steps and work flows involved in 


processing CAAFF records into the New Hampshire CCH.  The table below provides a 


review of the inputs, processes, and outputs involved with posting CAAFF records. 


 


Ref. Input Process Output 


1. CAAFF File Received  Search by Name/DOB 
or SIN 


 Search/Match Results 


Post CAAFF record to the 
CCH. 


 


 CAAFF File Received – The electronic CAAFF file is received, and processing 


begins in the CCH. 


 Search CCH by Name/DOB or SIN – A search of the CCH is made for the correct 


arrest record by name and DOB or SIN. 


» Match – The disposition is posted to the correct SID number and arrest rec-


ord.   


Annulment Processing – 1.3 


EXHIBIT X presents a graphical depiction of the steps and work flows involved in processing 


annulments into the New Hampshire CCH.  The table below provides a review of the inputs, 


processes, and outputs involved with annulment processing. 


 


Ref. Input Process Output 


1. Paper Annulment Order 
Received 


 Inquire on CCH 
Records 


 Review Annulment 
Order and CCH 
Records 


 Fee Paid? 


Expunge Arrest or Record 
From the CCH 
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 Annulment Order Received – The annulment document is received, and processing 


begins in the CCH. 


» No – Stop processing until fee paid, keep paperwork. 


» Yes – Inquire on CCH record for SID number. 


 Accept – Accept order to annul arrest. 


 Fee Paid?  – Has the correct fee been paid? 


3. Inquiries and Responses – 2  


Several decision makers and key stakeholders in the New Hampshire criminal justice 


community depend on and require access to the information contained in the New 


Hampshire CCH.  These stakeholders include law enforcement, prosecutors, the courts, 


DOC, the public, and several state licensing agencies that are legislatively mandated to 


perform criminal background checks on individuals as a part of the process and duties 


performed by these agencies.  EXHIBIT I, shown on a previous page, provides an overview 


of the flow of inquiries from originating entities and stakeholders to the New Hampshire 


CCH, as well as the responses back to the originating agency as a result of the inquiries.  


The subsections below expand on the inquiry/response role of the New Hampshire CCH in 


EXHIBIT I, explaining the tagged processes in further detail. 


Criminal Inquiry/Response Processing – 2.1  


There are two ways of processing criminal inquiries through the New Hampshire CCH:  FP-


based or name-based.  Authorized Criminal Justice Information Sharing (CJIS) users can 


perform name-based inquiries using the OpenFox Message Switch application.  Other 


name-based criminal inquiries are processed by CCH clerks using the MS Access CCH 


client application.  These requests come into the Criminal Records Bureau by mail or 


telephone.  EXHIBIT XI presents a graphical depiction of the steps and work flows involved 


in processing criminal inquiries and responses from the New Hampshire CCH.  The table 


below provides a review of the inputs, processes, and outputs involved with criminal inquiry 


processing. 


 


Ref. Input Process Output 


1. Criminal Inquiry Received  Criminal FP-Based 
Inquiry Processing 
2.1.1 


 Criminal Name-Based 
Processing 2.1.2 


Response Returned to 
User 
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 Criminal Inquiry – A criminal inquiry is made of the system. 


 Electronic FP:  Criminal FP-Based Inquiry Processing 2.1.1 – This is the tagged 


process wherein a CJIS agency submits an electronic FPs for identification verifica-


tion which is processed electronically through AFIS. 


 Electronic Name:  Criminal Name-Based Processing 2.1.2 – This is the tagged 


process wherein the electronic name-based inquiry is received and processed 


through the New Hampshire CCH system. 


 Response From the CCH – Results of the inquiry are returned to the user. 


Criminal FP-Based Inquiry Processing – 2.1.1 


EXHIBIT XII presents a graphical depiction of the steps and work flows involved in 


processing criminal FP-based inquiries and responses from the New Hampshire CCH.  The 


table below provides a review of the inputs, processes, and outputs involved with the 


processing of criminal FP-based inquiries. 


 


Ref. Input Process Output 


1. Electronic FP Inquiry 
Received 


 FQC 


 Technical Candidate 
Search 


 Tenprint Verification 


 1:1 Comparison 


 Subject ID Verification 
Response to Request-
ing Agency 


 No-Hit Response to 
Requesting Agency  


 


 Electronic FPC or Paper FPC Received – The FP-based submission, electronic or 


paper, is received, and processing begins in AFIS.  If paper, the submission is 


scanned to create the electronic record for processing. 


 FQC – The FP images in the submission are checked to ensure that they are of 


sufficient quality for AFIS processing. 


 FQC Accept – The FP submission is forwarded, and a technical candidate search is 


performed. 


 Hit – The tenprint verification process matches the submitted print to one of the 


candidates.  Hit response is returned to the requesting agency.   


 NO Hit – No hit response returned to the requesting agency. 


Criminal Name-Based Inquiry Processing– 2.1.2 


EXHIBIT XIII presents a graphical depiction of the steps and work flows involved in 


processing criminal name-based inquiries and responses from the New Hampshire CCH.  


Certain authorized CJIS users can perform their own searches using the OpenFox Message 
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Switch application.  CCH clerks also process name based inquiries received via mail or 


telephone using the CCH client application.  The table below provides a review of the inputs, 


processes, and outputs involved with the processing of criminal name-based inquiries. 


 


Ref. Input Process Output 


1. Inquiry Received  Name-Based Inquiry 


 Inquiry Results 
Candidate List 


Rap Sheet Response to 
User 


 


 Criminal Inquiry – The name-based inquiry is entered by the user.   


 Name-Based Electronic Inquiry to the CCH – The inquiry is processed through the 


CCH, resulting in a candidate list returned to the user. 


 Determination by User Whether or Not There Is a Match in the Candidate List – User 


runs the record by SID to obtain the rap sheet. 


 Rap Sheet Electronic Response From the CCH – A rap sheet response is generated 


in OpenFox and displayed to the user.  In the CCH client application, users may se-


lect a full rap sheet or conviction only report.  Both applications allow users to print 


the rap sheet if necessary. 


Applicant Inquiry/Response Processing – 2.2 


EXHIBIT XIV presents a graphical depiction of the steps and work flows involved in 


processing applicant inquiries and responses from the New Hampshire CCH.  FP inquiry 


and name-based inquiry are performed simultaneously for all applicant processing.  The 


table below provides a review of the inputs, processes, and outputs involved with applicant 


inquiry processing. 


 


Ref Input Process Output 


1. Applicant Inquiry Received  Applicant FP-Based 
Processing 2.2.1 


 Applicant Name-
Based Processing 
2.2.2 


Response Returned to 
User 


 


 Applicant Inquiry – An applicant inquiry is made of the system. 


 Electronic/Paper:  Applicant FP-Based Processing 2.2.1 – This is the tagged process 


wherein the electronic applicant FP-based inquiry is received and processed elec-


tronically into and through AFIS. 
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 Paper:  Applicant Name-Based Processing 2.2.2 – This is the tagged process 


wherein the paper name-based inquiry submission is received and processed 


through the New Hampshire CCH system. 


 Response From the CCH – Results of the inquiry are returned to the user. 


Applicant FP-Based Inquiry Processing – 2.2.1 


EXHIBIT XV presents a graphical depiction of the steps and work flows involved in 


processing applicant FP-based inquiries and responses from New Hampshire CCH.  The 


table below provides a review of the inputs, processes, and outputs involved with the 


processing of applicant FP-based inquiries. 


 


Ref. Input Process Output 


1. FP-Based Inquiry Received  Fee Paid? 


 FQC 


 Technical Candidate 
Search 


 Tenprint Verification 


 Name/DOB Search 


 Positive Inquiry 
Response to User  


 No Record Response 
to User 


 


 Applicant Packet Reviewed – The documents are reviewed for completeness and 


accuracy and the receipt of correct fee is confirmed prior to beginning.  If errors are 


found, the entire packet is returned to the submitter. 


 Electronic FPC or Paper FPC Received – The FP-based submission, electronic or 


paper, is received, and processing begins at clerical review.  If paper, the submission 


is scanned to create an electronic record for processing. 


 FQC Accept – The FP submission is forwarded, and a technical candidate search is 


performed. 


 AFIS Tri-State (New Hampshire, Vermont, or Maine) Hit Response – The tenprint 


verification process matches the submitted print to one of the candidates.  The clerk 


writes the SID on the paper FPC or electronic face sheet and launches an IAFIS 


search. 


 AFIS Tri-State (New Hampshire, Vermont, or Maine) No Hit Response –IAFIS search 


is launched.  


 IAFIS Search – The tenprint images are sent to IAFIS for another search. 


 IAFIS Hit Response – The clerk prints the SRE (Submission Results) and attaches it 


to the paper FPC or electronic face sheet and stamps it with the “FBI Hit” stamp. 
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 IAFIS No Hit Response - The clerk stamps the paper FPC or electronic face sheet 


with the “FBI No Hit” stamp. 


 


The Applicant Name-Based Search is performed simultaneously.  See Process 2.2.2 below. 


Applicant Name-Based Processing – 2.2.2 


EXHIBIT XVI presents a graphical depiction of the steps and work flows involved in 


processing applicant name-based inquiries and responses from New Hampshire CCH. This 


process is followed for all applicant inquiries, whether or not fingerprints are also required.  


The table below provides a review of the inputs, processes, and outputs involved with the 


processing of applicant name-based inquiries. 


 


Ref Input Process Output 


1. Inquiry Received  Fee Paid? 


 Name-Based Inquiry 


 Inquiry Results 


 Positive-Inquiry 
Response to User 


 No-Hit Response to 
User 


 


 Applicant Packet Reviewed – The documents are reviewed for completeness and 


accuracy and the receipt of correct fee is confirmed prior to beginning.  If errors are 


found, the entire packet is returned to the submitter. 


 Name/DOB-Based CCH Inquiry – The name/DOB-based inquiry is made in the CCH.   


 CCH Name/DOB Hit – The dissemination is recorded, the record is printed if 


necessary (convictions only), and fees are processed in the CCH FAUD module. 


 CCH Name/DOB No-Hit Response Post – Fees are processed in the CCH FAUD 


module and the inquiry form is stamped with the “No Record” stamp.
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III. SOR Overview 
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III. SOR Overview 


This section provides a brief high-level overview of the core elements of SOR records in 


New Hampshire, contributors of SOR information, and how information is contributed to the 


SOR. 


 


The SOR unit is responsible for maintaining the database of all registered sex offenders 


within the State of New Hampshire.  Offenders are now required to register with their local 


police departments either quarterly or semiannually; they must also register any change in 


their personal information within 5 business days, which includes temporary addresses, 


vehicles, telephone numbers, and e-mail accounts, and that information is sent to the 


registry for daily updates.  The SOR unit processed 11,237 registration forms in 2013.  On a 


weekly basis the information received on these forms that is entered into the database is 


updated to the NHSP public Web site.  That information is maintained by the SOR unit.  This 


information includes an up-to-date warrants list and information on offenders against 


children (Megan’s Law), including the photographs of offenders available to the public.  


Offenders must also pay an annual $50 registration fee.  If an offender is indigent, he/she 


may request a hearing through the Bureau of Hearings, Concord, which is attended by 


NHSP personnel. 


 


In addition to the registration requirements, the NHSP is statutorily responsible for the 


verification of sex offender addresses twice a year.  There are currently 2,588 active sex 


offenders residing or working in New Hampshire.  The address verifications are conducted 


by both certified mailings and in-person compliance checks by New Hampshire state 


troopers.  The SOR is also responsible for determining the reasonably equivalent offense for 


out-of-state sexual offenders who move to New Hampshire.  If an offender does not agree 


with the SOR’s determination, he/she can request a hearing to dispute the determination.  


The SOR unit is also the only New Hampshire law enforcement agency responsible for 


tracking sex offenders who provide out-of-state relocation addresses when released from 


county jails or the New Hampshire state prison. 


A. SOR Record Construct 


There are two primary documents to SOR operations.  The first is the Notice of Requirement 


to Register that is received from the Courts, signed by the offender.  APPENDIX B presents 


a sample copy of the Notice of Requirement to Register as completed, signed, and sent by 


the courts.  Second, all sex offender registrations in New Hampshire are performed using 


the universal DSSP 311 form.  The data elements found on DSSP 311 constitute the current 


SOR record construct.  APPENDIX C presents a copy of DSSP 311.  Finally, every 


registration submitted is completed on a 311, and any supplemental information to the sex 


offender registrations is entered using either the DSSP 311A or 341 form.  311A is 


submitted only if there is additional information that cannot be completed on the 311.  The 


341 can be submitted for minor offender changes listed and is mailed in by the offender.  


The data elements found on DSSP 311A or 341 forms constitute the current SOR record 


updates or supplemental constructs.  APPENDIX D presents copies of DSSP 311A and 341. 
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B. SOR Data Contributors 


The data contributors to the New Hampshire SOR today include: 


 


 Local law enforcement. 


 NHSP troop stations. 


 New Hampshire DOC. 


 New Hampshire Courts. 


 


All registrants for SOR appear in person at one of the above to complete the registration 


process with a representative of that agency. 


C. SOR Data Capture Methods 


All SOR registrations are conducted with the manual completion and mailed-in submission 


of the DSSP 311 form.  Included with the registration at the local level is the capture of a 


photo of the registrant, which is either submitted manually with the hard-copy DSSP 311 


form or e-mailed separately to the New Hampshire SOR unit with reference to a specific 


registrant. 


 


Once all registration forms are received via mail at DOS, all registrations are then entered 


into SOR manually by SOR unit staff.  Depending upon the offense, each registrant is 


required to register a number of times per year.  Each of these registrations requires the 


recapture of all registration information on the DSSP 311 form, which is then mailed and 


reentered by the SOR unit again with each reregistration, as required by law. 


D. Registration Fees 


The SOR unit collects annual fees for each sex offender registration.  Fees for SOR 


registration services are processed and tracked through the FAUD subsystem.  Offenders 


are required to pay their fees annually within 17 days of their birthday.  Any offender who 


fails to pay a fee can be charged with a violation offense.  Reports are generated to track 


that information but need to be manually confirmed. 


E. Existing SOR Interfaces 


The primary interface for the New Hampshire SOR is with the National Sex Offender 


Registry (NSOR) hosted by the FBI and the National Crime Information Center (NCIC).  The 


New Hampshire SOR creates an extract of events that qualify for inserting new or updating 


existing records in NSOR.  The extract is pushed to the J-One message switch for parsing 


and processing in real time, in accordance with NCIC standards. 
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F. SOR Application Basics 


The current SOR application is organized to help the SOR unit to manage daily workload 


using a number of basic functions including: 


 


 New Offender Data Entry – Allows for the staging of a new offender entry.  Because 


multiple documents are required as proof prior to registration, this area allows for the 


gathering of this information prior to official registration. 


 Offender Registration – Allows for the official registration of an offender after an entry 


of subsequent registration events once a number of qualifying data elements are col-


lected. 


 Offender Searching – Allows for the searching of registered offenders using a 


number of criteria. 


 NSOR Messaging – Allows the operator to view registration-related responses from 


the FBI’s NSOR system. 


 Reporting – Provides access to a series of SOR-related reports. 


 


The current SOR application stores the following types of information regarding registered 


offenders: 


 


 Aliases. 


 Permanent addresses. 


 Address verifications. 


 Passport, travel, immigration documents. 


 Scars, marks and tattoos. 


 Pictures. 


 Professional licenses. 


 Telephones. 


 Vehicles. 


 Schools. 


 Employers. 


 SIDs. 


 Internet IDs and “screen” names. 


 Fees. 







   
   
   


 
  Final 
6306.001/303632 34 July 30, 2014 


 Hearings. 


 Suspension. 


 Offenses. 


 Comments. 


G. SOR Reports 


The following is a listing of the reports and other outputs available and used by the 


New Hampshire SOR unit in the operation of the SOR: 


 


 Address Verification: 


» Pending Report – Address verification pending report. 


» Problems Report – Address verification problems report. 


» Unverified Report – Address verification unverified report. 


 Fee Reports: 


» Agency Fees Due – Amounts due various agencies for the selected time pe-


riod. 


» Daily Closeout – Daily closeout report. 


» Daily Instrument – Daily instrument summary. 


» Daily Mistakes  – Daily fee mistake report. 


» Daily Revenue – Daily revenue source summary. 


» Fee Detail – Fee detail report. 


» Fee Detail by Transaction – Fees for searches by transaction number. 


» Fees Collected by Agency – Individual fees collected, between specified pa-


rameters, listed by agency. 


» Fees Collected by Date – All fees collected, between specified parameters, 


listed by date. 


» Orphaned Fees – Lists by registration year, payments made that do not have 


a matching registration. 


» Registrations Without Fees – Offender registrations that do not have associ-


ated fee payments. 
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 Mailings (Certified In-State): 


» 01 Certified Letters Annual:  Physical Addresses – Certified letters using the 


physical address for active in-state offenders' annual registration. 


» 02 Certified Letters Semiannual:  Physical Addresses – Certified letters using 


the physical address for active in-state offenders' semiannual registration. 


» 03 Certified Labels Annual:  Physical Addresses Labels – Labels using the 


physical address for active in-state offenders. 


» 04 Certified Labels Semiannual:  Physical Addresses Labels – Labels using 


the physical address for active in-state offenders' semiannual registration. 


» 05 Certified Letter Annual Duplicates:  Physical Addresses – Certified letter 


duplicates using the physical address for active in-state offenders. 


» 06 Certified Letter Semiannual Duplicates:  Physical Addresses – Certified 


semiannual letter duplicates using the physical address for active in-state of-


fenders. 


 Mailings (Homeless): 


» 01 Homeless Letters Annual – Homeless letters for active in-state offenders. 


» 02 Homeless Letters Semiannual – Homeless letters for active in-state of-


fenders’ semiannual registration. 


» 03 Homeless Letters Annual Duplicates – Homeless duplicate letters for ac-


tive in-state offenders. 


» 04 Homeless Letters Semiannual Duplicates – Homeless duplicate letters for 


active in-state offenders semiannual registrations. 


 Mailings (Other): 


» 01 Problem Letters:  Physical Addresses – Problem letters using the physical 


address for active in-state offenders. 


» 02 Problem Letters:  Semiannual Physical Address – Problem letters using 


the physical address for active in-state offenders' semiannual registration. 


» 03 Problem Letters:  Annual Duplicates – Problem duplicate letters for active 


in-state offenders' annual registration. 


» 04 Problem Letters:  Semiannual Duplicates – Problem duplicate letters for 


active in-state offenders' semiannual registration. 


» 05 Extended Term Letter – Offenders sentenced to an extended term of im-


prisonment that must verify their address every 90 days. 


» 06 Mailing Address Labels – Mailing labels for offenders with the selected 


birth month. 
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» 07 Physical Address Labels – Mailing labels using the physical address for 


offenders with a PO box for a mailing address. 


 Mailings (Out of State): 


» 01 Out-of-State Letters Annual:  Mailing Addresses – Letters using the mail-


ing address for active out-of-state offenders’ annual registration. 


» 02 Out-of-State Letters Semiannual:  Mailing Addresses – Letters using the 


mailing address for active out -of-state offenders’ semiannual registration. 


» 03 Out-of-State Labels Annual:  Mailing Addresses Labels – Labels using the 


mailing address for active out-of-state offenders. 


» 04 Out-of-State Labels Semiannual:  Mailing Addresses Labels – Labels us-


ing the mailing address for active out-pf-state offenders' semiannual registra-


tion. 


» 05 Out-of-State Letter Annual Duplicates:  Mailing Addresses – Out-of-state 


letter duplicates using the mailing address for active out-of-state offenders. 


» 06 Out-of-State Letter Semiannual Duplicates:  Mailing Address – Out-of-


state semiannual letter duplicates using the mailing address for active out-of-


state offenders. 


 Mailings (PO Box): 


» 01 PO Box Letters Annual – PO box letters for active in-state offenders. 


» 02 PO Box Letters Semiannual – PO box letters for active in-state offenders’ 


semiannual registration. 


» 03 PO Box Letter Duplicates Annual – PO box duplicate letters for active in-


state offenders. 


» 04 PO Box Letter Duplicates Semiannual – PO box duplicate letters for active 


in-state offenders' semiannual registration. 


 Miscellaneous: 


» Outstanding Appeals – A list of appeal requests that are more than 10 days 


old and do not yet have an appeal date set. 


» Outstanding Hearings – A list of hearing requests that are more than 10 days 


old and do not yet have a hearing date set. 


 Offender Statistics: 


» 10-Year Registration Expirations – Offenders completing their 10-year regis-


tration requirement within the next month. 


» Active Offenders Without FBI Numbers – Active offenders without FBI num-


bers. 
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» Aggravated Sexual Assault Against Children  – Offenders with aggravated 


sexual assault against children. 


» All Offenders – All New Hampshire sexual offenders. 


» Emancipated Juvenile Offenders – Court-ordered juvenile offenders that have 


attained 17 years of age or will turn 17 within the next month. 


» Non-Compliant Offenders:  Fees – Active offenders out of compliance with 


fee payment requirements. 


» Non-Compliant Offenders:  Fees (On Demand) – Active offenders out of 


compliance with fee payment requirements.  This report will run a procedure 


that takes about 10 minutes. 


» Non-Compliant Offenders:  Reg – Active offenders that are out of compliance 


with registration requirements Non-Compliant Offenders:  Reg (On Demand) 


– Active offenders that are out of compliance with registration requirements.  


This report will run a procedure that takes about 22 minutes. 


» Offenders by Town – Number of offenders residing in each New Hampshire 


town. 


» Offenders With Out-of-State Mailing Address – Offenders with out-of-state 


mailing addresses to check physical address. 


» SOR Offenders Not in NCIC – Active offenders with FBI numbers in the New 


Hampshire SOR database that are not in NCIC as of August 2007. 


» Unverified Addresses by DOB Month – Select a birthday month to view of-


fenders with unverified permanent physical addresses. 


» Warrants – Offenders that have open warrants. 


 Suspension: 


» 1-Suspension Warning Letters – Suspension warning letters. These three 


reports must be run in order. 


» 2-Suspension Compliance Notification Letters – Suspension compliance noti-


fication letters.  These three reports must be run in order. 


» 3-Suspension DMV Notification Letters – Suspension Department of Motor 


Vehicles (DMV) notification letters.  These three reports must be run in order. 


» Warning Letter Duplicate – Suspension warning letter duplicate. 


» Warning Letters Sent – Suspension report. 


 Public List Export – Weekly export to the Department of Information Technology 


(DoIT) Web Services Division to be included on the state Web site. 







   
   
   


 
  Final 
6306.001/303632 38 July 30, 2014 


H. SOR Organization 


The graphic below illustrates the organizational hierarchy of current SOR support, followed 


by a high-level and general description of associated duties. 


 


 
 


 


 


 Unit Commander – The unit commander is sworn and has the ultimate responsibility 


for the management and operation of the SOR.  This includes all manner of infor-


mation collection, storage, retrieval and distribution (reporting), personnel, and oper-


ations.  Day-to-day management duties include managing registrations, attending fee 


hearings, reviewing financials, and serving as an escalation point for operational is-


sues.  Finally, the Unit Commander maintains close relations with local law enforce-


ment for purposes of managing registrants that are out of registration compliance. 


 Civil Supervisor – The civil supervisor is also tasked with the day-to-day manage-


ment of SOR operations and personnel, with a primary focus on registering new of-


fenders and updating the registrations of existing offenders and the associated col-


lection of supporting documentation pursuant to  the New Hampshire RSAs)and 


federal Sex Offender Registration and Notification Act (SORNA) requirements.  The 


civil supervisor also supports the operation of other positions within the unit.  


 Program Assistant (Fees) – This program assistant position has the primary 


responsibility of accounting for collected SOR fees.  Tasks include data entry, day-


end closing, preparation of reports for management review, and reconciliation of 
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payments with the DOS business office.  Other duties include assistance with ad-


dress verifications, fee hearings, and monitoring/follow-up of outstanding fees. 


 Program Assistant (Forms) – This program assistant position is responsible for 


handling DOR forms entry, coordinating documentation requests from the courts, 


preparing new offenders for entry, and conducting other various administrative duties 


relative to forms management and data entry. 


 Counter Clerk II (Files) – This clerk manages the hard-copy filing system associated 


with the SOR operation.  This includes checking files in and out, tracking their loca-


tion, prepping files for updates as requested, and maintaining associated logging. 


I. SOR Work Flows 


This subsection of the current state analysis outlines the primary work flows that exist and 


influence the data included in the New Hampshire SOR.  This subsection reviews the two 


current high-level roles of the New Hampshire SOR, Repository Management and Inquiries 


and Responses, and includes a detailed examination of the work flows associated with the 


processing involved in both roles. 


1. Roles 


The current New Hampshire SOR system and data can be characterized as serving two 


major roles:  The first is managing the SOR repository data, and the second is responding to 


inquiries on SOR data received from law enforcement and other CJIS agencies and the 


general public.  Inquiries come in via telephone and a Web page.   


2. Repository Management – 1 


A number of organizations contribute to the construction of New Hampshire sex offender 


records.  These organizations include local law enforcement, corrections, the courts, and 


New Hampshire DOS.  EXHIBIT XVI presents an overview of the flow of information from 


originating agencies to the Repository Management aspect of the SOR system.  The next 


subsection addresses the Repository Management role of the New Hampshire SOR. 


SOR Processing – 1.4 


All processing of SOR registration information into the New Hampshire SOR is manual.  


Record linking is all based on registrant name among records in the New Hampshire SOR. 


 


EXHIBIT XVII presents a graphical depiction of the steps and work flows involved in the 


processing of SOR registration information into the New Hampshire SOR.  The table below 


provides a review of the inputs, processes, and outputs. 
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Ref. Input Process Output 


1. Receipt of Paper SOR 
Registration Form 


Manual SOR Processing 1.4 SOR Updated With 
Registration Information 


2. Receipt of Disposition 
Information 


Manual SOR Processing 1.4 SOR Updated With Court 
Information 


3. Receipt of Initial 
Registration or 
Reactivation Upon 
Release from 
Incarceration. 


Manual SOR Processing 1.4 SOR Updated With 
Registration Information 


 


 Paper Documents:  Manual SOR Processing 1.4 – This is the process wherein the 


paper SOR registration record is received, entered, and processed into the 


New Hampshire SOR system. 


 SOR Updated – The SOR system is updated with the SOR information. 


 National Databases Updated – The SOR sends updates to the NSOR hosted by 


NCIC.  In addition, the SOR sends a file to DoIT that is used for populating the state 


public SOR Web site and the National Sex Offender Public Website (NSOPW).  


Inquiries and Responses – 2 


Outside the SOR unit at DOS, inquiries on the SOR are made by accessing the SOR Web 


site maintained by DoIT using a periodic copy of the SOR production database.  Special and 


law enforcement inquiries and reports are currently available by contacting the SOR unit of 


New Hampshire DOS.  Specialized reports are utilized and generated by SOR unit staff in 


the conduct of operations of this unit. 
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IV. Technical Overview 
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IV. Technical Overview 


This section provides an overview of the current New Hampshire CCH and SOR operating 


environments, including a look at each of the aspects of facilities, hardware, software, 


databases, and records in the system.  The CCH includes a set of database applications 


and a variety of interfaces, such as the New Hampshire AFIS and the FBI’s Integrated 


Automated Fingerprint Identification System (IAFIS), among others.  SOR includes a 


database and application that interfaces with the national SOR and NCIC through the SMS. 


 


The CCH and SOR systems are operated out of a single data center facility in Concord.  


The data center provides a mission-critical operational environment, including staffing; 


power; heating, ventilating, and air-conditioning (HVAC); and security. 


A. Hardware 


This subsection outlines the hardware products that are currently deployed in the 


New Hampshire CCH and SOR operating environments. 


1. Overview 


The diagram below provides a high-level view of the hardware components inherent to the 


NHSP CCH and SOR environments. 
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Note: 


 


 MS SQL Server – This machine hosts the SQL Server relational databases for SOR, 


FAUD and CRIS. 


 DOS File Server – This machine hosts the MS Access 2010 Client applications for 


CHRI, SOR, FAUD, PLID and CRIS. 


 Java App Server – This machine hosts the Java applications that interface CRIS with 


NHFirst, the state’s finance/administration enterprise. 


2. Product Review 


The specifics regarding each of the hardware products utilized in the NHSP CCH and SOR 


environments are outlined below. 


 


Ref Hardware Product Application 


CCH 


1. Windows 7 Desktop Computers Microsoft (MS) Access 2010 CCH GUI 
Client 


2. Windows 7 Desktop Computers MS Access 2010 CRIS GUI Client 


3. Windows 2003 Server SQL Server 2000 – CRIS Database 


4. Windows 2003 Server CRIS Java Interfaces: (Java 1.6): 


 NHFirst Interface 


 Automated Verification Program 


 Automated Reconciliation 
Program 


5. IBM AIX Mirrored Servers Oracle 11g CCH RDBMS 


6. Windows 2003 Server SQL Server 2000 – FAUD Database 


SOR 


7. Windows 7 Desktop Computers MS Access 2010 SOR GUI Client 


8. Windows 2003 Server SQL Server 2000 – SOR database 


9. Windows 2003 Server SQL Server 2000 – FAUD database 


10. IBM AIX Mirrored Servers Oracle 11g CCH RDBMS 


B. Software 


This subsection provides an overview of the software products that are currently deployed in 


the CCH and SOR operating environments. 
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The HP Data Protector product is used to manage backups to a tape library for the SQL 


Server environment at DOS.   


 


For New Hampshire’s Oracle enterprise systems, an Oracle/IBM Aix solution, OVM, is used 


for the virtual environment. Similar to the Windows environment, this solution provides a 


highly scalable and high-availability environment.  A local batch process is employed to back 


up to a standalone tape backup. 


C. Network 


Below is an outline of the network topology currently employed in the NHSP CCH and SOR 


operating environments? 


 


 State Network Environment – The state operates multiple wide-area networks using 


various technologies, including frame relay, fiber, dedicated lines, wireless, Voice 


over IP (VOIP), and virtual private network (VPN) technologies. Networks have vary-


ing levels of integration and connectivity to the statewide core for resource sharing 


and centralized administration by DoIT.  Direct support is provided for 21 partner 


agencies; other state agencies support their own networks, outsource the support, or 


use the resources of another agency. 


 Internet Access – All New Hampshire agencies are connected to the state’s intranet, 


which is being redesigned to function as the statewide core network in addition to 


facilitating access to e-mail, the Internet, and the state’s financial applications.  Some 


agencies additionally have their own Internet service providers.  CJIS compliance is 


required in all cases.  


1. Overview 


The diagram below provides a high-level view of the network topology inherent to the 


New Hampshire CCH and SOR environments. 
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2. Interface Review 


The specifics regarding each of the network elements utilized by the users of the 


New Hampshire CCH and SOR environments are outlined below. 


 


Ref 
System Name 
(Host Agency) Purpose Frequency 


CCH 


1. Criminal History (DOS) Hosts New Hampshire Criminal 
History Tables 


Real Time 


2. FAUD (DOS) Fee Audit Real Time 


3. 
CRIS (DOS) 


Off-Site Only Payment/Invoice 
Processing 


Batch 


4. J-One (DOS-NHSP 
Message Switch) 


Respond to Inquiries on New 
Hampshire Criminal History via 
Nlets – the International Justice & 
Public Safety Information Sharing 
Network (formerly NLETS) 


Real Time 


5. J-One (DOS-NHSP 
Message Switch) 


 Transmit Information From 
History 


 Respond to Inquiries on New 
Hampshire Criminal History via 
Nlets 


Real Time 
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Ref 
System Name 
(Host Agency) Purpose Frequency 


SOR 


6. NSOR (DOS) Hosts Sex Offender Tables Real Time 


7. FAUD (DOS) Fee Audit Real Time 


8. 
Criminal History (DOS) Report on Sex Offenders’ “Other” 


Crimes 
Real Time 


9. SOR (DOS) VISION DMVRecord (Future) Real Time 


10. 
J-One (DOS-NHSP 
Message Switch) 


Transmit Offender Information to 
NSOR via Nlets 


Real Time 


11. 
New Hampshire State 
SOR Public List (DoIT) 


Allow Public Access to Limited 
Information on Offender’s Location in 
New Hampshire  


Real Time 


D. Data Structures and Volumes 


This subsection reviews the current high-level CCH schema and database table structures, 


as well as the volumes of records and transactions. 


1. Overview 


The data dictionaries for both New Hampshire CCH and SOR can be found in APPEN-


DICES E and F.  Following are the total record volumes and transactions counts available 


for both the CCH and the SOR systems. 


Data Record Volumes 


The following table provides a high-level overview of the CCH and SOR data records by 


type for calendar year 2013: 


 


Ref. Records Category Total Records 


CCH 


1. Total Criminal:  Automated and Partial 454,722 


2. Total Criminal:  Non-Automated 25,107 


3. Total Criminal 479,829 


4. Total Applicants N/A 


5. Total Juveniles 4,716 


6. Total Warrants N/A 


7. Total Criminal, Applicants, Juveniles, and Warrants 484,545 
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Ref. Records Category Total Records 


SOR 


8. Total Active Offenders: 


 Tier III 


 Tier II 


 Tier I 


2,588 


1,596 


744 


242 


9. Total Inactive Offenders 3,019 


10. Total Offenders 5,607 


11. Offenders With New Hampshire Convictions 5,406 


12. Offenders With Out-of-State Convictions 103 


13. Active Offenders With New Hampshire Convictions 2,550 


14. Active Offenders With Out-of-State Convictions 51 


Transaction Volumes 


The following table provides a high-level overview of the CCH and SOR transaction volumes 


by type for calendar year 2013: 


 


Ref. Category Totals 


CCH 


1. Percentage of Criminal Bookings Received Electronically 60% 


2. Number of Criminal FPCs Received per Day 100 


3. Number of Criminal Bookings Processed on AFIS 31,309 


4. Number of Annulments Processed 3,859 


5. Number of Annulments Received N/A 


6. Percentage of Received Requests Processed N/A 


7. Percentage of Arrest Dispositions Received Electronically 100% 


8. Number of Criminal FPCs Processed 31,285 


9. Number of Applicant Requests Received N/A 


10. Number of Applicant Requests Processed 130,902 


11. Number of Disposed Court Cases Received Electronically 63,068 


12. Number of Disposed Charges Received Electronically 108,263 







   
   
   


 
  Final 
6306.001/303632 48 July 30, 2014 


Ref. Category Totals 


SOR 


13. Number of Registration Forms Entered in 2013 13,434 


14. Number of Fee Transactions Entered in 2013 2,093 


15. Number of Registration Forms Processed per Month (Average) 900–1,000 
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V. Findings and Recommendations 
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V. Findings and Recommendations 


This section outlines a series of findings and recommendations associated with the review 


of the current CCH and SOR environments in New Hampshire.  Findings and recommenda-


tions are organized by area of review above, including the CCH and SOR business 


operations, followed by the technical environment for both. 


A. Business Environments 


The following findings are based on the review of both the CCH and SOR business 


operations environment: 


A-1. Generating responses to applicant inquiries (both FP- and name-


based) is a very labor-intensive and manual process.  To the ex-


tent that responses vary according to the statutory authority of 


the inquiring entity, there may be an added burden to the re-


sponse task. 


The current CCH environment only supports automated responses to criminal inquiries 


when the originating agency or user is allowed to see the full rap sheet response using the 


OpenFox Message Switch application.  Responses to the majority of the civil FP- and name-


based submissions and inquiries require a manual process of taking the results of the civil 


inquiry and manually creating the paper response to each civil inquiry based on the specific 


authorizations granted to the originating agency or user.  Given that applicant identifications 


are the most voluminous when compared to criminal workload, this issue is increasingly 


more acute. 


 


Recommendation:  Seek a CCH solution that will allow for a higher level of automation and 


functionality, especially with regard to generating responses and notifications as necessary, 


and automating the means of transmitting these responses throughout the system. 


 A-2. All SOR registrations and updates are completed on hard-copy 


forms and mailed to the SOR unit for entry into the system. 


By the nature of this reporting process, there is the potential for incomplete and/or 


inaccurate data collected at the point of reporting with the registrant.  Further, there is an 


inherent delay in getting this information entered into the SOR system and posted for 


reference.  The paper reporting system also creates difficulties in verification of the 


information reported by the registrant. 


 


Recommendation:  Seek an SOR solution that automates the collection of registrant data, 


can provide verification tools in a real-time environment, and can then transmit the 


registration or other update information in real-time fashion to SOR. 
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A-3. All SOR records (registrations/updates) are entered into the 


system manually. 


As with CCH operations, the ongoing and extremely labor-intensive processes required of 


the SOR unit staff to process this incoming data to the SOR system hampers its accuracy, 


completeness, and timeliness.  This level of manual activity also increases the potential for 


data entry errors due to the overall effort to enter the daily incoming data. 


 


Recommendation:  Seek an SOR solution that automates the intake and processing of 


registrant data, can provide real-time analysis, and can then exchange appropriate SOR 


data to other agencies and entities as necessary. 


A-4. Generating notifications to registrants and other interested 


parties, including other correspondence, is a very labor-intensive 


and manual process. 


The current SOR environment only supports manual notifications and other correspondence 


to registrants and others involved with the SOR.  The manual nature of this effort, coupled 


with the requirement for multiple registrations per year based on offense of conviction, 


makes this issue and effort increasingly more acute. 


 


Recommendation:  Seek an SOR solution that automates the generation of notifications 


and other correspondence as necessary.  The new solution should also support electronic 


means of transmitting notifications and correspondence to the recipients or agencies. 


A-5. The functional environment under which CCH and SOR records are 


collected and maintained is high-risk and publicly visible. 


Criminal justice community stakeholders in New Hampshire as well as DOS process and 


store information on some of the most hazardous members of the criminal community.  This 


is a high-risk responsibility with keenly interested constituents, including the public, 


employees, employers, victims, and the offenders themselves, that is highly visible and by 


its nature, poses an ongoing risk to DOS and the state relative to maintaining the infor-


mation in these systems. 


 


Recommendation:  Seek contemporary standards-based and highly configurable CCH and 


SOR solutions that will automate the collection and management of data in both environ-


ments, which will facilitate the ability of DOS to maintain these visible and mission-critical 


systems. 


B. Technical Environments 


The following findings are based on the review of the current CCH and SOR technical 


environments: 
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B-1. The CCH and SOR systems have limited online management and 


ad hoc reporting capabilities that affect the visibility of the infor-


mation being maintained. 


DOS management does not have the tools necessary to easily extract CCH data for 


purposes of management reporting and analysis.  There exists a high level of reliance on 


tradition and personal expertise for information-based decision making.  Although DOS 


technical staff can, and do, produce management reports relative to monthly CCH statistics 


and file volumes, data needs for advanced and ad hoc analyses are largely difficult to 


communicate and take time to produce.  


 


Recommendation:  Seek contemporary CCH and SOR solutions that provide robust 


management reporting, searching, and ad hoc data query tools. 


B-2. The current CCH is nearing the end of its planned life cycle. 


The current CCH application, due to age and development legacy, limits the flexibility to 


make changes, add new functionality, or otherwise modify the current application to adapt to 


new functionality requests or requirements imposed on the CCH system. 


 


Recommendation:  Seek a contemporary standards-based and highly configurable CCH 


solution that will replace these legacy systems with automated systems that provide 


enhanced functionality and maintainability. 


B-3. The CCH and SOR systems do not provide appropriate measures 


for auditing the update of information in either repository. 


Neither the CCH or SOR databases’ functionality includes robust historical date/time 


stamping nor related security measures to provide an appropriate level of accountability 


pertaining to the manual access and update of CCH or SOR records over any period of 


time. 


 


Recommendation:  Seek contemporary CCH and SOR solutions that provide robust 


logging and auditing features and toolsets. 


B-4. The SOR system was not necessarily designed for the processing 


and retention of historical data. 


The current SOR system was developed from a point-in-time, or snapshot, perspective and 


is not designed for the retention of and access to historical information for registrants. 


 


Recommendation:  Seek a contemporary SOR and CCH solution that allows for the 


collection and support of historical data at all levels within the individual’s record in either 


system. 
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Appendix A – Applicant Checks and Fees 


 







NH CRIMINAL HISTORY FAUD FEES 


 


Search/Query Type   Type of Fingerprint Submission  Fees  


 


Normal      n/a     $25.00 


Normal – Reduced Fee    n/a     $10.00 


 


 


Alcohol and Drug Abuse Counselors  Inked     $51.50 


Alcohol and Drug Abuse Counselors FBI/Livescan at SP site   $51.50 


Alcohol and Drug Abuse Counselors FBI/Livescan at Local Dept.   $41.50 


Alcohol and Drug Abuse Counselors FBI/Livescan Fee only    $16.50 


Alcohol and Drug Abuse Counselors State Fee only     $25.00 


 


 


Annulment Fee     n/a     $100.00 


 


 


Applicants to Practice Medicine Inked      $51.50 


Applicants to Practice Medicine FBI/Livescan at SP site   $51.50  


Applicants to Practice Medicine FBI/Livescan at Local Dept.   $41.50 


Applicants to Practice Medicine FBI/Livescan Fee only    $16.50 


Applicants to Practice Medicine State Fee only     $25.00  


 


 


Banking     Inked      $51.50 


Banking     FBI/Livescan at SP site   $51.50 


Banking     FBI/Livescan at Local Dept   $41.50 


Banking     FBI/Livescan Fee only    $16.50 


Banking     State Fee only     $25.00 


 


 


  NH CRIMINAL HISTORY FAUD FEES 


 


Search/Query Type   Type of Fingerprint Submission  Fees  


 


Board of Nursing   Inked      $51.50 


Board of Nursing   FBI/Livescan at SP site   $51.50 


Board of Nursing   FBI.Livescan at Local Dept   $41.50 


Board of Nursing   FBI/Livescan Fee Only    $16.50 


Board of Nursing   State Fee only     $25.00 


 


 


 







NH CRIMINAL HISTORY FAUD FEES 


 


Search/Query Type   Type of Fingerprint Submission  Fees  


 


Educational – Employee   Inked      $51.50 


Educational – Employee   Livescan at SP site    $51.50 


Educational – Employee   Livescan at Local Dept    $41.50 


Educational – Employee   Livescan Fee only    $16.50 


Educational – Employee   State Fee only     $25.00 


 


 


Educational – Volunteer  Inked      $25.00 


Educational – Volunteer  Livescan at SP site    $35.00 


Educational – Volunteer  Livescan at Local Dept    $25.00 


Educational – Volunteer  Livescan Fee only    $15.00 


Educational – Volunteer  State Fee only     $10.00 


 


 


Licensing of Game Operators  Inked      $51.50 


Licensing of Game Operators  Livescan at SP site    $51.50 


Licensing of Game Operators  Livescan at Local Dept    $41.50 


Licensing of Game Operators  Livescan Fee Only    $16.50 


Licensing of Game Operators  State Fee only     $25.00 


 


 


Municipal – Employee   Inked      $51.50 


Municipal – Employee   Livescan at SP site    $51.50 


Municipal  – Employee   Livescan at Local Dept    $41.50 


Municipal – Employee   Livescan Fee only    $16.50 


Municipal – Employee   State Fee only     $25.00 


 


 


Municipal – Volunteer   Inked      $25.00 


Municipal – Volunteer   Livescan at SP site    $35.25 


Municipal – Volunteer   Livescan at Local Dept    $25.00 


Municipal – Volunteer   Livescan Fee only    $15.00 


Municipal – Volunteer   State Fee only     $10.00 


 


Physicians Assistants   Inked      $51.50 


Physicians Assistants   Livescan at SP site    $51.50 


Physicians Assistants   Livescan at Local Dept    $41.50 


Physicians Assistants   Livescan Fee Only    $16.50 


Physicians Assistants   State Fee only     $25.00 


 







   NH CRIMINAL HISTORY FAUD FEES 


 


Search/Query Type   Type of Fingerprint Submission  Fees  


 


Hawkers, Peddlers & Vendors  Inked      $51.50 


Hawkers, Peddlers & Vendors  Livescan at SP site    $51.50 


Hawkers, Peddlers & Vendors  Livescan at Local Dept    $41.50 


Hawkers, Peddlers & Vendors  Livescan Fee Only    $16.50 


Hawkers, Peddlers & Vendors  State Fee only     $25.00 


 


 


DHHS – Adoptive Parents  Inked      $25.00 


DHHS – Adoptive Parents  Livescan at SP Site    $25.00 


DHHS – Adoptive Parents  Livescan at Local Dept    $25.00 


DHHS – Adoptive Parents  Livescan Fee Only    $15.00 


DHHS – Adoptive Parents  State Fee only     $10.00 


 


 


(This is a split fee – DHHS is billed for $7.50 & the applicant pays for $7.50 


 


DHHS – Bureau of Behavorial Health n/a      $15.00 


 


 


(This is a split fee – DHHS is billed for $7.50 & the applicant pays for $7.50) 


 


DHHS – BDS Area & Vendor agencies  n/a      $15.00 


For Developmental Services 


 


 


This is a split fee – DHHS is billed for $7.50 & the applicant pays for $7.50. 


Due to the fact that the state fee is being split between DHHS and the applicant, I will 


indicated the total amount for the entire transaction (we bill the state agency for their 


portion of the fee) and also the total amount that the applicant must pay. 


 


DHHS – Child Care  Inked       $24.00 


DHHS – Child Care  Livescan at SP Site      $24.00 


DHHS – Child Care  FBI/Livescan at Local Dept     $16.50 


DHHS – Child Care  FBI/Livescan Fee only      $16.50 


DHHS – Child Care  State Fee only (Applicants portion)      $7.50  


 


 


 


 


 


 







NH CRIMINAL HISTORY FAUD FEES 


 


Search/Query Type   Type of Fingerprint Submission  Fees  


 


County Employees   Inked      $51.50 


County Employees   FBI/Livescan at SP site   $51.50 


County Employees   FBI/Livescan at Local Dept   $41.50 


County Employees   FBI/Livescan Fee Only    $16.50 


County Employees   State Fee only     $25.00 


 


 


DOS Employees   Livescan at SP site    $26.50 


DOS Employees   Livescan Fee Only    $16.50 


DOS Employees   State Fee only (Admin. Fee Only)  $10.00 


 


 


 


Drivers Education Instructors  Inked      $51.50 


Drivers Education Instructors  FBI/Livescan at SP site   $51.50 


Drivers Education Instructors  FBI/Livescan at Local Dept   $41.50 


Drivers Education Instructors  FBI/Livescan Fee Only    $16.50 


Drivers Education Instructors  State Fee only     $25.00 


 


 


Real Estate Appraisers Board  Inked      $51.50 


Real Estate Appraisers Board  FBI/Livescan at SP site   $51.50 


Real Estate Appraisers Board  FBI/Livescan at Local Dept   $41.50 


Real Estate Appraisers Board  FBI/Livescan Fee Only    $16.50 


Real Estate Appraisers Board  State Fee only     $25.00 


 


 


Serve America Act (SAA)  Inked      $51.50 


Serve America Act (SAA)  FBI/Livescan at SP site   $51.50 


Serve America Act (SAA)  FBI/Livescan at Local Dept   $41.50 


Serve America Act (SAA)  FBI/Livescan Fee Only    $16.50 


Serve America Act (SAA)  State Fee only     $25.00 


 


 


 


Service America Act (SAA) Volunteer Inked      $25.00 


Service America Act (SAA) Volunteer Livescan at SP site    $35.00 


Service America Act (SAA) Volunteer Livescan at Local Dept    $25.00 


Service America Act (SAA) Volunteer FBI Livescan Fee only    $15.00 


Service America Act (SAA) Volunteer State Fee only     $10.00 







 


 


 


 


 


NH CRIMINAL HISTORY FAUD FEES 


 


Search/Query Type   Type of Fingerprint Submission  Fees  


 


DHHS – Foster Parents  Inked      $25.00 


DHHS – Foster Parents  Livescan at SP Site    $25.00 


DHHS – Foster Parents  Livescan at Local Dept    $25.00 


DHHS – Foster Parents  Livescan Fee Only    $15.00 


DHHS – Foster Parents  State Fee only     $10.00 


 


 


 


DHHS – Foster Parent Renewal State Fee only     $10.00 


 


 


Search/Query Type   Type of Fingerprint Submission  Fees  


 


(*This is a split fee – DHHS is billed for $7.50 & the applicant pays for $7.50 $15.00 
 


DHHS – Child Care Institution & Child Care Agency Inked     $24.00 


DHHS – Child Care Institution & Child Care Agency Livescan at SP Site   $24.00 


DHHS – Child Care Institution & Child Care Agency Livescan at Local Dept   $24.00 


DHHS – Child Care Institution & Child Care Agency Livescan Fee Only   $16.50 


DHHS – Child Care Institution & Child Care Agency State Fee only (*see above)  $15.00 


 


 


DHHS – DCYF Behavorial Health Provider State Fee only    $10.00 


 


 


 


DHHS – DCYF Transportation & Child In Home Care State Fee only   $10.00 


 


 


DHHS – Human Resources  State Fee only     $10.00 


 


 


 


 


 


 







NH CRIMINAL HISTORY FAUD FEES 


 


Search/Query Type   Type of Fingerprint Submission  Fees  


 


DHHS – Licensed Exempt Child Care Inked      $26.50 


DHHS – Licensed Exempt Child Care Livescan at SP Site    $26.50 


DHHS – Licensed Exempt Child Care FBI/Livescan at Local      $16.50 


DHHS – Licensed Exempt Child Care FBI/Livescan Fee only     $16.50 


DHHS – Licensed Exempt Child Care State Fee only (Applicants portion)    $10.00  


 


 


 


This is a split fee – DHHS is billed for $7.50 & the applicant pays for $7.50. 


Due to the fact that the state fee is being split between DHHS and the applicant, I will 


indicated the total amount for the entire transaction (we bill the state agency for their 


portion of the fee) and also the total amount that the applicant must pay. 


 


DHHS – Child Care  Inked       $24.00 


DHHS – Child Care  Livescan at SP Site     $24.00 


DHHS – Child Care  FBI/Livescan at Local Dept    $16.50 


DHHS – Child Care  FBI/Livescan Fee only      $16.50 


DHHS – Child Care  State Fee only (Applicants portion)      $7.50 


 


 


 


DHHS – TANF Requests  State Fee only     $10.00 


 


 


This is a split fee – DHHS is billed for $7.50 & the applicant pays for $7.50. 


Due to the fact that the state fee is being split between DHHS and the applicant, I will 


indicated the total amount for the entire transaction (we bill the state agency for their 


portion of the fee) and also the total amount that the applicant must pay. 


 


DHHS –TANF Child Care Inked       $24.00 


DHHS –TANF Child Care Livescan at SP Site     $24.00 


DHHS –TANF Child Care FBI/Livescan Fee only      $16.50 


DHHS –TANFChild Care State Fee only (Applicants portion)      $7.50 
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Appendix B – Notice of Requirement to Register 















   
   
   


 
  Final 
6306.001/303632 C-1 July 30, 2014 


Appendix C – DSSP 311 Registration Form 
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Appendix D – DSSP 311A/341 SOR Forms 
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Appendix E – CCH Data Dictionary 







 Data Dictionary 
AFIS_ARREST AFIS Interface Arrest Record 


Pri Req Field Name Field Size/Type Field Description 
     SID Long Integer State Identification Number 
     ORI 45  Text Originating Agency Identifier;assigned by FBI, it uniquely identifies each Agency location 
     DOA 8  Text Date of Arrest; YYYYMMDD 
     TYP 1  Text Type of Arrest 
     OCA 20  Text Originating Agency Case Number 
     ARR 30  Text Arresting Officer Name 
     COM 255  Text Comment 
     TRK 12  Text 10-Print Tracking Number 
   Y ARR_ID Long Integer Arrest ID: Oracle Sequence Number 


AFIS_ARREST_OFFENSE AFIS Interface Arrest Offense Table 


Pri Req Field Name Field Size/Type Field Description 
     SID Long Integer State Identification Number 
     DAT 8  Text Date of Offense; YYYYMMDD 
     KEY 4  Text Offense key; maps to TLKPOFFENSE.OFFCODE 
     LIT 35  Text Offense literal; TLKPOFFENSE.OFFENSE (description) 
     CIT 15  Text Offense Statute (RSA) 
     SEV 1  Text Severity 
     SPE 3  Text Special Conditions 
     COM 256 Text   Comment 
     CLS 1  Text Class Type 
     ENH 21  Text Enhancements 
     TRK 12  Text 10-Print Tracking Number 
   Y OFF_ID Long Integer Offense ID; Oracle sequence Number 
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 Data Dictionary 
AFIS_MASTER AFIS Interface Master Subject Table 


Pri Req Field Name Field Size/Type Field Description 
     IDC 2  Text Image Designation Character - Not used 
     TRK 12  Text 10 Print Tracking Number 
     SID Long Integer State Identification Number 
     FBI 9  Text FBI Number 
     SOC 9  Text Social Security Number 
     LNA 30  Text Last Name 
     FNA 20  Text First Name 
     MNA 20  Text Middle Name 
     SUF 3  Text Suffix 
     DOB 8  Text Date of Birth 
     SEX 1  Text Gender 
     RAC 1  Text Race 
     HGT 3  Text Height 
     WGT 3  Text Weight 
     EYE 3  Text Eye Color 
     HAI 3  Text Hair Color 
     OCC 30  Text Occupation 
     POB 2  Text Place of Birth 
     CTZ 2  Text Citizenship 
     PHO 1  Text Photo Indicator 
     PAL 1  Text Palm Print Indicator 
     DOF 8  Text Date of Fingerprinting 
     ORA 9  Text ORI of Booking Agency 
     ERQ 1  Text Electronic Rap Sheet REquested Indicator 
     ORC 9  Text ORI of "Copy to" Agency 
     OFC 30  Text Name of fingerprinting Offiicial 
     RFP 4  Text Reason for fingerprinting 
     DOE 8  Date Date of entry 
   Y PROCESSED_IND 1  Text Processed Indicator 
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 Data Dictionary 
     PROCESSED_DATE 8  Date Processed date 
     PROCESSED_BY 50  Text CCH record clerk login 


AFIS_OFFENSE AFIS Interface Offense View 


Pri Req Field Name Field Size/Type Field Description 
     SID Long Integer State Identification Number 
     DOO 8  Text Date of Offense 
     OFFCODE Long Integer TLKPOFFENSE.OFFCODE 
     OCD 15  Text Statute Reference (RSA) 
     OLT 35  Text Statute Description 
     SEV 1  Text Severity 
     SPE 3  Text Special Conditions 
     COM 256 Text   Comment 
     CLS 1  Text Class 
     ENH 21  Text Enhancements 
     TRK 12  Text 10-Print Tracking Number 
   Y OFF_ID Long Integer Offense ID; Oracle Sequence Number 
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 Data Dictionary 
AFIS_SUPPLEMENTALS AFIS Interface Subject Supplemental Data 


Pri Req Field Name Field Size/Type Field Description 
     SID Long Integer State Identification Number 
     MNU 15  Text Miscellaneous Number 
     CAU 255  Text NCIC Caution Value 
     AKA_LNA 30  Text Alias last name 
     AKA_FNA 20  Text Alia first name 
     AKA_MNA 20  Text Alias middle name 
     AKA_SUF 3  Text Alias name suffix 
     SMT_COD 10  Text NCIC Scars, marks & tattoos code 
     SMT_DES 30  Text Scars, marks & tattoos description 
     RES_PRI 30  Text Residence primary street  address 
     RES_CTY 30  Text Residence city 
     RES_STA 2  Text Residence State 
     RES_ZIP 9  Text Residence postal code 
     RES_COU 2  Text Residence country code 
     EMP_NAM 30  Text Employer name 
     EMP_PRI 30  Text Employer primary street address 
     EMP_CTY 30  Text Employer city 
     EMP_STA 2  Text Employer state 
     EMP_ZIP 9  Text Employer postal code 
     EMP_COU 2  Text Employer country code 
     TRK 12  Text 10-Print Tracking number 
     AKA_DOB 8  Text Alias date of birth 
     AKA_SOC 9  Text Alias Social Security Number 
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 Data Dictionary 
PENDING_COMPLAINT Pending Complaint - Complaint as Filed 


Pri Req Field Name Field Size/Type Field Description 
 Y Y COMPLAINT_ID Long Integer Oracle sequence number 
     COURT_ORI 9  Text Court Oiginating Agency Identifier 
     COURT 50  Text Court name 
     DOCKET 20  Text Court Case (Docket) number 
     FILE_DATE 8  Date Court filing date 
     LNAME 80  Text Defendant Last Name 
     FNAME 40  Text Defendant First Name 
     MI 1  Text Defendant Middle Initial 
     SUFFIX 3  Text Defendant Name Suffix 
     STREET_NUM 10  Text Defendant Street Address - Street Number 
     STREET_NAME 192  Text Defendant Street Address - Street Name 
     STREET_TYPE 20  Text Defendant Street Address - Street Type 
     APT_NUM 16  Text Defendant Street Address - Apartment Number 
     MAIL_ADDRESS 100  Text Defendant Mailing Address (PO BOX) 
     CITY 40  Text Defendant Address City 
     STATE_CODE 2  Text Defendant Address State 
     ZIP 10  Text Defendant Address Postal Code 
     DOB 8  Date Defendant Date of Birth 
     SOC 9  Text Defendant Social Security Number 
     OLN 20  Text Defendant Drivers License Number 
     OLS 2  Text Defendant Drivers License State 
     HGT Integer Defendant Height 
     WGT Integer Defendant Weight 
     EYE 3  Text Defendant NCIC Eye Color Code 
     HAIR 3  Text Defendant NCIC Hair Color Code 
     SEX 1  Text Defendant Gender 
     RACE 1  Text Defendant NCIC Race Code 
     POB 2  Text Defendant Place of Birth 
     PROCESSED_IND 1  Text Record Processed Indicator 
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 Data Dictionary 
     DATE_ENTERED 8  Date Date Entered 
     PROCESSED_DATE 8  Date Record Processed Date 
     PROCESSED_BY 50  Text CCH Clerk Login 
     IS_SUP_COURT 2  Integer Superior Court Indicator 
     OP 1  Text NEW, UPDATE, or CANCEL indicator 
     SOURCEAPPSEQNUMBER Long Integer Odyssey Publisher XML MessageID 
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 Data Dictionary 
PENDING_DISP_INCIDENT Pending Disposition - Court Disposition Incidents 


Pri Req Field Name Field Size/Type Field Description 
 Y Y DISP_INCIDENT_ID Long Integer Artificial primary key; Oracle Sequence Number 
   Y DISPOSITION_ID Long Integer Foreign key to PENDING_DISPOSITION 
     SIN 20  Text Subject Incident Number 
     TRACK 12  Text 10-Print Tracking Number 
     VIOLATION_DATE 8  Date Violation Date 
     VIOLATION_END_DATE 8  Date Violation End Date 
     ONORABOUT_IND 1  Text On or about indicator 
     ARREST_DATE 8  Date Arrest Date 
     AGENCY_ORI 9  Text Arresting Agency ORI 
     AGENCY 75  Text Arresting Agency Name 
     PLEA 35  Text Plea 
     FINDING 50  Text Finding (Disposition) 
     DISP_DATE 8  Date Date of Court Finding (disposition) 
     UCT_SMART_CODE 40  Text Uniform Charge Table Smart Code 
     UCT_DESC 100  Text Uniform Charge Table Charge Description 
     DEGREE 2  Text Degree (Violation, Misdemeanor or Felony) 
     INCHOATE_CODE 20  Text Inchoate Value 
     PROBATION 1  Text Sentenced to Probation Indicator 
     PROBAMOUNT  Integer Probation Time Amount 
     PROBTIMEUNIT 16  Text Probation Time Unit (Years, months or days) 
     PROBNOTE 500 Text   Probation and other sentence element comments and notes 
     COMSERV 1  Text Sentenced to Community Service Indicator 
     COMSERVAMOUNT Integer Community Service Time Amount 
     COMSERVTIMEUNIT 16  Text Community Service Time Unit (always HOURS) 
     FINE Decimal   Fime amount 
     FINESUSPENDED Decimal   Suspended Fine Amount 
     FINEDEFERRED Decimal   Deferred Fine Amount 
     RESTITUTION 1  Text Sentenced to pay restitution indicator 
     SENTENCE 300 Text   Incarceration sentence information 
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 Data Dictionary 
     HOC_ORI 9  Text House of Corrections ORI 
     GOODB 1  Text Sentenced to Good Behavior Indicator 
     GOODBAMOUNT Integer Good Behavior Time Amount 
     GOODBTIMEUNIT 16  Text Good Behavior Time Unit (Years, months) 
     CONDIS 1  Text Condintional Discharge Indicator 
     CONDISAMOUNT Integer Conditional discharge time amount 
     CONDISTIMEUNIT 16  Text Conditional discharge time unit 
     UNCONDIS 1  Text Uncondintional Discharge Indicator 
     UNCONDISAMOUNT Integer Unconditional discharge time amount 
     UNCONDISTIMEUNIT 16  Text Unconditional discharge time unit 
     INDICTED_IND 1  Text Indicted by Grand Jury Indicator 
     APPEAL_IND 1  Text Appeal indicator 
     TRIALDATE 8  Date Date of Trial - NOT USED 
     QMCDV_IND 1  Text Qualified Misdemeanor Crime of Domestic Violence Indicator 
     QMCDV_RELATIONSHIP 90  Text Relationship of QMCDV defendant to victim 
     PROCESSED_IND 1  Text Record processed indicator 
     PROCESSED_DATE 8  Date Record processed date 
     ODDSY_CODE 30  Text Odyssey (Court CMS) UCT Smart Code 
     OP 1  Text Add, Update, Cancel indicator 
     PROCESSED_BY 50  Text CCH Clerk login 
     ODDSY_STATUTE 20  Text Odyssey RSA 
     ODDSY_DESCRIPTION 100  Text Oddysey Charge Description 
     AMENDED_SENT_IND 1  Text Amended Sentence Indicator 
     SENTENCE_DATE 8  Date Date Sentenced in Court 
     COURT_CHARGEID 10  Text Odyssey Internal ChargeID (CourtTrackNum) 
     AMENDED_FINDING_IND 1  Text Amended Finding (disposition) indicator 
     AMENDED_FIND_REASO 50  Text Amended Finding Reason 
     AMENDED_SENT_REASON 50  Text Amended Sentence Reason 
     INFORMATION_IND 1  Text Filed as Information Indicator 
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 Data Dictionary 
PENDING_DISP_SENT Pending Disposition - Disposition Sentence Enhancers 


Pri Req Field Name Field Size/Type Field Description 
 Y Y DISP_SENT_ENHANCER_ Long Integer Primary Key; Oracle Sequence Number 
   Y DISP_INCIDENT_ID Long Integer Foreign Key: references PENDING_DISP_INCIDENT.DISP_INCIDENT_ID 
     CODE 30  Text UCT Sentence Enhancer Code 
     DESCRIPTION 100  Text UCT Sentence Enhancer Description 


Wednesday, April 30, 2014 Page 9 of 27 







 Data Dictionary 
PENDING_DISPOSITION Pending Disposition - Court Disposed Case 


Pri Req Field Name Field Size/Type Field Description 
 Y Y DISPOSITION_ID Long Integer Primary Key: Oracle Sequence Number 
     COURT_ORI 9  Text Court Originating Agency Identifier 
     COURT 50  Text Court Name 
     DOCKET 20  Text Court Case (Docket) Number 
     LNAME 80  Text Defendant last name 
     FNAME 40  Text Defendant first name 
     MI 1  Text Defendat middle initial 
     SUFFIX 3  Text Defendant name suffix 
     STREET_NUM 10  Text Defendant Street Address: Street Number 
     STREET_NAME 192  Text Defendant Street Address: Street Name 
     STREET_TYPE 20  Text Defendant Street Address: Street Type 
     APT_NUM 16  Text Defendant Street Address: Apartment Number 
     MAIL_ADDRESS 100  Text Defendant Mailing Address (PO BOX) 
     CITY 40  Text Defendant Address City 
     STATE_CODE 2  Text Defendant Address State 
     ZIP 10  Text Defendant Address Postal Code 
     DOB 8  Date Defendant Date of Birth 
     SOC 9  Text Defendant Social Security Number 
     OLN 20  Text Defendant Drivers License Number 
     OLS 2  Text Defendant Drivers License State 
     HGT Integer   Defendant Height 
     WGT Integer   Defendant Weight 
     EYE 3  Text Defendant NCIC Eye Color Code 
     HAIR 3  Text Defendant NCIC Hair Color Code 
     SEX 1  Text Defendant Gender 
     RACE 1  Text Defendant NCIC Race Code 
     POB 2  Text Defendant Place of Birth 
     PROCESSED_IND 1  Text Record Processed indicator 
     DATE_ENTERED 8  Date Date Record Entered 
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 Data Dictionary 
     PROCESSED_DATE 8  Date Record Processed Date 
     OP 1  Text ADD, UPDATE, CANCEL indicator 
     PROCESSED_BY 50  Text CCH Clerk Login 
     IS_SUP_COURT Integer   Superior Court Indicator 
     SOURCEAPPSEQNUMBER Long Integer   Odyssey Publisher XML Message ID 
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 Data Dictionary 
PENDING_INCIDENT Pending Complaint - Complaint Incident Details 


Pri Req Field Name Field Size/Type Field Description 
 Y Y INCIDENT_ID Long Integer   Primary Key; Oracle Sequence Number 
   Y COMPLAINT_ID Long Integer   Foreign key: references PENDING_COMPLAINT.COMPLAINT_ID 
     VIOLATION_DATE 8  Date Violation Date 
     VIOLATION_END_DATE 8  Date Violation End Date 
     ONORABOUT_IND 1  Text On or About Indicator 
     ARREST_DATE 8  Date Date of Arrest 
     AGENCY_ORI 9  Text Arresting Agency ORI 
     AGENCY 75  Text Arresting Agency Name 
     UCT_SMART_CODE 40  Text Uniform Charge Table Smart Code 
     UCT_DESC 100  Text Uniform Charge Table Description 
     DEGREE 2  Text Degree 
     INCHOATE_CODE 20  Text Inchoate Value 
     CHARGE_FILING_DATE 8  Date Date charge filed in Court 
     SIN 20  Text Subject Incident Number 
     DV 1  Text Domestic Violence Indicator - DEPRECATED 
     TRACK 12  Text 10-Print Tracking Number 
     ODDSY_CODE 30  Text UCT Odyssey Smart Code 
     ODDSY_STATUTE 20  Text Oddysey Statute (RSA) 
     ODDSY_DESCRIPTION 100  Text Odyssey Charge Description 
     INDICTED_IND 1  Text Indicted Indicator 
     PROCESSED_IND 1  Text Record Processed Indicator 
     PROCESSED_DATE 8  Date Date record processed 
     PROCESSED_BY 50  Text CCH Clerk Login 
     INFORMATION_IND 1  Text Filed as Information Indicator 
     COURT_CHARGEID 10  Text Odyssey internal Court Charge ID (CourtTrackNum) 
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 Data Dictionary 
PENDING_SENT_ENHANCER Pending Complaint - Complaint Sentence Enhancers 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SENTENCE_ENHANCER_ID Long Integer   Primary Key: Oracle Sequence Number 
   Y INCIDENT_ID Long Integer   Foreign Key: references PENDING_INCIDENT.INCIDENT_ID 
     CODE 30  Text UCT Sentence Enhancer Code 
     DESCRIPTION 100  Text UCT Sentence Enhancer Description 
     OP 1  Text ADD, UPDATE, CANCEL indicator 


TBLAKA Alias Names 


Pri Req Field Name Field Size/Type Field Description 
 Y Y AKACTR Long Integer Artificial primary key = Oracle Sequence SEQ_TBLAKA 
     SID Long Integer Foreign key - references SID (State Identification Number) field in table TBLMASTER 
     LNAME 80  Text Subject's last name (an alias that may not match the subject's real name) 
     FNAME 40  Text Subject's first name (an alias that may not match the subject's real name) 
     MI 1  Text Subject's middle initial (an alias that may not match the subject's real name) 
     DOB 8  Date Subject's Date of Birth (an alias that may not match the subject's real DOB); Gregorian date entered in MM/DD/CCYY format 
     SOC 9  Text Subject's Social Security Number (an alias that may not match the subject's real social security number) 
     FNAME_SNDX 4  Text System generated index using Oracle soundex 
     LNAME_SNDX 4  Text System generated index using Oracle soundex 
     LOGIN 50  Text Login ID of the user that created the record 
     DATEENTERED 8  Date Date and time when the record was created; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     DUP 1  Text All real names are entered here and into TBLMASTER, DUP = 'Y' in TBLAKA; for Alias, DUP='N' in TBLAKA 
     SUFFIX 3  Text Subject's (Alias) name suffix - JR, SR, III etc 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
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 Data Dictionary 
TBLANNUL Annulments 


Pri Req Field Name Field Size/Type Field Description 
 Y Y ANNULCTR Long Integer Artificial primary key = Oracle Sequence SEQ_TBLANNUL 
   Y SID Long Integer Foreign key - references SID (State Identification Number) field in table TBLMASTER 
     CTCODE Long Integer Court Code; Foreign key - references CTCODE (Court Code) field in table TLKPCOURTS 
     DISPCODE Long Integer Disposed Charge Code (conviction); Foreign key - references OFFCODE (Offense Code) field in lookup table TLKPOFFENSE 
     ANNULDATE 8  Date Annulment Date; Gregorian date entered in MM/DD/CCYY format 
     DOCKET 20  Text Court Docket Number for the annulment 
     ANNUL_LETTER 1  Text Annulment Letter Indicator; valid values are [Y]es if a letter was sent or [N]o 
     LOGIN 50  Text Login ID of the user that created the record 
     DATEENTERED 8  Date Date and time when the record was created; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     OFFCODE Long Integer Original Offense Code (arrest); Foreign key - references OFFCODE (Offense Code) field in lookup table TLKPOFFENSE 
     ARRESTDATE 8  Date Arrest Date; Gregorian date entered in MM/DD/CCYY format 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     FCODE Long Integer Finding Code (the disposition); Foreign key - references FCODE (Finding Code) field in lookup table TLKPFINDING 
     CAAFFCODE Long Integer Complaint as Accepted for Filing Code; Foreign key - references OFFCODE (Offense Code) field in lookup table TLKPOFFENSE 
     VIOLATION_DATE 8  Date The date the original offense (violation) occurred; Gregorian date entered in MM/DD/CCYY format 


TBLAUDIT Audit Records 


Pri Req Field Name Field Size/Type Field Description 
 Y Y AUDITCTR Long Integer Artificial primary key = Oracle sequence SEQ_TBLAUDIT 
     AUDITEDTABLE 50  Text Audited table; the name of the table where a data change was applied 
     AUDITEDCTR 50  Text Audited counter;  references primary key of the row of the table that was changed 
     AUDITEDFIELD 50  Text Audited Field; the name of the data field that the change was applied to 
     OLDVALUE 255  Text Old Value; the value of the audited field prior to the change 
     NEWVALUE 255  Text New Value; the value of the audited field after the change was applied 
     ACTION 1  Text Action Type; the type of change that was applied; valid values are[A]nnulled, [M]odify, [D]elete, or [T]est 
     EXPLANATION 255  Text Explanation of change 
     LOGIN 50  Text Login ID of the user who entered this record 
     DATEPROCESSED 8  Date Date and time  when the record was changed or deleted; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
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 Data Dictionary 
TBLBODYMARK Scars, Marks & Tattoos 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SCARCTR Long Integer Artificial primary key = Oracle Sequence SEQ_TBLBODYMARK 
     SID Long Integer SID; Foreign key - references SID (State Identification Number) field in table TBLMASTER 
     SMTID Long Integer Scars, Marks, Tattoos and other Characteristics Identifier; Foreign Key - references SMTID in lookup table TLKPSMT 
     LOGIN 50  Text Login ID of the user who entered this record 
     DATEENTERED 8  Date Date and time when the record was added to the table; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 


TBLCAUTION Cautions (NCIC) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y CAUTION_ID Long Integer Caution ID; Artificial Primary Key 
     SID Long Integer Foreign key - references SID (State Identification Number) field in table TBLMASTER 
     VALUE_ID Long Integer Caution Value; Foreign key - references VALUE_ID (Caution Value) field in lookup table TLKPCAUTION 
     LOGIN 50  Text Login ID of the user who created this record 
     DATEENTERED 8  Date Date and time when the record was added to the table; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record;  field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
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 Data Dictionary 
TBLCAUTION_NAME Caution Names - known ID theft; frequent mix-ups 


Pri Req Field Name Field Size/Type Field Description 
     LNGCAUTIONCNT Long Integer Caution Counter; Artificial primary key = Oracle Sequence SEQ_TBLCAUTION_NAME 
     LNGSID Long Integer Foreign key - references SID (State Identification Number) field in table TBLMASTER 
     LNGCAUTIONSID Long Integer Foreign key - references "CAUTION" SID (State Identification Number) field in table TBLMASTER 
     STRCAUTIONLASTNAME 30  Text Subject's Caution Last Name 
     STRCAUTIONFIRSTNAME 20  Text Subject's Caution First Name 
     STRCAUTIONMI 1  Text Subject's Caution Middle Initial 
     STRCAUTIONSUFFIX 3  Text Subject's Caution Suffix 
     DTMCAUTIONDOB 8  Date Subject's Caution Date of Birth 
     STRREALORALIAS 5  Text Real or Alias Caution Name 
     LOGIN 50  Text Login ID of the user who created this record 
     DATEENTERED 8  Date Date and time when the record was added to the table; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record;  field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
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 Data Dictionary 
TBLCHARGE Criminal Charges 


Pri Req Field Name Field Size/Type Field Description 
 Y Y CHARGECTR Long Integer Charge Counter; Artificial primary key = Oracle Sequence SEQ_TBLCHARGE 
     SID Long Integer Foreign key - references SID (State Identification Number) field in table TBLMASTER 
     ARRESTDATE 8  Date Arrest Date; must be a valid gregorian date entered in MM/DD/CCYY format 
     OFFCODE Long Integer Offense Code of the arrest; Foreign key - references OFFCODE (Offense Code) field in lookup table TLKPOFFENSE 
     OFFACCOMP 1  Text Accomplice indicator  - valid values are [Y]es or [N]o 
     OFFATTEMPT 1  Text Attempt indicator - valid values are [Y]es or [N]o 
     OFFCONSPIRACY 1  Text Conspiracy indicator  - valid values are [Y]es or [N]o 
     OFFCRIMLIA 1  Text Criminal liability indicator  - valid values are [Y]es or [N]o 
     OFFCRIMSOL 1  Text Criminal solicitation indicator  - valid values are [Y]es or [N]o 
     CTCODE Long Integer Court Code; Foreign key - references CTCODE (Court Code) field in lookup table TLKPCOURTS 
     COURTDATE 8  Date Court Date; indicates the date of the finding; must be a valid gregorian date entered in MM/DD/CCYY 
     DISPCODE Long Integer Disposed Charge Code (the actual conviction); Foreign key - references OFFCODE (Offense Code) field in lookup table TLKPOFFENSE 
     DISPACCOMP 1  Text Disposed Accomplice Indicator: a person is convicted for being an accomplice to the act 
     DISPATTEMPT 1  Text Disposed Attempt Indicator: a person is convicted for attempting an act 
     DISPCONSPIRACY 1  Text Disposed Conspiracy Indicator: a person is convicted for conspiring to commit the act 
     DISPCRIMLIA 1  Text Disposed Criminal Liability Indicator: a person is convicted for being criminally liable for the commitment of the act by another 
     DISPCRIMSOL 1  Text Disposed Criminal Solicitation Indicator: a person is convicted for soliciting someone to commit the act 
     CCODE Long Integer Contributor Code (the arresting agency); Foreign Key - references CCODE (Contributor Code) field in lookup table TLKPCONTRIBUTOR 
     DV 1  Text DEPRECATED - DO NOT USE DATA IN THIS FIELD 
     TRACK 12  Text Tracking Number from 10-print (finger print) card 
     COMMNT 200  Text Comments;free form notes regarding the arrest 
     LOGIN 50  Text Login ID of the user that created the record 
     DATEENTERED 8  Date Date and time when the record was created; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     MFCODE Long Integer Misdemeanor/Felony Code of the arrest; Foreign key - references MFCODE (Misdimeanor/Felony code) field in lookup table  
     CLASS2 1  Text Class of Arrest Charge; valid values are “A”, “B” or NULL 
     ARRESTONWARRANT 1  Text Subject was arrested on a warrant indicator; valid values are [Y]es or [N]o 
     WARRANTAGENCY 25  Text If [ARRESTONWARRANT] = [Y]es, then record the name of arresting agency here 
     OFFCONSOLIDATION 1  Text Offense consolidation indicator - valid values are [Y]es or [N]o 
     DISPCONSOLIDATION 1  Text Disposition consolidation indicator - valid values are [Y]es or [N]o 
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 Data Dictionary 
     NOTPRINTED 1  Text Indicates subject was not fingerprinted for this arrest 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     HSTCTCODE Long Integer Historical Court Code (where case originated); Foreign key - references inactive CTCODE (Court Code) field in lookup table  
     SIN 20  Text Subject Incident Number 
     VIOLATION_DATE 8  Date The date the offense (violation) occurred; must be a valid gregorian date entered in MM/DD/CCYY format 
     VIOLATION_END_DATE 8  Date The last date for an offense that occurred over a period of time; must be a valid gregorian date entered in MM/DD/CCYY format 
     ONORABOUT 1  Text Indicates VIOLATION_DATE may have been estimated especiaaly in case of date range 
     VAW 1  Text Fingerprint card indicated VIOLENCE AGAINST WOMEN 
     CAC 1  Text Fingerprint card indicated CRIME AGAINST CHILDREN 
     FINGERENTRY 1  Text Fingerprint Card Supported Arrest Indicator; valid values are [Y]esor [N]o 
     DV_FPC 1  Text Fingerprint Card Indicated DOMESTIC VIOLENCE 
     DV_COMP 1  Text Criminal Complaint Form Indicated DOMESTIC VIOLENCE 
     OFF_COUNTS Integer DEPRECATED - DO NOT USE DATA IN THIS FIELD 
     CAAFFCODE Long Integer Complaint as Accepted for filing Charge Code; Foreign key - references OFFCODE (Offense Code) field in lookup table TLKPOFFENSE 
     CAAFFACCOMP 1  Text CAAFF Accomplice indicator  - valid values are [Y]es or [N]o 
     CAAFFATTEMPT 1  Text CAAFF Attempt indicator - valid values are [Y]es or [N]o 
     CAAFFCONSPIRACY 1  Text CAAFF Conspiracy indicator  - valid values are [Y]es or [N]o 
     CAAFFCRIMLIA 1  Text CAAFF Criminal liability indicator  - valid values are [Y]es or [N]o 
     CAAFFCRIMSOL 1  Text CAAFF Criminal solicitation indicator  - valid values are [Y]es or [N]o 
     FUGITIVESTCODE 2  Text Fugitive State Code; Foreign key - references STCODE (State Code) field in table TLKPSTATE 
     CAAFFMFCODE Integer Misdemeanor/Felony Code of the CAAFF; Foreign key - references MFCODE (Misdimeanor/Felony code) field in lookup table  
     CAAFFCLASS 1  Text Class modifier of the CAAFF charge; valid values are [A], [B], [U]nclassified, [S]pecial 
     DISPMFCODE Integer Misdemeanor/Felony Code of the disposed charge; Foreign key - references MFCODE (Misdimeanor/Felony code) field in lookup table  
     DISPCLASS 1  Text Class modifier of the DISPOSED charge; valid values are [A], [B], [U]nclassified, [S]pecial 
     CHRG_ANNULLED 1  Text Charge Annulled Indicator for charges annulled after 1/1/2013 
     ANNUL_DATE 8  Date Date of annulment for charges anulled after 1/1/2013 
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 Data Dictionary 
TBLCHARGE_ENHANC Charge Enhancers 


Pri Req Field Name Field Size/Type Field Description 
 Y Y CHARGE_ENHANCER_ID Long Integer Charge Enhancer Identifier; Artificial primary key = Oracle Sequence SEQ_TBLCHARGE_ENHANCER 
   Y OFFCODE Long Integer Enhancer Offense Code; Foreign key - references OFFCODE (Offense Code) field in lookup table TLKPOFFENSE WHERE  
   Y CHARGECTR Long Integer Charge Counter; Foreign Key - references CHARGECTR (Charge counter) field in table TBLCHARGE 
   Y ARREST_DISPO_IND 1  Text (sic) Arrest or disposition indicator; valid values are C[A]AFF or [D]isposition 


TBLDISSEMINATION Criminal Record Disseminations 


Pri Req Field Name Field Size/Type Field Description 
 Y Y DISCTR Long Integer Artificial primary key = Oracle Sequence SEQ_TBLDISSEMINATION 
     SID Long Integer Foreign key - references SID (State Identification Number) field in table TBLMASTER 
     DISDATE 8  Date Date Disseminated; gregorian date entered in MM/DD/CCYY format; cannot be in the future; default value = today's date 
     DISAGENCY 30  Text Dissemination Agency; the agency that inquired about the subject's criminal record 
     DISPERSON 30  Text The name of the person with the dissemination agrency that inquired about the subject's record 
     DISTYPE 1  Text Dissemination Type- purpose of the inquiry; Foreign Key - references DISTYPE  field in lookup table TLKPDISTYPE 
     MAILED 1  Text Dissemination Mailing Indicator; valid values are [Y]es, [N]o 
     LOGIN 50  Text Login ID of the user that created the record 
     DATEENTERED 8  Date Date and time when the record was created; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 


Wednesday, April 30, 2014 Page 19 of 27 







 Data Dictionary 
TBLDOCKET Court Dispositions 


Pri Req Field Name Field Size/Type Field Description 
 Y Y DOCKETCTR Integer Docket Counter;  Artificial primary key = Oracle Sequence SEQ_TBLDOCKET 
     CHARGECTR Long Integer Charge counter; Foreign Key - references CHARGECTR (Charge counter) field in table TBLCHARGE 
     DOCKET 20  Text Court Docket (Case) Number 
     VIOLATIONDATE 8  Date DEPRECATED - DO NOT USE DATA IN THIS FIELD 
     FCODE Integer Finding Code (the disposition); Foreign key - references FCODE (Finding Code) field in lookup table TLKPFINDING 
     MFCODE Integer Misdemeanor/Felony Code of the disposition; Foreign key - references MFCODE field in lookup table TLKPMISD_FEL 
     CLASS 20  Text Class of the disposition ; valid values are "A";"B";"Enhanced";"Special" or "Unclassified" 
     INDICTED 1  Text Indictment Indicator;  valid values are [Y]es or  [N]o 
     PCODE Integer The subject's plea; Foreign key - references PCODE (Plea code) field in lookup table TLKPPLEA 
     APPEAL 1  Text Appeal Indicator; valid values are [Y]es or  [N]o 
     HCID Integer House of Corrections ID; Foreign key - references HCID (House of Corrections ID) field in lookup table TLKPHC 
     SENTNOTE 255  Text Sentencing Note; used to indicate the duration of sentences involving incarceration or other notes regarding the subject's incarceration 
     PROB 1  Text Probation Indicator; valid values are [Y]es or [N]o 
     PROBAMOUNT Integer Probation Period; a numeric component indicating the duration of the probation 
     PROBTIMEUNITID Integer Probation Time Unit Identifier Code; Foreign Key - references TIMEUNITID field in lookup table TLKPTIMEUNIT 
     PROBNOTE 500 Text   Probation Description; free form text describing a period of probation including conditions and required programs 
     GOODB 1  Text Good Behavior Indicator; valid values are [Y]es or [N]o 
     GOODBAMOUNT Integer Good Behavior Period; a numeric component indicating the duration of good behavior 
     GOODBTIMEUNITID Integer Good Behavior Unit Identifier Code;  Foreign Key - references TIMEUNITID field in lookup table TLKPTIMEUNIT 
     CONDIS 1  Text Conditional Discharge Indicator; valid values are [Y]es or [N]o 
     CONDISAMOUNT Integer Conditional Discharge Period; a numeric component indicating the duration of the conditional discharge 
     CONDISTIMEUNITID Integer Conditional Discharge Unit Identifier Code;  Foreign Key - references TIMEUNITID  field in lookup table TLKPTIMEUNIT 
     COMSERV 1  Text Community Service Indicator; valid values are [Y]es or [N]o 
     COMSERVAMOUNT Integer Community Service Period; a numeric component indicating the duration of the community service 
     COMSERVTIMEUNITID Integer Community Service Unit Identifier Code;  Foreign Key - references TIMEUNITID field in lookup table TLKPTIMEUNIT 
     RESTITUTION 1  Text Restitution Indicator; valid values are [Y]es or [N]o 
     FINE Double Fine; indicates the amount of a fine imposed for the offense 
     FINESUSPENDED Double Amount of Fine Suspended; numeric amount indicating the portion of a fine that was suspended 
     FINEDEFERRED Double Amount of Fine Deferred; numeric amount indicating the portion of a fine that was deferred 
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     FUGITIVESTCODE 2  Text DEPRECATED - DO NOT USE DATA IN THIS FIELD 
     ORIGINALDOCKET 20  Text Original Court Docket Number; corresponds to original docket if this case is transferred from another court or  results from probation or  
     LOGIN 50  Text Login ID of the user that created this record 
     DATEENTERED 8  Date Date and time when the record was created; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     FINGERENTRY 1  Text DEPRECATED - DO NOT USE DATA IN THIS FIELD 
     DV 1  Text DEPRECATED - DO NOT USE DATA IN THIS FIELD 
     VICTIMAGE 10  Text Age of the victim if known 
     UNCONDIS 1  Text Unconditional Discharge Indicator; valid values are [Y]es or [N]o 
     UNCONDISAMOUNT Integer Unconditional Discharge Period; a numeric component indicating the duration of the conditional discharge 
     UNCONDISTIMEUNITID Integer Unconditional Discharge Unit Identifier Code;  Foreign Key - references TIMEUNITID field in lookup table TLKPTIMEUNIT 
     TRIALDATE 8  Date Trial Date; indicates the start date of the trial; must be a valid gregorian date entered in MM/DD/CCYY 
     ORIGCTCODE Integer Original Court Code; Foreign key - references CTCODE (Court Code) field in lookup table TLKPCOURTS 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     QMCDV_IND 1  Text Qualified Misdemeanor Charge of Domestic Violence indicator 
     QMCDV_RELATIONSHIP 75  Text Relationship of the victim to the defendant in a QMCDV case 
     AMENDED_SENT_IND 1  Text Amended sentence indicator; valid values are [Y]es or [N]o 
     BOUNDOVER_IND 1  Text Bound over or transferred from another court indicator; valid values are [Y]es or [N]o 
     ORIG_SENTENCE 300 Text   Original Sentence if the current sentence is an AMENDED sentence 
     SENTENCE_DATE 8  Date The date the sentence was handed down; Gregorian date entered in MM/DD/CCYY format 
     COURT_TRACKNUM 10  Text The Court Charge ID from Odyssey, the Court's Case Management System 
     ORIGCT_TRACKNUM 10  Text The original court charge id ifbound over or transferred from another court 
     DCKT_ANNULLED 1  Text Court Record annulled indicator for cases annulled after 1/1/2013 
     ANNUL_DATE 8  Date The date the Court record was annulled for cases annulled after 1/1/2013; Gregorian date entered in MM/DD/CCYY format 
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TBLMASTER Master Subject Table 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SID Long Integer STATE IDENTIFICATION NUMBER; Primary Key = Oracle sequence SEQ_TBLMASTER 
     LNAME 80  Text Subject's real last name 
     FNAME 40  Text Subject's real first name 
     MI 1  Text Subject's real middle initial 
     STREET 192  Text Subject's street address 
     CITY 40  Text Subject's resident city 
     STCODE 2  Text Subject's resident US state, Canadian province or foreign country; Foreign Key - references STCODE  in lookup table TLKPSTATE 
     ZIP 10  Text Subject's resident postal zipcode 
     OCCUPATION 30  Text Subject's last known occupation 
     POB 2  Text Subject's place of birth; Foreign Key - references STCODE (State Code) in lookup table TLKPSTATE 
     DOB 8  Date Subject's date of birth; Gregorian date entered in MM/DD/CCYY format 
     WGT Integer Subject's weight in pounds 
     SEX 1  Text Subject's sex code; valid values are [F]emale, [M]ale, [U]nknown or NULL 
     RCODE 1  Text Subject's race code; Foreign Key - references RCODE (Race Code) field in lookup table TLKPRACE 
     EYE Integer Subject's eye color; references EYE (Eye Code) field in lookup table TLKPEYES 
     HAIR Integer Subject's hair color; - references HAIR (Hair Code) field in lookup table TLKPHAIR 
     HGT Integer Subject's height; first digit is feet, second and third digits are inches 
     SOC 9  Text Subject's social security number 
     OLN 20  Text Operator Driver's License Number 
     OLS 2  Text Operator Driver's License State; references STCODE (State Code) in lookup table TLKPSTATE 
     FPC 20  Text Old Fingerprint Classification Number 
     FBI 9  Text Subject's FBI number 
     PHOTO 1  Text Photo on File Indicator; valid values are [Y]es or [N]o 
     RECTYPE 1  Text Record Type; Foreign Key references RECTYPE field in lookup table TLKPRECORD_TYPE 
     LNAME_SNDX 4  Text Last Name Index using Oracle soundex 
     FNAME_SNDX 4  Text First Name Index using Oracle soundex 
     PALM 1  Text Palm Print Indicator; valid values [Y]es, [N]o or NULL 
     DECEASED 50  Text Date subject died; valid Gregorian date entered in MM/DD/CCYY format or NULL if subject is alive 
     AFIS 1  Text AFIS fingerprint code; Null value=No Info, N=No Prints, Y=Prints on File(AFIS), P=Poor Quality Card, R=Reject/AFIS 
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     LOGIN 50  Text Login ID of the user who created this record 
     DATEENTERED 8  Date Date and time when the record was added to the table; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     MSO 1  Text Multi-State Offender Indicator; Can only be filled in by the FBI; valid values - [N]o or [Y]es 
     SUFFIX 3  Text Subject's name suffix (SR, JR, III etc) 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record;  field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     DNA 1  Text DNA on file in State Lab indicator; valid values - [N]o or [Y]es 
     MAIL_ADDRESS 100  Text Subject's alternative address 
     APT_NUM 45  Text Subject's apartment number 


TBLRECIPIENT Annulment Recipients 


Pri Req Field Name Field Size/Type Field Description 
 Y Y RECIPIENTCTR Long Integer Recipient Counter; Artificial primary key = Oracle Sequence SEQ_TBLRECIPIENT 
     RECNAME 50  Text Recipient Name; the name of individual who will receive a copy of the annulment 
     RECAGENCY 50  Text Recipient Agency; indicates the name of agency that will receive a copy of the annulment 
     ANNULCTR Long Integer Annulment counter; Foreign Key - references ANNULCTR (Annulment Counter) field in table TBLANNUL 
     LOGIN 50  Text Login ID of the user that created the record 
     DATEENTERED 8  Date Date and time when the record was created; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 
     LOGIN2 50  Text Login ID of the user who last modified this record 
     LASTUPDATE 8  Date Date and time of last update to this record; field format = Date (MM/DD/CCYY) + Time (HH:MM:SS AM/PM) 


TLKPCAUTION_VALUE NCIC Caution Values 


Pri Req Field Name Field Size/Type Field Description 
 Y Y VALUE_ID Integer Artificial Primary Key 
   Y CAUTION 255  Text NCIC Caution Value 


TLKPCONTRIBUTOR Arresting Agency 


Pri Req Field Name Field Size/Type Field Description 
 Y Y CCODE Integer Contributor Code; Artificial primary key 
     AGENCY 20  Text Agency Name 
     TYPE 2  Text Type of Agency; valid values are:  PD = Police Dept., SA = State Agency, SP = State Police, LE = Law Enforcement, CJ = County Jail,  
     ORI 9  Text Originating Agency Identifier;assigned by FBI, it uniquely identifies each Agency location 
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TLKPCOURTS Courts 


Pri Req Field Name Field Size/Type Field Description 
 Y Y CTCODE Integer Court Code; Artificial primary key 
     COURT 20  Text Court Name; the court where the case was disposed 
     CTORI 9  Text Originating Court Identifier; uniquely identifies each Court 
     ACTIVE 1  Text Active indicator; valid values are [Y]es or [N]o 


TLKPDISTYPE Dissemination Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y DISTYPE 1  Text Dissimenation Type Code; Artificial primary key 
     DESCRIPTION 25  Text Dissimenation Type Description;the reason why the record was disseminated 


TLKPEYES NCIC Eye Color Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y EYE Integer Eye code; Artificial primary key 
     ECOLOR 3  Text Eye Color Code; NCIC 3 character code describing the subject's eye color 
     ACTIVE 1  Text Active Eye Color Indicator; valid values are [Y]es or [N]o 
     DESCRIPTION 30  Text Eye Color Description 


TLKPFINDING Court Finding (Disposition) Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y FCODE Integer Finding Code; Arficial primary key 
     FINDING 35  Text Finding Description;  indicates the final outcome of the  case against the defendent...ie. Guilty, Not Guilty, Dissmissed 
     ACTIVE 1  Text Active Finding Indicator; vald values are [Y]es or [N]o 
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TLKPHAIR NCIC Hair Color Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y HAIR Integer Hair Code; Artificial primary key 
     HCOLOR 3  Text Hair Color Code; NCIC 3 character code describing the subject's hair color 
     ACTIVE 1  Text Active Hair Color Indicator; valid values are [Y]es or [N]o 
     DESCRIPTION 25  Text Hair Color Description 


TLKPHC NH Penal Institutions 


Pri Req Field Name Field Size/Type Field Description 
 Y Y HCID Integer House of Corrections ID; Artificial primary key 
     HCNAME 50  Text Name of penal institution (includes State Prison, County Jails and State Hospital) 
     ACTIVE 1  Text Active House of Correction Indicator; valid values are [Y]es or [N]o 
     ORI 9  Text Originating Agency Identifier 


TLKPMISD_FEL Degree Type (Felony/Misdemeanor) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y MFCODE Integer Misdemeanor/Felony Code; Artificial primary key 
     MFTYPE 15  Text Type description; current values are Misdemeanor, Felony, Violation, and Other 
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TLKPOFFENSE Offense Statutes 


Pri Req Field Name Field Size/Type Field Description 
 Y Y OFFCODE Integer Offense Code; Artificial primary key 
     OFFENSE 100  Text Offense Description 
     RSA 50  Text Revised Statutes Annotated (RSA) code 
     SEXOFFENSE 1  Text Sex Offense Indicator; valid values are [Y]es, [N]o, or NULL 
     ACTIVE 1  Text Active Offense Code Indicator; valid values are [Y]es or [N]o 
     SENTENCEENHANCER 1  Text Sentence Enhancer Statute Indicator; valid values are [Y]es or [N]o 
     EFFECTIVE 8  Date The Date the staute became effective 
     OBSOLETE 8  Date The Date the statute was repealed 
     UCTEXCEPTION 1  Text UCT(Uniform Charge Table) Exception Indicator; valid values are [Y]es or [N]o 
     SMART_CODE 50  Text UCT(Uniform Charge Table) Smart Code; constructed from offense statute, penalty statute, degree and a sequence number 
     RSA_PENALTY 50  Text UCT Pensalty Statute 
     INCHOATE_IND 1  Text Inchoate modifier allowed Indicator; valid values are [Y]es or [N]o 
     SENT_ENH_IND 1  Text Sentence Enhancer modifier allowed Indicator; valid values are [Y]es or [N]o 
     VISABILITY 1  Text C=Court, CCH and Corrections Only; A= All; E = Electronic 
     TITLE 128  Text Statute Title 
     DEGREE 2  Text Degree (Violation, Misdemeanor, Felony) & Class (A, B, Special, Unclassified) 


TLKPPLEA Plea Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y PCODE Integer Plea Code; Artificial primary key 
     PLEA 35  Text Description of the plea 


TLKPRACE NCIC Race Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y RCODE 1  Text NCIC Race Code; Primary Key 
     DESCRIPTION 50  Text Race Description; valid values are: Asian, Black, Indian (Native American), Unknown, and White 
     ACTIVE 1  Text Active Race Code Indicator; valid values are [Y]es or [N]o 
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TLKPRECORD_TYPE Record Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y RECTYPE 1  Text Criminal Record Type; primary key 
     RECORD_LITERAL 30  Text Record Type Description 


TLKPSMT NCIC Scars, Marks & Tattoos - Detailed Descriptions 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SMTID Long Integer Scars, Marks, Tattoos, and other Characteristics Identifier; Artificial primary key 
     NCICCODE 10  Text Scars, Marks, Tattoos, and other Charactistics code from NCIC 2000 Code Manual 
     DESCRIPTION 30  Text Scars, Marks, Tattoos, and other Characteristics Item/Location Description 
     TYPEID 4  Long Integer Scars, Marks, Tattoos and other Characteristics Type Indicator; Foreign key references TYPEID in lookup table TLKPSMTTYPE 
     ACTIVE 1  Text Active Indicator; valid values are [Y]es or [N]o 


TLKPSMTTYPE NCIC Scars, Marks & Tattoos Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y TYPEID Long Integer Scars, Marks, Tattoos and other Characteristics Type ID Code; Artificial primary key 
     TYPEDESC 50  Text Scars, Marks, Tattoos and other Characteristics Type Description 


TLKPSTATE US States, Canadian Provinces & Foreign Countries 


Pri Req Field Name Field Size/Type Field Description 
 Y Y STCODE 2  Text State, Province, or Country Code; Primary key 
     STATE 20  Text State, Province, or Country Name 


TLKPTIMEUNIT Time Unit Types 


Pri Req Field Name Field Size/Type Field Description 
 Y Y TIMEUNITID Integer Time Unit Identifier Code; Artificial primary key 
     TIMEUNIT 10  Text Time Unit Description; valid values are: Days, Months, Years, or Hours 
     ABBREV 2  Text Time Unit Abbreviation; valid values are: d, m, y or h 
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 NH Sex Offender Registry Data Dictionary 
tblAddress Offender Address History  (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y AddressID 4  Long Integer SQL Server Identity field 
     OffenderID 4  Long Integer Foreign key to tblOffender 
     StreetNumber 8  Text Street number 
     Address 64  Text Street Name and Street type or PO Box or Rural route number 
     City 32  Text Name of city 
     State 4  Long Integer Foreign key to tlkpState 
     Zip 10  Text Postal zip code 
   Y AddressType 1  Byte Foreign key to tblAddressType 
     AddressDate 8  Date Date/Time stamp of entry 
     Rent 1  Yes/No Rental property indicator; valid values are [Y]es or [N]o 
     LandlordName 50  Text Name of landlord if Rent = 'Y' 
     LandlordPhone 10  Text Phone number of landlord 
     LandlordAddress 64  Text Street address of landlord 
     LandlordCity 32  Text City of landloard 
     LandlordState 4  Long Integer Foreign key to tlkpState 
     LandlordZip 10  Text Postal zipcode of landlord 
     Active 1  Text Active indicator; valid values are [Y]es or [N]o 
     intAType 4  Long Integer Foreign key to tlkpAType (used for address validation process) 


tblAddressType Address Types (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y AddressType 4  Long Integer SQL Server Identity field 
     Add_Desc 50  Text Address type description 
     Active 1  Yes/No Active indicator; valid values are [Y]es or [N]o 
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tblAddressVerification Offender Address Verification Records (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y VerificationID 4  Long Integer SQL Server Identity field 
   Y AddressID 4  Long Integer Foreign key to tblAddress 
     AttemptType 32  Text Type of verification 
     AttemptDate 8  Date Date of last verification attempt 
     Status 16  Text Verification status 
     StatusDate 8  Date Date of latest verification status 
     AgencyId 4  Long Integer Foreign key to tblAgency 
     Officer 32  Text Name of person verifying address 
     PrintDate 8  Date Date verification letter printed 
     OffenderID 4  Long Integer Foreign key to tblOffender 
     Comments 0  Memo/Hyperlink Free form comment field 


tblAgency Law Enforcement Agencies (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y AgencyID 4  Long Integer SQL Server Identity field 
     Agency 50  Text Name of law enforcement agency 
     Type 2  Text Type of agency 
     ORI 10  Text Agency ORI 
     Address1 50  Text Address line 1 of agency 
     Address2 50  Text Address line 2 of agency 
     City 50  Text Agency city 
     StateID 4  Long Integer Foreign key to tlkpState 
     Zipcode 10  Text Postal zipcode 
     Telephone 15  Text Agency telephone number 
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tblAliases Offender Aliases (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y AliasID 4  Long Integer SQL Server Identity field 
   Y OffenderID 4  Long Integer Foreign key to tblOffender 
     AliasFirstName 30  Text AKA first name 
     AliasMiddleInitial 1  Text AKA middle initial 
     AliasLastName 50  Text AKA last name 
     AliasSuffix 3  Text AKA suffix 
     AliasDate 50  Text Date AKA entered in database 
     AliasDOB 8  Date Alias date of birth 
     AliasSSN 11  Text Alias Social Security number 


tblAppeals Offender Fee Waiver Appeals (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngAppealsID 4  Long Integer Appeal primary key 
   Y lngHearings 4  Long Integer Foreign key to tblHearings's primary key 
   Y dteAppealRequested 8  Date Date the appleal was requested 
     dteAppealDate 8  Date Date the appeal will take place 
     dteAppealResultDate 8  Date The date the result of the appeal is available 
     intAppealResult 4  Long Integer Foreign key to tlkpHearingResults 
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tblAudit Audit Records – NCIC Messages (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y intAuditCnt 4  Long Integer SQL Server Identity field 
     OffenderID 4  Long Integer Foreign key to tblOffender 
     strName 200  Text Name of offender being sent to NCIC 
     strAction 200  Text NCIC message key 
     strExplanation 200  Text Description of message key 
     strField 200  Text Name of field being modified; blank for initial entry 
     strNewValue 255  Text New value being sent to NCIC 
     dtmDate 8  Date Date change was made 
     dtmMessageSent 8  Date Date message sent to NCIC 
     strUser 50  Text User name 


tblBodyMark Offender Scars, Marks and Tattoos (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y MarkId 4  Long Integer SQL Server Identity field 
   Y OffenderId 4  Long Integer Foreign key to tblOffender 
   Y SmtId 4  Long Integer Foreign key to tlkpsmt 
     OtherDescription 0  Memo/Hyperlink Freeform description in addition to or instead of NCIC value(s) 
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TBLCHARGE CCH Linked Oracle Table 


Pri Req Field Name Field Size/Type Field Description 
 Y Y CHARGECTR 16   See CCH 
     SID 16   See CCH 
     ARRESTDATE 8  Date See CCH 
     OFFCODE 16   See CCH 
     OFFACCOMP 1  Text See CCH 
     OFFATTEMPT 1  Text See CCH 
     OFFCONSPIRACY 1  Text See CCH 
     OFFCRIMLIA 1  Text See CCH 
     OFFCRIMSOL 1  Text See CCH 
     CTCODE 16   See CCH 
     COURTDATE 8  Date See CCH 
     DISPCODE 16   See CCH 
     DISPACCOMP 1  Text See CCH 
     DISPATTEMPT 1  Text See CCH 
     DISPCONSPIRACY 1  Text See CCH 
     DISPCRIMLIA 1  Text See CCH 
     DISPCRIMSOL 1  Text See CCH 
     CCODE 16   See CCH 
     DV 1  Text See CCH 
     TRACK 12  Text See CCH 
     COMMNT 200  Text See CCH 
     LOGIN 50  Text See CCH 
     DATEENTERED 8  Date See CCH 
     MFCODE 16   See CCH 
     CLASS2 1  Text See CCH 
     ARRESTONWARRANT 1  Text See CCH 
     WARRANTAGENCY 25  Text See CCH 
     OFFCONSOLIDATION 1  Text See CCH 
     DISPCONSOLIDATION 1  Text See CCH 
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     NOTPRINTED 1  Text See CCH 
     LOGIN2 50  Text See CCH 
     LASTUPDATE 8  Date See CCH 
     HSTCTCODE 16   See CCH 
     SIN 20  Text See CCH 
     VIOLATION_DATE 8  Date See CCH 
     VIOLATION_END_DATE 8  Date See CCH 
     ONORABOUT 1  Text See CCH 
     VAW 1  Text See CCH 
     CAC 1  Text See CCH 
     FINGERENTRY 1  Text See CCH 
     DV_FPC 1  Text See CCH 
     DV_DISP 1  Text See CCH 
     DV_COMP 1  Text See CCH 


tblDateOfLastLogin MS Access Table 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngID 4  Long Integer ID field 
   Y dteLastLoginDate 8  Date The date of the last user login 
     strUser 50  Text The user that logged in 
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TBLDOCKET CCH Linked Oracle Table 


Pri Req Field Name Field Size/Type Field Description 
 Y Y DOCKETCTR 16   See CCH 
     CHARGECTR 16   See CCH 
     DOCKET 20  Text See CCH 
     VIOLATIONDATE 8  Date See CCH 
     FCODE 16   See CCH 
     MFCODE 16   See CCH 
     CLASS 20  Text See CCH 
     INDICTED 1  Text See CCH 
     PCODE 16   See CCH 
     APPEAL 1  Text See CCH 
     HCID 16   See CCH 
     SENTNOTE 255  Text See CCH 
     PROB 1  Text See CCH 
     PROBAMOUNT 16   See CCH 
     PROBTIMEUNITID 16   See CCH 
     PROBNOTE 100  Text See CCH 
     GOODB 1  Text See CCH 
     GOODBAMOUNT 16   See CCH 
     GOODBTIMEUNITID 16   See CCH 
     CONDIS 1  Text See CCH 
     CONDISAMOUNT 16   See CCH 
     CONDISTIMEUNITID 16   See CCH 
     COMSERV 1  Text See CCH 
     COMSERVAMOUNT 16   See CCH 
     COMSERVTIMEUNITID 16   See CCH 
     RESTITUTION 1  Text See CCH 
     FINE 16   See CCH 
     FINESUSPENDED 16   See CCH 
     FINEDEFERRED 16   See CCH 
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 Data Dictionary 
     FUGITIVESTCODE 2  Text See CCH 
     ORIGINALDOCKET 20  Text See CCH 
     LOGIN 50  Text See CCH 
     DATEENTERED 8  Date See CCH 
     FINGERENTRY 1  Text See CCH 
     DV 1  Text See CCH 
     VICTIMAGE 10  Text See CCH 
     UNCONDIS 1  Text See CCH 
     UNCONDISAMOUNT 16   See CCH 
     UNCONDISTIMEUNITID 16   See CCH 
     TRIALDATE 8  Date See CCH 
     ORIGCTCODE 16   See CCH 
     LOGIN2 50  Text See CCH 
     LASTUPDATE 8  Date See CCH 


tblEmployer Offender’s Employer History (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y EmployerID 4  Long Integer SQL Server Identity field 
   Y OffenderID 4  Long Integer Foreign key to tblOffender 
     Occupation 50  Text Description of offender's job 
     Employer 50  Text Name of offender's employer 
     EmployerAddress 50  Text Street address of offender's employrer 
     EmployerCity 50  Text City of offender's employer 
     EmployerState 4  Long Integer Foreign key to tlkpState 
     EmployerZip 50  Text Postal zipcode of offender's employer 
     EmployerPhoneNumber 50  Text Telephone number of offender's employer 
     EmployerDate 8  Date Date entry made in database 
     EmployerStartDate 8  Date Date offender started work with this employer 
     EmployerEndDate 8  Date Date offender's employment with this employer terminated 
     EmployerRoutes 0  Memo/Hyperlink Used to describe areas generally worked or routes travelled if employment is not at a static location 
     Active 1  Text Active indicator; valid values are [Y]es or [N]o 


Friday, January 21, 2011 Page 8 of 31 







 Data Dictionary 
tblEyeColor NCIC Eye Color Codes (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y EYE 4  Long Integer SQL Server Identity field 
     ECOLOR 3  Text NCIC eye color code 
     ACTIVE 1  Text Active indicator; valid values are [Y]es or [N]o 
     DESCRIPTION 30  Text Eye color description 


tblFormType Offender Registration Form Types (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y FormTypeID 4  Long Integer SQL Server Identity field 
     FormCode 3  Text Registration form code 
     FormDesc 50  Text Registration form description 
     FormSort 4  Long Integer Number used for sorting order 


tblHairColor NCIC Hair Color Codes (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y HAIR 4  Long Integer SQL Server Identity field 
     HCOLOR 3  Text NCIC hair color code 
     ACTIVE 1  Text Active indicator; valid values are [Y]es or [N]o 
     DESCRIPTION 25  Text Hair color description 


tblHearings Offender Fee Waiver Request Hearings (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngHearingsID 4  Long Integer Primary Key 
   Y lngOffenderID 4  Long Integer foreign key to tblOffender 
   Y TrackingID 4  Long Integer foreign key to tblTracking 
   Y dteHearingRequested 8  Date Date the hearing was requested 
     dteHearingDate 8  Date Date of the hearing 
     dteHearingResultDate 8  Date Date of the hearing results 
     lngHearingResult 4  Long Integer The hearing result. foreign key to tlkpHearingResults 
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 Data Dictionary 
tblInternet Offender Email & Internet Screen Names (SOR SQL Server)  


Pri Req Field Name Field Size/Type Field Description 
 Y Y InternetId 4  Long Integer SQL Server Identity field 
   Y OffenderId 4  Long Integer Foreign key to tblOffender 
   Y InternetTypeId 4  Long Integer Foreign key to tlkpInternetType 
   Y InternetName 64  Text Email address or 'Facebook' name etc 


tblMessage NCIC Messages (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngMessageCnt 4  Long Integer SQL Server Identity field 
     strName 0  Memo/Hyperlink Name of registered sex offender being sent to NCIC 
     strMessage 0  Memo/Hyperlink NCIC message in "dot" notation 
     ysnMessagesent 1  Byte Message sent indicator; valid values are 1 (YES)  or 0 (NO) 
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 Data Dictionary 
tblMessageTemp Used to build NCIC Messages (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
     OffenderID 4  Long Integer Offender OCA number from tblOffender.OffenderID 
     MKE 10  Text Message Key 
     NAM 100  Text Offender's name 
     SEX1 50  Text Offender's gender code 
     RAC 50  Text Offender's race code 
     POB 100  Text Offender's place of birth code 
     DOB 8  Date Offender's date of birth 
     SXP 50  Text Sexual predator indicator; valid values are [Y]es or [N]o 
     HGT 4  Long Integer Offender's height in inches 
     WGT 4  Long Integer Offender's weight in pounds 
     EYE 50  Text Offender's eye color code 
     HAI 50  Text Offender's hair color code 
     FBI 50  Text Offender's FBI number 
     TNO 50  Text Offender's telephone number 
     dtmMessageSent 8  Date Date message sent to NCIC 
     strName 100  Text Offender's name (again) 
     SOC 50  Text Offender's social security number 
     Active 1  Yes/No Active indicator; valid values are [Y]es or [N]o 
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 Data Dictionary 
tblNCIC NCIC Data (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
     Oca 8  Double See NCIC documentation 
     Mke 255  Text See NCIC documentation 
     Ori 255  Text See NCIC documentation 
     Nam 255  Text See NCIC documentation 
     Sex 255  Text See NCIC documentation 
     Rac 255  Text See NCIC documentation 
     Pob 255  Text See NCIC documentation 
     Dob 8  Double See NCIC documentation 
     Hgt 8  Double See NCIC documentation 
     Wgt 8  Double See NCIC documentation 
     Eye 255  Text See NCIC documentation 
     Hai 255  Text See NCIC documentation 
     Fbi 255  Text See NCIC documentation 
     Soc 8  Double See NCIC documentation 
     Ord 8  Double See NCIC documentation 
     Erd 255  Text See NCIC documentation 
     Sxp 255  Text See NCIC documentation 
     Crr 255  Text See NCIC documentation 
     Con 8  Double See NCIC documentation 
     Addr1 255  Text See NCIC documentation 
     Addr2 255  Text See NCIC documentation 
     Tno 255  Text See NCIC documentation 
     Dna 255  Text See NCIC documentation 
     Dte 255  Text See NCIC documentation 
     Nic 255  Text See NCIC documentation 
     Mis 255  Text See NCIC documentation 
     Aka01 255  Text See NCIC documentation 
     Aka02 255  Text See NCIC documentation 
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 Data Dictionary 
tblNSORMessage NSOR Responses (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngNSORID 4  Long Integer NSOR message identifier 
     memMessage 0  Memo/Hyperlink Message returned from NSOR 
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 Data Dictionary 
tblOffender The Sex Offender (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y OffenderID 4  Long Integer SQL Server Identity field 
     OffenderTypeID 4  Long Integer Foreign key to tblOffenderType 
     intTier 4  Long Integer New Hampshire registration tier level (1, 2 or 3) 
     PublicListExclusion 1  Yes/No Exclude from public list indicator; valid values are [Y]es or [N]o or NULL 
     ExclusionReason 128  Text Resaon offender is to be excluded form the public list 
     FirstName 30  Text Offender's first name 
     LastName 50  Text Offender's last name 
     MiddleInitial 1  Text Offender's middle initial 
     strSuffix 3  Text Offender's suffix 
     DateOfBirth 8  Date Offender's date of birth 
     PlaceOfBirth 4  Long Integer Offender's place of birth 
     SocialSecurityNumber 11  Text Offender's social security number 
     PhoneNumber 15  Text Offender's phone number (deprecated) 
     Sex 6  Text Offender's gender code 
     Height 4  Long Integer Offender's height in inches 
     Weight 4  Long Integer Offender's weight in pounds 
     EyeColor 4  Long Integer Offender's eye color code 
     HairColor 4  Long Integer Offender's hair color code 
     Race 4  Long Integer Offender's race code 
     SexualPredator 1  Yes/No Sexual Predator indicator; valid values are [Y]es or [N]o 
     Active 1  Yes/No Active indicator; valid values are [Y]es or [N]o 
     Warrant 1  Yes/No Active warrant issued indicator 
     FBINumber 9  Text Offender's FBI number 
     strNICNumber 50  Text Offender's NCIC number 
     fPicture 1  Yes/No Picture on file indicator 
     dtmPicture 8  Date Date of latest picture on file 
     FingerPrints 1  Yes/No Finger prints on file indicator 
     DNA 1  Yes/No DNA on file in State lab indicator 
     WarrantAgencyID 4  Long Integer Foreign key to tblAgency 
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 Data Dictionary 
     LicenseState 4  Long Integer Foreign key nto tlkpState 
     LicenseNumber 32  Text Offender's driver's license number 
     ActiveNoForm 10  Text Reason why offender was activated without a form 


tblOffenderComments Comments about the Offender (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngOffCommentsCnt 4  Long Integer Primary key for tblOffenderComments 
   Y OffenderID 4  Long Integer Foreign key to tblOffender 
     OffenderComments 0  Memo/Hyperlink Comments about this offender 


tblOffenderType Offender Type (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y OffenderTypeID 4  Long Integer SQL Server Identity field 
     OffenderTypeDesc 50  Text Description of offender type 


tblOffenseDetails Sex Offense Details (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y OffenseDetailsID 4  Long Integer SQL Server Identity field 
     OffenseID 4  Long Integer Foreign key to tblOffense 
     OffenseDate 8  Date Date offense took place 
     DocketNumber 50  Text Court case (docket) number 
     RSAID 4  Long Integer Foreign key to tblRSACodes 
     AgeOfVictim 10  Text Age of victim 
     ysnCRR 1  Byte Conviction requiring registration indicator 
     OffenderTypeID 4  Long Integer Foreign key to tblOffenderType (deprecated) 
     SexOfVictim 1  Text Gender of victim 
     ExcludeFromPublic 1  Yes/No Exclude from public list indicator (deprecated) 
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 Data Dictionary 
tblOffenses Offense Information (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y OffenseID 4  Long Integer Primay Key for tblOffenses 
     OffenderID 4  Long Integer Foreign key to tblOffender 
     RegistrationTerm 50  Text How long an offender needs to keep registering; i.e. "LIFE", "10" (a number indicates number of years) 
     ArrestAgency 50  Text Agency that arrested the offender 
     ArrestDate 8  Date Date of the arrest 
     ProsecutingAgency 50  Text Agency that prosecuted the offender 
     ConvictionDate 8  Date Date offender was convicted 
     NHReleaseDate 8  Date Date offender was released 
     ConfinementRelease 8  Date No Description 
     ParoleExpirationDate 8  Date Date that an offender parole will expire 
     SupervisionStatusID 4  Long Integer Foreign key to tlkpSupervisionStatus 
     SupervisingAgency 50  Text Agency tasked with supervising the offender during confinement 
     SupervisingAddress 50  Text Street address of supervising agency 
     SupervisingCity 50  Text City portion of supervising agency address 
     SupervisingState 4  Long Integer state of supervising agency 
     SupervisingZip 50  Text zipcode of supervising agency 
     SupervisingName 50  Text Name of supervisor 
     SupervisingPhone 50  Text Phone number of supervising agency 
     Fake Key 4  Long Integer No Description 
     dtmHearing 8  Date Date of the hearing for this offense 
     ExtStartDate 8  Date No Description 
     ExtEndDate 8  Date No Description 
     f90DayReg 1  Yes/No No Description 
     dtmOffense 8  Date No Description 
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 Data Dictionary 
tblPhone Offender Telephone Numbers (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y PhoneId 4  Long Integer Primary key for tblPhone 
   Y OffenderId 4  Long Integer Foriegn key to tblOffender 
   Y PhoneTypeId 4  Long Integer Type of Phone; foreign key to tblPhoneType 
   Y Phone 15  Text Phone number of Offender 


tblPhoneType Telephone Type Lookup Table (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y PhoneTypeId 4  Long Integer Primary key for tblPhoneType 
   Y PhoneType 16  Text Description of phone type 


tblProLicense Offender Professional Licenses (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y ProLicenseId 4  Long Integer Primary key for tblProLicense 
   Y OffenderId 4  Long Integer Foreign key to tblOffender 
   Y ProLicenseTypeId 4  Long Integer Type of professional license; Foreign key to tlkpProLicense 
     ProLicenseNumber 32  Text License number 
     ExpirationDate 8  Date Date this license expires 


tblRace NCIC Race Codes (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y RaceID 4  Long Integer Primary key for tblRace 
     RCODE 1  Text Single character code for race type 
     DESCRIPTION 50  Text Full description of the race type 
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 Data Dictionary 
tblReportList MS Access Table – Used to Select Canned Reports 


Pri Req Field Name Field Size/Type Field Description 
 Y Y strCategory 50  Text Category name: used to group reports into categories for listing on the menu. 
 Y Y strDisplayName 75  Text Descriptive report name to display for user 
 Y Y strRptObjectName 50  Text Name of Report Object to be used in OpenReport "Report Name" argument. 
     intCategoryOrder 2  Integer Category sort order: used to sort the categories for listing on the menu. 
     strQryObjectName 50  Text Name of Query Object to be used in OpenReport "Filter Name" argument; enter 0 if not used. 
   Y ysnActive 1  Yes/No Boolean indicating if a report is displayed on menu or not: Y=Displayed; N=Not Displayed 
   Y strDescription 0  Memo/Hyperlink Used to give a full description of the report to aid the user in selection. 
   Y strFsfrCrit1 25  Text Name of subform used to get report criteria; enter 0 if not used. 
   Y strFsfrCrit2 25  Text Name of subform used to get report criteria; enter 0 if not used. 
   Y strFsfrCrit3 50  Text Name of subform used to get report criteria; enter 0 if not used. 
     ysnPrint 1  Yes/No Used to determine intrinsic constant "View" argument value in OpenReport reference; Y=acViewNormal, N=acViewPreview. 


tblRSACodes Sex Offense RSA Codes (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y RSAID 4  Long Integer Primary Key for tblRSACodes 
     RSAState 4  Long Integer Originating state of RSA 
     RSACode 50  Text RSA Code 
     RSADescription 100  Text Description of the RSA 
     LinkToStatuteText 128  Text HTTP URL linking to the Statute text 
     CRRcode 4  Text No Description 
     intRank 4  Long Integer No Description 
     RSATypeID 4  Long Integer Foreign key to RSAType table 
     intTier 4  Long Integer Tier level of RSA offense 
     Active 1  Text Single character describing if this RSA type is still active. N= Inactive; Y = Active 


tblRSAType RSA Type Lookup Table (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y RSATypeID 4  Long Integer SQL Server Identity field 
     RSATypeDesc 30  Text Description of RSA; e.g. Offense Against Children, Sex Offense, Other Offense 
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 Data Dictionary 
tblSchool Schools (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SchoolID 4  Long Integer SQL Server Identity field 
     School 50  Text School's name 
     SchoolAddress 50  Text School's street address or PO Box number 
     SchoolCity 50  Text School's city location 
     SchoolStateID 4  Long Integer Foreign key to tlkpState 
     SchoolZip 9  Text School's postal zipcode 
     SchoolPhone 10  Text School's phone number 


tblSchoolOffender Offender – School Junction Table (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SchoolOffenderID 4  Long Integer SQL Server Identity field 
   Y OffenderID 4  Long Integer Foreign key to tblOffender 
   Y SchoolID 4  Long Integer Foreign key to tblSchool 
     EnrollDate 8  Date Date offender enrolled in this school 
     EndDate 8  Date Date offender ceased attending this school 
     Active 1  Text Active enrollment indicator 


tblSIDS Offender State ID Numbers (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SIDID 4  Long Integer SQL Server Identity field 
     OffenderID 4  Long Integer Foreign key to tblOffender 
     StateID 4  Long Integer Foreign key to tlkpState 
     SID 20  Text State identification number 


tblStates NCIC State/Country Codes (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y StateId 4  Long Integer SQL Server Identity field 
   Y StateCode 2  Text Two digit NCIC value for US state, Canadian province or country code 
     StateName 30  Text State, province or country name 
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 Data Dictionary 
tblSuspension DMV License Suspension Records (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SuspensionID 4  Long Integer SQL Server Identity field 
   Y OffenderID 4  Long Integer Foreign key to tblOffender 
     SuspensionStatus 16  Text Driver license suspension status 
     SuspensionReason 2  Integer Driver license suspension reason 
     WarningLetterDate 8  Date Date warning letter sent to offender 
     DMVNotificationDate 8  Date Date notification letter sent to DMV 
     ComplianceDate 8  Date Date offender came into compliance 
     InactiveDate 8  Date Date offender became inactive; e.g. moved out-of-state or was incarcerated etc. 


tblTempCompliance Used to Create Registration Compliance Report (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
   Y OffenderID 4  Long Integer Offender OCA = tblOffender.OffenderID 
     fCompliant 1  Byte Compliance Indicator 
     Message 128  Text Message; reason offender is non-compliant 
     ncDate 8  Date Date offender became non-compliant 
     dtLastUpdated 8  Date Date this table was last updated 


tblTempComplianceByOffender Used to Create Registration Compliance Report (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
   Y OffenderID 4  Long Integer Offender OCA = tblOffender.OffenderID 
     fCompliant 1  Byte Compliance Indicator 
     Message 128  Text Message; reason offender is non-compliant 
     ncDate 8  Date Date offender became non-compliant 
     dtLastUpdated 8  Date Date this table was last updated 
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 Data Dictionary 
tblTempFeeCompliance Used to Create Fee Compliance Report (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
   Y OffenderID 4  Long Integer Offender OCA = tblOffender.OffenderID 
     fCompliant 1  Byte Compliance Indicator 
     Message 0  Memo/Hyperlink Message; reason offender is non-compliant 
     ncDate 8  Date Date offender became non-compliant 
     dtLastUpdated 8  Date Date this table was last updated 


tblTempFeeCompliance Used to Create Fee Compliance Report (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y OffenderID 4  Long Integer Offender OCA = tblOffender.OffenderID 
     fCompliant 1  Byte Compliant indicator 
     Message 0  Memo/Hyperlink Message; reason offender is non-compliant 
     ncDate 8  Date Date offender became non-compliant 
     dtLastUpdated 8  Date Date this table was last updated 


tbltempNICNumber Used by NSOR Messaging (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngNICID 4  Long Integer No Description 
     strMessageLine 100  Text No Description 
     strName 50  Text No Description 
     strNICNumber 50  Text No Description 
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 Data Dictionary 
tblTracking Offender Registration Tracking (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y TrackingID 4  Long Integer SQL Server Identity field 
     FormTypeID 4  Long Integer Foreign key to tblFormType 
     TransactionID 4  Long Integer Foreign key to FAUD.tblTransactionAuto 
     FormType 50  Text Old form type description (deprecated) 
     OffenderID 4  Long Integer Foreign key to tblOffender 
     DateOfForm 8  Date Date of registration form 
     Reason 50  Text Reason for change of information or status 
     RegistrationYear 2  Integer Four digit year of registration cycle 
     RegisteringOfficer 50  Text Name of officer at local PD 
     RegisteringOfficerPhone 15  Text Phone number of registering officer 
     ForceCompliant 1  Byte Force compliance for annual, QT2 or QT4  registration indicator 
     OldIDNumber 50  Text Old Id Number (deprecated) 
     ForceCompliantRelease 1  Byte Force compliance for RELEASE registration indicator 
     RegOfficerTitle 50  Text Title of rgistering officer 
     RegAgencyID 4  Long Integer Foreign key to tblAgency 
     ForceCompliantSemi 1  Byte Force compliance for semi-annual registration indicator 
     ForceCompliantFee 1  Byte Force compliance for FEE payment indicator 
     fPaidOut 1  Byte Indicator regarding if this records proportional amount has been paid back to the registering agency. 
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 Data Dictionary 
tblTransactionAuto Fee Transactions (FAUD SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngTransactionCnt 4  Long Integer Artificial primary key. 
     lngSys 4  Long Integer Foreign key from table tlkpSystem. 
     dtmTranDate 8  Date Date of transaction. 
     lngEvent 4  Long Integer Foreign key from table tlkpInstrument. 
     lngInstrument 4  Long Integer Foreign key to tlkpInstrument 
     lngMiscRev 4  Long Integer Foreign key from table tlkpMiscRev. 
     curAmount 8  Currency Amount of this transaction 
     strPrePaidAcct 50  Text Pre-paid account number 
     strCheckNum 50  Text Check number as String value 
     fWaived 1  Yes/No Indicator for if this transaction's fee was waived 
     lngWReason 4  Long Integer Waiver reason 
     lngCard 4  Long Integer Foreign key from tblLicenses. 
     lngCardNum 4  Long Integer PLID card number. (not used in SOR) 
     DISCTR 8  Double Foreign key to dissemination table. 
     SID 8  Double CHRI SID. 
     fInvalid 1  Yes/No Is this fee invalid? 
     lngSec 4  Long Integer Foreign key to tlkpSecurity. 
     strRequesterAgency 50  Text Requester's agency. 
     strRequesterName 50  Text Requester's name. 
     dteRequesterDOB 8  Date Requester's date of birth. 
     strSearchName 50  Text Name searched. 
     strMultiTransNum 50  Text Multiple transaction number (Same as Check Number). 
     lngTransBatchNum 4  Long Integer Multiple transaction batch number. 
     lngSec2 4  Long Integer Foreign key to tlkpSecurity. 
     lngCreditCard 4  Long Integer Foreign key to tlkpCreditCard. 
     fFrontCounter 1  Yes/No Was this transaction generated at the front counter? 
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 Data Dictionary 
tblTravelDoc Offender Passport/VISA records (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y TravelDocId 4  Long Integer SQL Server Identity field 
   Y OffenderId 4  Long Integer Foreign key to tblOffender 
   Y TravelDocTypeId 4  Long Integer Foreign key to tlkpTravelDocTypeId 
     TravelStateId 4  Long Integer Foreign key to tlkpState 
     TravelDocNumber 32  Text Identification number of travel document 
     ExpirationDate 8  Date Date travel document expires 


tblVehicle Offender Vehicle History (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y VehicleID 4  Long Integer SQL Server Identity field 
   Y OffenderID 4  Long Integer Foreign key to tblOffender 
     Make 50  Text Vehicle make 
     Model 50  Text vehicle model 
     Color 50  Text vehicle color 
     Plate 50  Text Vehicle registration identification number 
     StateID 4  Long Integer Foreign key to tlkpState 
     Active 1  Text Active indicator 
     VehYear 4  Long Integer Vehicle year of manufacture 
     VehAddress 50  Text Address where vehicle is kept if different from offender's home address 
     VehCity 20  Text City where vehicle is kept if different... 
     VehState 4  Long Integer Foreign key to tlkpState; State where vehicle is kept if different from offender's home 


TempFeeCheck Used by Fee Compliance Procedure (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
     feeType 4  Long Integer 13=A50, 10=SFE, 9=AFE 
     feeDate 8  Date Past or Future Due Date closest to today! 
     feeYear 4  Long Integer Year of the fee 
     Status 4  Long Integer 0 = Valid; 1 = valid 
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 Data Dictionary 
tempMessage No Description 


Pri Req Field Name Field Size/Type Field Description 
 Y Y messageID 4  Long Integer SQL Server Identity field 
     message 128  Text Message about compliance 
     dateDue 8  Date Date action was due 


TempRegCheck Used by Registration Compliance Procedure (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
     RegType 4  Long Integer 4=ANN, 11=QT2, 5=SEM or 12=QT4 
     DueDate 8  Date Past or Future Due Date closest to today! 
     Status 4  Long Integer 0 = Valid; 1 = valid 


tempRegDue Used by Registration Compliance Procedure (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
   Y regType 4  Long Integer Foreign key to tblFormTYpe 
   Y dueDate 8  Date Date this registration is due 
   Y status 4  Long Integer Valid registration for this cycle indicator 


tlkpAttemptStatus Address Verification Status Type Lookup Table (SOR SQL Server)   


Pri Req Field Name Field Size/Type Field Description 
 Y Y strAttemptStatus 40  Text Attempt verification description text stored in tblAddressVerification.Status 


tlkpAttemptType Address Verification Attempt Type Lookup Table (SOR SQL Server)   


Pri Req Field Name Field Size/Type Field Description 
 Y Y strAttemptType 25  Text Attempt verification description text stored in tblAddressVerification.AttemptType 


tlkpAType Address Verification Problem Type Lookup Table (SOR SQL Server)   


Pri Req Field Name Field Size/Type Field Description 
 Y Y intATypeCnt 4  Long Integer SQL Server Identity field 
     strATypeDesc 50  Text A[ddress] verification type description 
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 Data Dictionary 
tlkpCityCnty NH Cities and Counties (SOR SQL Server)   


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngCityCntyCnt 4  Long Integer SQL Server Identity field 
   Y City 20  Text City name 
   Y strCounty 15  Text County name in which city is located 
     intTroop 4  Long Integer Foreign key to tblAgency - State Police troop responsible for patrolling this city 
     IntPD 4  Long Integer Foreign key to tblAgency; Local police dept. or county sheriff responsible for this city 


tlkpEvent Fee Event Type Lookup Table (FAUD SQL SERVER) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngEventCnt 4  Long Integer Artificial primary key. 
     lngSys 4  Long Integer Foreign key to tlkpSystem. 
     strEvent 75  Text Description of event causing a fee. 
     strRSA 50  Text RSA Code for this event 
     lngMiscRev 4  Long Integer Foreign key from tlkpMiscRevenue. 
     curFee 8  Currency Fee 
     strStatus 1  Text Status (A=Active, I=Inactive). 


tlkpHearingResults Hearing Result Type Lookup Table (SOR SQL Server)   


Pri Req Field Name Field Size/Type Field Description 
 Y Y intID 4  Long Integer Artificial primary key. 
     strResultDesc 50  Text Description of hearing results 


tlkpHolidays MS Access – Used by Custom Date Add Functions 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngHolidayCnt 4  Long Integer Artificial primary key. 
     dteHolidayDate 8  Date Date of holiday 
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 Data Dictionary 
tlkpInstrument Fee Payment Type Lookup Table (FAUD SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngInstrumentCnt 4  Long Integer Artificial primary key. 
     strInstrument 7  Text Description of Instrument used to pay fee. 
     strStatus 1  Text Status (A=Active, I=Inactive). 


tlkpInternetType Internet/Email Type Lookup Table (SOR SQL Server)   


Pri Req Field Name Field Size/Type Field Description 
 Y Y internetTypeId 4  Long Integer SQL Server Identity field 
     internetType 32  Text Description of web resource; e.g. email, MySpace, Facebook etc. 


tlkpMiscRev Fee Revenue Type Lookup Table (FAUD SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngMiscRevCnt 4  Long Integer Primary key 
     lngMiscRevSysFaud 4  Long Integer System that entered rev into faud. 
     strMiscRevCode 4  Text Miscellaneous revenue code. 
     strMiscRevSrc 4  Text Miscellaneous revenue source. 
     strDesc 50  Text Revenue description. 
     strStatus 1  Text Status (A=Active, I=Inactive). 


TLKPOFFENSE CCH Linked Oracle Table 


Pri Req Field Name Field Size/Type Field Description 
 Y Y OFFCODE 16   See CCH 
     OFFENSE 100  Text See CCH 
     RSA 50  Text See CCH 
     SEXOFFENSE 1  Text See CCH 
     ACTIVE 1  Text See CCH 
     SENTENCEENHANCER 1  Text See CCH 
     EFFECTIVE 8  Date See CCH 
     OBSOLETE 8  Date See CCH 
     UCTEXCEPTION 1  Text See CCH 
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 Data Dictionary 
tlkpProLicenseType Professional License Type Lookup Table (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y ProLicenseTypeId 4  Long Integer SQL Server Identity field 
   Y ProLicenseType 32  Text Description of professional license type 


tlkpSecurity User Security Codes (FAUD SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngNewKey 4  Long Integer Primary Key 
     lngSecCnt 4  Long Integer Old primary key, currently used to identiry users in multiple tables 
     strSecCode 4  Text String secret security code, not known to users 
     strUserID 9  Text User log-in name 
     strUserCode 4  Text String security code that is known to the user 
     strStatus 1  Text Status (A=Active, I=Inactive). 
     lngOldKey 4  Long Integer Old security key 
     lngOldSys 4  Long Integer Old system Foreign key 


tlkpSmt NCIC Codes Scars, Marks and Tattoos (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y smtId 4  Long Integer SQL Server Identity field 
     ncicCode 50  Text NCIC code value for scar, mark or tattoo 
   Y description 50  Text Description of the scar, mark or tattoo 
   Y smtTypeId 4  Long Integer Foreign key to tlkpSmtType 
   Y active 1  Yes/No Active indicator 


tlkpSmtType NCIC SMT Category Types (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y smtTypeId 4  Long Integer SQL Server Identity field 
   Y typeDesc 50  Text NCIC description of the SMT category type 
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 Data Dictionary 
tlkpSuffix Suffix Type Lookup Table (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y strSuffix 3  Text No Description 


tlkpSupervisionStatus Offender Parole/Probation Status (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y SupervisionStatusID 4  Long Integer SQL Server Identity field 
   Y SupervisionStatus 32  Text Description of the supervision status 


tlkpSystem Application using the Fee Audit System (FAUD SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngSysCnt 4  Long Integer Artificial primary key. 
     strSystem 4  Text System 
     strStatus 1  Text Status (A=Active, I=Inactive). 


tlkpTravelDocType Passport/VISA/Green Card Type Lookup Table (SOR SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y TravelDocTypeId 4  Long Integer SQL Server Identity field 
   Y TravelDocType 32  Text Description of the travel document 


tlkpWReason Fee Waiver Reason (FAUD SQL Server) 


Pri Req Field Name Field Size/Type Field Description 
 Y Y lngWReasonCnt 4  Long Integer Artificial primary key. 
     lngSys 4  Long Integer Foreign key to tlkpSystem. 
     strWReason 50  Text Reason. 
     strStatus 1  Text Status (A=Active, I=Inactive). 
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 Data Dictionary 
vu_OutstandingAppeals SOR SQL Server View 


Pri Req Field Name Field Size/Type Field Description 
   Y lngAppealsID 4  Long Integer Appeal primary key 
   Y lngHearings 4  Long Integer Foreign key to tblHearings's primary key 
   Y dteAppealRequested 8  Date Date the appleal was requested 
     dteAppealDate 8  Date Date the appeal will take place 
     dteAppealResultDate 8  Date The date the result of the appeal is available 
     intAppealResult 4  Long Integer Foreign key to tlkpHearingResults 


vu_OutstandingHearings SOR SQL Server View 


Pri Req Field Name Field Size/Type Field Description 
   Y lngHearingsID 4  Long Integer Primary Key 
   Y lngOffenderID 4  Long Integer foreign key to tblOffender 
   Y dteHearingRequested 8  Date Date the hearing was requested 
     dteHearingDate 8  Date Date of the hearing 
     dteHearingResultDate 8  Date Date of the hearing results 
     lngHearingResult 4  Long Integer The hearing result. foreign key to tlkpHearingResults 


vu_qryMaxMailAddress SOR SQL Server View 


Pri Req Field Name Field Size/Type Field Description 
   Y OffenderID 4  Long Integer Foreign key to tblOffender 
     MaxOfAddressDate 8  Date Date of latest address for an offender 
   Y AddressType 1  Byte Type of Address 
     MaxOfAddressID 4  Long Integer Foreign key to tblAddress of the lastest address for an offender 


vu_qryMaxPhysicalAdd SOR SQL Server View 


Pri Req Field Name Field Size/Type Field Description 
   Y OffenderID 4  Long Integer Foreign key to tblOffender 
     MaxOfAddressDate 8  Date date of latest address 
   Y AddressType 1  Byte type of address 
     MaxOfAddressID 4  Long Integer Foreign key to tblAddress of latest address for an offender 
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 Data Dictionary 
vu_qryPOBoxOffenders SOR SQL Server View 


Pri Req Field Name Field Size/Type Field Description 
   Y OffenderID 4  Long Integer Foreign Key to tblOffender 


Friday, January 21, 2011 Page 31 of 31 





		App_F.pdf

		Document Purpose

		I. Introduction

		A. Project Background

		B. Document Scope



		II. CCH Overview

		A. CCH Record Construct

		B. CCH Data Contributors

		1. Law Enforcement and Booking Agencies

		2. Courts



		C. CCH Data Capture Methods

		1. Law Enforcement

		2. Courts

		3. Department of Corrections



		D. Applicant Checks and Fees

		E. Existing J-One/CCH Interfaces

		1. AFIS-to CCH-Processing

		2. Complaint Processing

		3. Disposition Processing



		F. CCH Application Basics

		G. CCH Outputs

		1. Automated Responses

		2. Manual Responses



		H. CCH Organization

		I. CCH Reports

		J. CCH Work Flows

		1. Roles

		2. Repository Management – 1

		Arrest Processing – 1.1

		Electronic Arrest Processing – 1.1.1

		Manual Arrest Processing – 1.1.2

		Courts Processing – 1.2

		Electronic Disposition Processing – 1.2.1

		Manual Disposition Processing – 1.2.2

		CAAFF Processing – 1.2.3

		Annulment Processing – 1.3



		3. Inquiries and Responses – 2

		Criminal Inquiry/Response Processing – 2.1

		Criminal FP-Based Inquiry Processing – 2.1.1

		Criminal Name-Based Inquiry Processing– 2.1.2

		Applicant Inquiry/Response Processing – 2.2

		Applicant FP-Based Inquiry Processing – 2.2.1

		Applicant Name-Based Processing – 2.2.2







		III. SOR Overview

		A. SOR Record Construct

		B. SOR Data Contributors

		C. SOR Data Capture Methods

		D. Registration Fees

		E. Existing SOR Interfaces

		F. SOR Application Basics

		G. SOR Reports

		H. SOR Organization

		I. SOR Work Flows

		1. Roles

		2. Repository Management – 1

		SOR Processing – 1.4





		Inquiries and Responses – 2



		IV. Technical Overview

		A. Hardware

		1. Overview

		2. Product Review



		B. Software

		C. Network

		1. Overview

		2. Interface Review



		D. Data Structures and Volumes

		1. Overview

		Data Record Volumes

		Transaction Volumes







		V. Findings and Recommendations

		A. Business Environments

		A-1. Generating responses to applicant inquiries (both FP- and name-based) is a very labor-intensive and manual process.  To the extent that responses vary according to the statutory authority of the inquiring entity, there may be an added burden to t...

		A-2. All SOR registrations and updates are completed on hard-copy forms and mailed to the SOR unit for entry into the system.

		A-3. All SOR records (registrations/updates) are entered into the system manually.

		A-4. Generating notifications to registrants and other interested parties, including other correspondence, is a very labor-intensive and manual process.

		A-5. The functional environment under which CCH and SOR records are collected and maintained is high-risk and publicly visible.



		B. Technical Environments

		B-1. The CCH and SOR systems have limited online management and ad hoc reporting capabilities that affect the visibility of the information being maintained.

		B-2. The current CCH is nearing the end of its planned life cycle.

		B-3. The CCH and SOR systems do not provide appropriate measures for auditing the update of information in either repository.

		B-4. The SOR system was not necessarily designed for the processing and retention of historical data.







		EXH 1 2 3.pdf

		303635.vsd

		Overview

		Legend

		1.1

		1.1.1

		1.1.2

		1.2

		1.2.1

		1.2.2

		1.2.3

		1.3

		1.4

		2.1

		2.1.1

		2.1.2

		2.2

		2.2.1

		2.2.2

		Page-18

		Page-19

		Page-20

		Page-21











