State of New Hampshire - Department of Safety
VISION Card Creation System (CCS) RFP 2015-072
Addendum 6
Additional Vendor Questions and Answers

Question Page RFP Paragraph ] .
Requirement Statement uestion Answer
Number | Number Number 9 Q
1 7 2.2 The workstations provided under this Would the state please define, “a State

procurement will exist in the DMV
network environment and will be a State
standard device configured to meet the
State standard specifications for operating
system and software.

standard device”?

OptiPlex 7020 SFF BTX (210-ACSN)

4GB (1x4G) 1600MHz DDR3 Memory (370-
AAJE)

US English (QWERTY) Dell KB212-B Quiet
Key USB Keyboard Black (580-AAQX)
Intel Integrated Graphics, Dell OptiPlex
(490-BBFG)

No Wireless (555-BBFO)

500GB 3.5inch Serial ATA (7,200 Rpm)
Hard Drive (400-AANO)

Windows 7 Professional, Canada MUI,
64bit (includes Windows 8.1 Pro 64bit
License and Media) (536-BBBJ)




Section 3.6.7
and 4.11.4

Legal Terms

Contain software license language that
does not appear applicable to the scope of
the RFP. Proponent would like to modify
the software license to only allow use of
any software without any right to produce
or publish the software. As this is not a
works made for hire contract, Proponent
is not able to allow third parties access to
source code or object code, nor is
Proponent comfortable providing certain
confidential and proprietary information
related to same at the termination of the
contract. Similarly, Proponent is not able
to support the State's use of its
intellectual property to create competing
software. Is the state amenable to
contract changes in keeping with these
concerns?

State would like to clarify its intent. The
Vendor shall license back to the State the
Statewide, perpetual, irrevocable, non-
exclusive, non-transferable, limited right
to use such software, source code, object
code, modifications, reports, and
Documentation created under the
Contract. If needed the state may release
source code/ object code to state vendors
in order to create links between this and
other state software needed take create
the driver's license and non driver ID
cards. No change will be made to 4.11.4.




Section 4.12.2
and 4.17

Legal Terms

contain carve outs to Proponent's
limitation of liability for the indemnity
obligations set forth in the State of New
Hampshire Terms and Conditions P37.
Proponent is uncomfortable with an
unlimited cap of direct damages arising in
relation to its indemnity obligations and
would like to know if the state is
amenable to removing this carve out to
allow the cap of 2X the Contract price to
apply to all indemnity obligations arising
under the Contract? Similarly, Proponent
is interested in limiting: (i) the term of the
performance bond to the conclusion /
expiration of any applicable warranty
provisions provided under the Contract
related to this particular RFP and (ii) to
only direct damages as provided in the
Contract.

No




State of New Hampshire Proposal
Transmittal Form Letter

State, Proponent's intends to limit the
number of requested modifications to the
Contract, but is unable to agree to at least
a few of the existing RFP terms. With that
in mind, is the State willing to remove or
amend the following: “The company has
reviewed and agreed to be bound by all
RFP terms and conditions including but
not limited to the STATE OF NEW
HAMPSHIRE TERMS AND CONDITIONS P-
37 in APPENDIX F: and GENERAL
CONTRACT REQUIREMENTS in Section 4,
which shall form the basis of any Contract
resulting from this RFP; No new terms and
conditions have been added and no
existing terms and conditions have been
deleted in this RFP Proposal.”

No

Section 7 Although only definitions, Proponent is State agrees to remove PCl language from
not PCI-DSS compliant and does not its definitions section. There is no
intend to offer any works made for hire requirement in the RFP that the vendor
under the Contract. Proponent would like [provide a PCl compliant product.
to modify any Contract language (which
may include related definitions) that is
inconsistent with these positions, is the
state amenable to such changes
General Can the State provide a workflow diagram |No

of the desired interactions between the
VISION system and the vendor system?

Section 1, Would the State owned production facility |Operated by state staff and maintained by

Overview option be staffed by vendor personnel or |vendor staff

state personnel?




8 4 Section 1, What method of remote access will be VPN
Overview allowed for vendor access to systems?
(Site-to-site VPN, dedicated private line,
etc.)
9 6 Section 1.2, Since the Vendor Conference was delayed |No
Schedule of and, subsequently, the submission of
Events questions, will the State grant a one-week
extension to the vendor proposal
submission date?
10 8 Section 2.3.5, What are the requirements for the Reference the RFP
Temporary temporary card?
Card
Production
11 8 Section 2.3.5, If this is a paper card produced from the [We did not expect the temporary cards to
Temporary laser printer, is it expected that some form|be laminated
Card of lamination is required to enhance
Production longevity and meet ‘at least 180 day’
lifespan of the temporary credential?
12 8 Section 2.3.5, What tests will be performed to ensure It is the vendors responsibility to ensure
Temporary temporary cards have a lifespan of at least |the temporary lasts 180-days if actual
Card 180 days? experience demonstrates the card doesn’t
Production last, the vendor is responsible to make the
appropriate corrections
13 12 Section 3.1.3, What is the target ‘Go Live’ date if VISION |The CCS system is expected to go live at
Project software will not be operational until Q4 [the same time as the VISION system
Schedule 2015?
14 13 Section 3.3.1, Can the State provide a template for the [Yes, after contract award
Testing and desired format of the test plan for easier
Acceptance inclusion in the VISION test plan?
15 14 Section 3.5, On- Does the Help Desk tool need to be The state must have at least "read only"

sight Technical
Support
Services

accessible to the State? Or is that up to
the discretion of the Vendor their defined
methodology?

access to the tool set.




16 14 Section 3.5, On- Are the operating hours Monday through |Standard operating hours are Monday-
sight Technical Friday, or does it also include Saturdays Friday 0700 to 1700 hrs. The central
Support and/or Sundays? server is expected to be available after
Services hours and weekends to support DMV after
hours initiatives.
17 14 Section 3.5, On- Are the PM and Technical support on call |The support is expected for customer
sight Technical 24-7 or just during normal operating hours|service counter equipment during normal
Support of 8AM - 4:30PM? business hours, central server support
Services must be 24-7
18 15 Section 3.6.2, In order to provide optimal postal The state will pay for postage and will
Shipping and discounts, would the State entertain consider all options to include paying
Delivery Fee paying postage direct rather than the direct or being invoiced but this will not be
Exemption Vendor paying? taken into consideration when scoring.
19 38 Section 5.5, Are the certificates identified in this Only after contract award
Required section required with our proposal
Certificates response, or only after contract award?
20 A-2 Section A-2, What level of system functionality is None
General required if the VISION system is
Requirements unavailable?
Checklist,
21 A-2 Section A-2, Are multiple data centers available within |The State can provide an alternate data
General the NH networks or may disaster recovery [center but has no alternate production
Requirements servers be housed in the same data facility. The vendors may propose a
Checklist, center? disaster recovery approach utilizing their
own facility.
22 A-2 Section A-2, As part of the Vision project, will state be [Yes
General importing all the data and images for any
Requirements “in process transaction” from the existing
Checklist, image capture system in the new Vision
repository?
23 A-2 Section A-2, By “In process”, we are referring to Yes
General transactions in which images have been
Requirements captured, but a card has not been
Checklist, produced.




24 A-2 Section A-2, Is it the intent of State that Vision system [Yes
General will primary repository for all driver data
Requirements including images and that state wishes to
Checklist, minimize the amount of data and duration
Requirement A- that any driver data will be store in other
2-5 repositories?
25 A-2 Section A-2, Approximately how many records will be |Approximately 20,000 records
General migrated into the Vendor database?
Requirements
Checklist,
Requirement A-
2-6
26 A-3 Section A-2, How often will the State team, along with [Prior to go live and again on an annual
General the Vendor team, be required to test the |basis
Requirements Disaster Recovery plan - annually,
Checklist, quarterly, monthly, etc.?
Requirement A-
2-15
27 A-5 Section A-2, Is Active Directory the only system with Yes
General which SSO will occur?
Requirements
Checklist,
Requirement A-
2-38
28 A-7 Section A-3, Is there an estimated number of training [Up to the vendors proposal
Deliverables trips each year?
and Milestones
29 A-7 Section A-3, What is the estimated length of training  |Up to the vendors proposal
Deliverables for each?
and Milestones
30 A-7 Section A-3, Will all training be in Concord or will the |Training to be held in Concord
Deliverables training be at the individual facilities?

and Milestones




31 A-8 Section A-4, This section states reference to “web “The integration should be seamless using
Detailed services” for interface between the Vision |web services. The Tightly integrated here
Interface and the CCS software. Topic 7 States refers to seamless transition of business
Requirements that the CCS must be tightly integrated processes and data between two systems”
with the Vision systems.
32 A-8 Section A-4, Will the VISION system host the SFTP Vision Environment’s SFTP server can be
Detailed server or will the vendor need to provide [utilized
Interface such a server?
Requirements
33 B-2 Section B-2, Is the State responsible for supplying their |The State will provide a "VISION"
Test Planning own testing environment? environment. The vendor must provide a
and "back end" environment
Preparation
34 C-5 Appendix D, Given the sensitivity nature of the driver |No
Topic 4 license records and risk of identity thief, it
is critically important to ensure that the
obligations under of the New Hampshire
Drivers Privacy Protection Act Driver
Privacy Act (DPA), NH RSA 260:14 are
meet and enforceable. To this end, all
Personally Identifiable Information must
remain solely within the 48 contiguous
U.S. states and the District of Colombia.
35 C-5 Appendix D, Is a mandatory tender requirement fora |No
Topic 4 vendor owned card production facility
would need to be located within the 48
contiguous states of the United States of
America and the District of Colombia?
36 C-5 Appendix D, As well, Is it a mandatory requirement No
Topic 4 that any back up production facility would

need to be located within the 48
contiguous states of the United States of
America and the District of Colombia?




37 C-7 Appendix D, This section states that the response page |Yes, 4-pages
Section D-1, limit is 4 pages. However, the summary
Topic 8 table on page C-3 shows 2 pages. Please
clarify.
38 C-8 Appendix D, How should documents which fail The image shall be captured, the reason
topic 11 document authentication be handled? for failure should be "logged"
39 C-8 Appendix D, Should the system cross-check fields from |This would be acceptable feature if the
topic 11 authenticated documents with data vendor would like to provide it
provided by the VISION system as part of
authentication?
40 c9 Appendix D, This section states that the response page |6-pages
Section D-1, limit is 6 pages. However, the summary
Topic 16 table on page C-3 shows 3 pages. Please
clarify.
41 19]|Appendix E Can the State provide a list of documents |Jurisdiction ID's, passports and federal

that are considered valid for document
authentication?

credentials




42

Appendix E,
Section E-2,
Card Design

*C.3 Misuse by theft of original blank
documents

Driver's licenses have become increasingly
important to the day to lives of American
citizens. The findings the 9/11
commission identity that driver’s license
are an important element of civil and
national security; therefore, it is important
to ensure a secure and reliable source of
supply for not only the driver license and
ID cards themselves, but also the card
materials and security laminates. These
items could be used to produce cards that
are indistinguishable from the legitimate
ones. Given the critical nature of the card
materials and laminates, it is very
important to ensure the reliability and
security of the supply chain and the
manufacture of blank cards or other
sensitive materials not just the
personalization step. Will consideration
be given to potential suppliers that
manufacture and source the majority of
components form within the within the 48
contiguous U.S. states or the District of
Colombia?

Consideration will be given based on the
scoring criteria identified in the RFP.

43

Ul

Attachment 1
CCS (batch)
Interface HLD
V1_2.docx

“For Permanent Credential Issuance
Process, VISION will pass a file with
records for each permanent credential to
be produced. CCS will use the
photo/signature images that it has on
file.”

There are cases when the CCS may not
have the photo/signature images on file
such as reprint or if card personalization
preformed within the vendors facilities. Is
DOS open to amending Batch interface to
include the photo and signature images?

For transactions where image capture is
not contemporaneous with the
transaction, VISION will transfer the image
to the card creation system.




44 5|Attachment 2 |In "image first" transactions, must the In "image first" transactions, must the It is expected to cache image/signature
CCS (online) vendor system cache the image/signature |vendor system cache the image/signature
Interface HLD |for later issuance or will it be provided for later issuance or will it be provided
v1.3 in section [back to the system from VISION when a back to the system from VISION when a
1.1 Purpose card issuance request is made? card issuance request is made?
and Scope
45 Attachment 2 What version of BizTalk is being utilized BizTalk Server 2012 R2
CCS (online) for VISION?
Interface HLD
v1.3 in section
1.3
Assumptions
and
Dependencies

46 5 1.1{The foremost requirement is that there Must the existing software product be in |No
must be an existing software product as  [current use in an AAMVA jurisdiction?
the foundation for any proposal.

47 A-1 A-2 All Requirements are Mandatory and the |Since Requirements are Mandatory, will a |Consideration will be given based on the
Vendor must indicate a response for each |vendor be disqualified if they check “Not [scoring criteria identified in the RFP.
requirement listed in the table. If Included” for a requirement?
modifications are needed to meet the
requirements, those modifications must
be included in the cost, otherwise check
“Not Included” if the requirement cannot
be met.

48 Amendment 3 — Answer to Question 15 |Would the state please clarify the types, [The successful vendor must be able to

references Question 11 which refers to
annual service and support pricing

formats and quantities of legacy data to
be imported into the new solution?

migrate data for all transactions that are
pending at the time of the go-live date.
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Section 4.12.2
and 4.17

Contain carve outs to Proponent's
limitation of liability for the indemnity
obligations set forth in the State of New
Hampshire Terms and

Conditions P37. Proponent is
uncomfortable with an unlimited cap of
direct damages arising in relation to its
indemnity obligations and would like to
know if the

state is amenable to removing this carve
out to allow the cap of 2X the Contract
price to apply to all indemnity obligations
arising under the Contract? Similarly,
Proponent is interested in limiting: (i) the
term of the performance bond to the
conclusion / expiration of any applicable
warranty provisions provided under the
Contract related to this particular RFP and
(ii) to only direct damages as provided in
the Contract.

No
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1) Section 4 -
General
Contract
Requirements:
Sections: 4.5;
4.8; 4.9; 4.10;
4.11; 4.12.2;
4.13; 4.14 and
4.152)
Appendix F -
State of New
Hampshire
Terms and
Conditions P-
37:

Sections 3.2;
5.1; 5.2; 6.1;
6.3; 7.1, 9;
10; 13; 14 and
18

The State and the Vendor have in place a
comprehensive agreement that allows for
the purchase of hardware, software and
associated services. This agreement was
recently extended by the parties until
2020. The Vendor would respectfully seek
to utilize the substance of the terms and
conditions as agreed to by the parties in
our Master Agreement as the basis for the
terms and conditions contained in the
State's RFP. We seek the State's
concurrence with this approach, as it will
expedite commencement of the project
should we be chosen for award.
Specifically, in accordance with the State's
request, the Vendor has identified the
following sections of the State's RFP that
the Vendor would seek revisions,
consistent with our Statewide contract:

1) Section 4 - General Contract
Requirements:

Sections: 4.5; 4.8; 4.9; 4.10; 4.11;
4.12.2; 4.13; 4.14 and 4.15 2)
Appendix F - State of New Hampshire
Terms and Conditions P-37:

Sections 3.2; 5.1; 5.2; 6.1; 6.3; 7.1, 9;
10; 13; 14 and 18

No
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		Response Extract in Word

This extract may be used by vendors to record official responses to pricing, schedule and requirements.  







Table 5-1: Proposed State Staff Resource Hours Worksheet

		State Role

		Initiation

		Configuration

		Implement

		Project Close Out

		Total



		Project Manager

		

		

		

		

		



		Position 1

		

		

		

		

		



		Position 2

		

		

		

		

		



		Position 3

		

		

		

		

		



		Position 4

		

		

		

		

		



		Position 5

		

		

		

		

		



		State Total

		

		

		

		

		





Table A-2 General Mandatory Requirements and Deliverables - Vendor Response Checklist


		Section

		No.

		Description

		Y

		N

		Vendor Comments



		Administration

		A-2-1

		System administration must limit the number of people with security access that can grant or change authorizations.  Authorize users and client applications to prevent access to inappropriate or confidential data or services.

		

		

		 



		Architecture

		A-2-2

		Technology transition shall be a major vendor responsibility throughout the contract and during all phases of implementation and development.  In preparing State Staff to use the product the vendor shall include State personnel in all team meetings and shall ensure State personnel are given functional/configuration walkthroughs on the system especially NH unique system configurations. 

		

		

		 



		

		A-2-3

		Vendor must propose a survivable architecture to automatically transfer operations to failover equipment in the event of production systems failure.  A description of the approach for high availability in this application environment must be provided. 

		

		

		 



		Changes

		A-2-4

		The Vendor must include all identified legislative changes during the requirements definition phase of this contract as part of the original system requirements.

		

		

		 



		Conversion

		A-2-5

		Import existing data from current system and test sufficiently to ensure timing and results of data into new data repository.  Verify that the data meets all current business rules and requirements.

		

		

		 



		

		A-2-6

		Data migration from old system to new system: extract/import, not to exceed 48 hours.

		

		

		 



		

		A-2-7

		The conversion validation testing must replicate the entire flow of the converted data through the new system software solution. Conversion consists of two (2) separate testing phases.  First the legacy data must be migrated to the new database and then validated that the data has been committed to the correct fields in the new database. In addition, all reports prior to the conversion on the legacy database should match similar reports run against the data after migration to ensure all information has been converted correctly. 

		

		

		 



		

		A-2-8

		Vendor must test creation of extract file and verify that the data was extracted correctly.

		

		

		 



		

		A-2-9

		Migration plan must address all the issues associated with data migration including but not limited to data field mapping between systems, data cleanup on legacy system, data migration timelines to ensure availability for appropriate testing schedules.

		

		

		 



		Data

		A-2-10

		Data exchange between the external interface and VISION system must be encrypted via a secured transmission.

		

		

		 



		

		A-2-11

		Vendor must test and demonstrate data sharing among common data components of their system.

		

		

		 



		

		A-2-12

		Procedures to archive and purge data must be updated based on the processing requirements of the new environment. The vendor, in collaboration with DOS and DoIT, will be responsible for documenting and implementing those revised procedures prior to the implementation date of the new infrastructure; however the new software infrastructure must be configurable to the extent that this requirement can be met.

		

		

		 



		Design

		A-2-13

		All documentation must include full, as built, system documentation, user administration documentation, and documentation of any unique NH DMV specific configuration.  All documentation must be in Microsoft Word format.

		

		

		 



		Disaster Recovery Plan

		A-2-14

		Vendor must provide a Disaster Recovery plan and a Business Continuity plan.  This plan must detail how services will be continued if major problems are encountered anywhere in the technology infrastructure or in the event of a disaster at any point in time during the project or post-implementation.  The Disaster Recovery procedures must be provided in a check list format. 99.999% (hours of use) uptime is paramount in this environment.  

		

		

		 



		

		A-2-15

		The State team along with the Vendor team must test the Disaster Recovery plan as directed by the State. 

		

		

		 



		Documentation

		A-2-16

		Vendor must provide end user documentation and shortcut sheets if applicable.  Documentation must be in Microsoft Word format.

		

		

		 



		

		A-2-17

		Vendor must provide a document providing procedures for maintenance including system and data backup, log maintenance and any other procedures identified must be provided.

		

		

		 



		

		A-2-18

		All user, technical and System Documentation as well as Project Schedules, plans, status reports, and correspondence must be maintained. The response shall describe the formats that will be used to produce the Project Documentation.

		

		

		 



		Edits

		A-2-19

		Apply appropriate edits and crosschecks of data to maintain data integrity.

		

		

		 



		Encryption

		A-2-20

		Use Secure Sockets Layer (SSL) or equivalent for all sensitive pages traveling on the Intranet/Internet.

		

		

		 



		Environment

		A-2-21

		System must have a properly tuned production environment along with end-user training environment and User Acceptance Testing environment.

		

		

		 



		

		A-2-22

		The Vendor is responsible for the installation and configuration of all system and application software required for the development, CERT, UAT, SIT testing and production environments. The Vendor shall work collaboratively with the Department of Information Technology (DoIT) staff to implement, install and configure the required software in accordance with DoIT standard methods.  Any variations from the DoIT standards that are required for successful system implementation will be explained and documented by the vendor.

		

		

		 



		GUI

		A-2-23

		The Vendor will provide screens that are user friendly and easily maneuverable for displaying information.

		

		

		 



		

		A-2-24

		The application shall not display cryptic or error and exception handling when not executing as designed in the production environment.  The system shall display user friendly, common terminology as agreed to between the Vendor and State during System Design and UAT testing.  All errors shall be recorded to error logs for further use.

		

		

		 



		

		A-2-25

		Any modifications, outside of the current State safety standards, to Internet Explorer or printer settings must be provided to the State and should not affect the use of any other Department of Safety standard applications.

		

		

		 



		Interface

		A-2-26

		The vendor must provide specification documentation for all interfaces incorporated into the new system.  The interface documentation must provide instructions for connectivity and communication with the new system.

		

		

		 



		Performance

		A-2-27

		Average response time must be two seconds or less.  

		

		

		 



		

		A-2-28

		The technology solution must meet the current service level.  The solution must provide an average response time of three seconds or less for each service tested during Tuning and Stress testing.  Those which fail to meet this requirement shall require approval by the State or shall be required to be re-worked until the objective is met.

		

		

		 



		Plan

		A-2-29

		Vendor must provide a detailed implementation plan to be incorporated into the VISION project plan. 

		

		

		 



		

		A-2-30

		The Implementation plan must be reviewed and approved by the State Technical Team

		

		

		 



		

		A-2-31

		Vendor must provide a systems backup plan that minimizes downtime. 

		

		

		 



		Project Management

		A-2-32

		The Vendor will provide detailed biweekly status reports on the progress of the Project, which will include but not limited to expenses, implementation effort and progress to date.

		

		

		 



		Reports

		A-2-33

		The application must provide methods to enforce constraints and limitation for customized queries and reports to prevent the degradation of the performance of the production system.

		

		

		 



		

		A-2-34

		The application must provide both predefined and custom ad-hoc reports. These reports must be capable of being processed and validated with NH DMV data both on a scheduled basis or as requested on demand.

		

		

		 



		

		A-2-35

		Vendor must execute and verify accuracy of all reports at various intervals throughout testing.

		

		

		 



		Rollback

		A-2-36

		Provide a rollback process to the legacy system if serious problems arise during implementation

		

		

		 



		Security

		A-2-37

		Provide screens that allow the users, with appropriate levels of security, to perform corrective actions on data being captured that may have been reported in error, while maintaining appropriate audit trail of who made the change, when it was made, and comments/remarks as to why a change was necessary.  System should be configurable to send all logs to a centralized log server for security purposes.

		

		

		 



		

		A-2-38

		Single sign-on (SSO) must be used for system solution per authorization tables.

		

		

		 



		

		A-2-39

		Password must not be readable on the user screen.

		

		

		 



		

		A-2-40

		Users must change their password a minimum of once every 90 days and edit rules to comply with State strong password standards.

		

		

		 



		

		A-2-41

		The password lifecycle must be a configurable parameter.

		

		

		 



		

		A-2-42

		The number of logon attempts before lockout must be a configurable parameter.

		

		

		 



		

		A-2-43

		System must prevent a user from accessing the system when the user has not logged on for a period of time.  The timeout period must be a configurable parameter.

		

		

		 



		

		A-2-44

		System must include an automatic log off feature to log the user off the system after a specified timeout period of inactivity. The automatic log off feature must be a configurable parameter that represents an amount of time.

		

		

		 



		

		A-2-45

		System must provide security access utilizing unique user roles or needs based on these roles as authorized and identified by the State.

		

		

		 



		

		A-2-46

		Application code must prevent single user simultaneous logins based on user profiles.  Simultaneous logins must be a configurable level of security for authorized individuals.

		

		

		 



		

		A-2-47

		System must enforce complex passwords of ten characters or more in accordance with DoIT’s statewide User Account and Password Policy.  System must track use and report on stale accounts per the State Policy.  (This policy will be made available to the vendor once the contract has been awarded.)

		

		

		 



		

		A-2-48

		A database audit log must record all modifications and inquiries to data.

		

		

		 



		

		A-2-49

		Enforce unique user names.

		

		

		 



		

		A-2-50

		Encrypt passwords in transmission and at rest within the database.  

		

		

		 



		

		A-2-51

		The application shall not store authentication credentials or sensitive data in its code.  At a minimum, the application shall be tested as outlined in the Open Web Application Security Project (OWASP) Top Ten (http://www.owasp.org/index.php/OWASP_Top_Ten_Project) with the results provided to the State upon completion.

		

		

		 



		

		A-2-52

		The application must allow a user to explicitly terminate a session.  No remnants of the prior session should then remain on the user workstation. The application shall log all activities.

		

		

		 



		

		A-2-53

		Subsequent application enhancements, upgrades and any customization shall not remove or degrade security requirements.

		

		

		 



		

		A-2-54

		Ensure application has been tested and hardened to prevent critical application security flaws.

		

		

		 



		

		

		

		

		

		





A-3
Deliverables and Milestones

Table A-3 indicates the major deliverables and milestones for the Project.  The milestones may be modified to some extent to reflect the Vendor’s project deployment strategy. These stages represent receipt and acceptance points for major deliverables.  

Just as Table A-3 may be customized with respect to milestones, it may also be customized to reflect the way the Vendor will sequence deployment of the subsystems.  Vendors may submit a single Table A-3, a separate Table A-3 for each deliverable or a Table A-3 for each group of deliverables the vendor wishes the state to treat as a unit. 

Table A-3 Project Activity and Deliverable/Milestone Table

		Name of Mandatory Project Activity and Deliverable/Milestone



		Activity and Deliverable/Milestone

		Delivery Type

		Comment



		Project Management Plan

		Written

		



		Initiation Phase (Conduct Kickoff)

		Non-Software

		



		Communications Plan to be added to the VISION Implementation Plan

		Written

		



		Change Management Plan to be added to the VISION Implementation Plan

		Written

		



		Interface Plan and Design/Capability

		Written

		



		Data Conversion Plan and Design

		Written

		



		Risk and Issue Management Plan

		Written

		



		Implementation Plan to be added to the VISION Implementation Plan

		Written

		



		Comprehensive Training Plan, Materials, and Curriculum to be added to the VISION Training Plan

		Written

		



		On-Site Technical Support Plan

		Written

		



		Documentation of Operational Procedures

		Written

		



		Software Configured to Satisfy State Requirements

		Software

		



		Conduct Volume / Stress Testing  & Tuning

		Written

		



		Support User Acceptance Testing

		Written

		



		Support Training

		Non-Software

		



		System Acceptance 

		Non-Software

		



		Project Close Out

		Written

		





APPENDIX A:   PRICING WORKSHEETS

A Vendor’s Cost Proposal must be based on the worksheets formatted as described in this Appendix.


All costs for all equipment and services must be represented in a fully loaded per card cost.   Card production over the last 5 years is as follows: 


FY 2014 – 344,427 


FY 2013 – 356,816

FY 2012 – 348,803

FY 2011 – 203,869


FY 2010 – 304,673

C-1
Annual Service and Support Pricing Worksheet


Table C-1A:
YEARS 1 THROUGH 5 PER CARD COST ON SITE DMV PRINT FARM

		Features

		Year 1 Cost

		Year 2 Cost

		Year 3 Cost

		Year 4 Cost

		Year 5 Cost



		Basic Card (includes support, maintenance, annual card design review, and on-going licensing costs for 2 level 1, 2 level 2 and 1 level 3 security features)

		

		

		

		

		



		Temporary Card

		

		

		

		

		



		Additional  Work Station

		

		

		

		

		



		Optional Additional Level 1 security feature

		

		

		

		

		



		Optional Additional Level 2 security feature

		

		

		

		

		



		

		

		

		

		

		



		Total–Per Card Cost

		

		

		

		

		





Table C-1B:
OPTIONAL 2 YEAR EXTENSION – PER CARD COST ON SITE DMV PRINT FARM

		Features

		Year 6 Cost

		Year 7 Cost



		Basic Card (includes support, maintenance, annual card design review, and on-going licensing costs for 2 level 1, 2 level 2 and 1 level 3 security features)

		

		



		Temporary Card

		

		



		Additional  Work Station

		

		



		Optional Additional Level 1 security feature

		

		



		Optional Additional Level 2 security feature

		

		



		

		

		



		Total–Per Card Cost

		

		





Table C-2A:
YEARS 1 THROUGH 5 PER CARD COST VENDOR SITE PRINT FARM


		Features

		Year 1 Cost

		Year 2 Cost

		Year 3 Cost

		Year 4 Cost

		Year 5 Cost



		Basic Card (includes support, maintenance, annual card design review, and on-going licensing costs for 2 level 1, 2 level 2 and 1 level 3 security features)

		

		

		

		

		



		Temporary Card

		

		

		

		

		



		Additional  Work Station

		

		

		

		

		



		Optional Additional Level 1 security feature

		

		

		

		

		



		Optional Additional Level 2 security feature

		

		

		

		

		



		

		

		

		

		

		



		Total–Per Card Cost

		

		

		

		

		





Table C-B:
OPTIONAL 2 YEAR EXTENSION – PER CARD COST VENDOR SITE PRINT FARM

		Features

		Year 6 Cost

		Year 7 Cost



		Basic Card (includes support, maintenance, annual card design review, and on-going licensing costs for 2 level 1, 2 level 2 and 1 level 3 security features)

		

		



		Temporary Card

		

		



		Additional  Work Station

		

		



		Optional Additional Level 1 security feature

		

		



		Optional Additional Level 2 security feature

		

		



		

		

		



		Total–Per Card Cost

		

		





    E-1 Mandatory DL/ID Card Data Element tables

		Data ref.

		On card reference

		Zone placement

		Data element

		Definition

		Card type

		Field maximum length/type

		Y/N



		a.

		1

		Zone II

		Family Name

		Family name (commonly called


surname or last name), or primary identifier, of the individual that has been issued the driver license or identification document. If the individual has only one name, it will be placed in this data element. Collect full name for record, print as many characters as possible on portrait side of DL/ID.

		Both

		V40ANS

		



		b.

		2

		Zone II

		Given names

		Given name or names (includes all of what are commonly referred to as first and middle names), or secondary identifier, of the individual that has been issued the driver license or identification document. If Suffix is used, the Given Names and the Suffix must be separated by a comma and a space. Collect full name for record, print as many characters as possible on portrait side of DL/ID.

		Both

		V80ANS

		



		c.

		3

		Zone II

		Date of birth


DOB

		Month, day, year (If unknown, approximate DOB).


Format: MM/DD/CCYY U.S.

		Both

		F10NS

		



		d.

		4a

		Zone II

		Date of Issue


Iss

		Date DL/ID was issued.


Format: MM/DD/CCYY U.S.

		Both

		F10NS

		



		e.

		4b

		Zone II

		Date of expiry


Exp /




		Date DL/ID expires.


Format: MM/DD/CCYY U.S.

		Both

		F10NS

		



		f.

		4d

		Zone II

		Customer identifier

		NH DL/ID number

		Both

		V25ANS

		



		g.

		5

		Zone II

		Document


discriminator DD  




		Number must uniquely identify a particular document issued to that customer from others that may have been issued in the past. This number may serve multiple purposes of document discrimination, audit information number, and/or inventory control.

		Both

		V25ANS

		



		h.

		

		Zone III

		Portrait 



		A reproduction of the cardholder’s


photograph/image. The portrait must be in color unless laser engraving card production is used.

		Both

		(Image)

		



		i.

		

		Zone II / III

		Signature 

		A reproduction of the cardholder’s signature. The signature may overlap the portrait image. If the signature overlaps the portrait, it may be in Zone III.  Otherwise, it must be in Zone II.

		Both

		(Image)

		



		j.

		8

		Zone II

		Cardholder Address




		The place where the cardholder resides and/or may be contacted (street/house number, municipality etc.). The issuing jurisdiction may choose to use either the mailing or physical address. If a mailing address such as a P.O. Box is used on portrait side of document, the residence address must be


collected for the electronic record.

		Both

		V108ANS

		



		k.

		9

		Zone II /


Zone IV

		Vehicle


classifications / categories 

		Vehicle types the driver is


authorized to operate. Each vehicle classification / category denoted on the DL/ID must be described or illustrated in Zone IV.

		DL

		V6ANS or image

		



		l.

		9a

		Zone II / Zone IV

		Endorsements


End / 




		Jurisdiction-specific codes denoting additional privileges granted to the


cardholders, such as hazardous materials, passengers, doubles/triples trailers, motorcycle, chauffeur, emergency vehicles, and farm vehicles. Each endorsement denoted on the DL/ID must be described or illustrated in Zone IV.

		DL

		V5ANS or image

		



		m.

		12

		Zone II /


Zone IV

		Restrictions /


conditions / information codes 



		Jurisdiction-specific codes used by the issuing jurisdiction to indicate restrictions or conditions that apply to the cardholder (shown as alphanumeric codes or pictographs). Other medical, administrative, or legal limitations applying to the cardholder are also to be displayed in this area. Restrictions or conditions denoted in Zone II must be described in Zone IV. If no restrictions or other conditions apply to the cardholder, "NONE" shall be indicated.

		DL

		V12ANS


(Image)

		



		n.

		15

		Zone II

		Cardholder sex




		Cardholder's sex: M for male, F for female. 

		Both

		F1A

		



		o.

		16

		Zone II

		Height




		U.S. : feet and inches


ex. 6 foot 1 inch =  "6’-01”" Canada: centimeters (cm), number of centimeters followed by " cm"


ex. 181 centimeters="181 cm"

		Both

		F6ANS

		



		p.

		18

		Zone II

		Eye color


Eyes 

		Blue, brown, black, hazel, green, gray, pink, maroon, dichromatic. If the issuing jurisdiction wishes to abbreviate colors, the three- character codes provided in


ANSI D20 must be used.

		Both

		V12A

		





Table E-2 — Card Body Design Features

		

		

		

		Threats

		

		



		#

		Security feature

		M/O

		*A.1

		*A.2

		*B.1

		*B.2

		*C.3

		Level 1

		Level 2

		Y/N 





		1.1

		UV-A dull substrate material

		M

		x

		x

		x

		

		

		

		x

		



		1.2

		Fixed printed and/or dynamic data on different layers

		O

		

		

		x

		x

		x

		

		x

		



		1.3

		Tamper evident card body

		O

		x

		

		x

		x

		

		x

		x

		



		1.4

		Taggant substances for genuine authentication

		O

		x

		x

		x

		x

		

		

		x

		



		1.5

		Look through element (transparent) such as window element

		O

		x

		x

		x

		

		

		x

		

		



		1.6

		Look through element comprising grey levels

		O

		x

		x

		x

		

		

		x

		x

		



		1.7

		Card core inclusions

		O

		x

		x

		

		

		

		x

		

		



		1.8

		Pre-printed serial number on card blanks

		O

		

		

		

		

		x

		x

		x

		



		1.9

		Embossed surface pattern

		O

		x

		x

		x

		x

		

		x

		x

		



		1.10

		Embedded thread, fiber or planchette

		O

		x

		x

		

		x

		

		x

		x

		



		1.11

		Security bonding

		O

		

		

		x

		x

		

		x

		

		





Table E-3 — Security Design, Resistant to Reproduction Features

		

		

		

		Threats

		

		

		



		#

		Security feature

		M/O

		*A.1

		*A.2

		*B.1

		*B.2

		*C.3

		Level 1

		Level 2

		Y/N 





		2.1

		No CMYK colors and at least 2 special colors

		M

		x

		x

		

		

		

		

		x

		



		2.2

		Guilloche design

		M

		x

		x

		x

		

		

		x

		x

		



		2.3

		Anti-scan pattern

		O

		x

		x

		x

		

		

		

		x

		



		2.4

		Micro printed text

		O

		

		x

		x

		

		

		

		x

		



		2.5

		Duplex security pattern

		O

		X

		x

		x

		

		

		x

		x

		



		2.6

		Rainbow printing

		O

		X

		x

		x

		

		

		x

		x

		



		2.7

		Deliberate   error   into   the   design   or microprint

		O

		

		x

		x

		

		

		

		x

		



		2.8

		Use of non-standard type-fonts

		O

		

		x

		x

		

		

		x

		x

		



		2.9

		Front to back (see through) register

		O

		X

		

		

		

		

		x

		

		



		2.10

		Micro Optical Imaging

		O

		

		x

		

		x

		x

		

		x

		





Table E-4 — Security Ink/Pigment Features

		

		

		

		Threats

		

		

		



		#

		Security feature

		M/O

		*A.1

		*A.2

		*B.1

		*B.2

		*C.3

		Level 1

		Level 2

		Y/N



		3.1

		Security background printing

		

		

		

		

		

		

		

		

		



		3.1.1

		UV fluorescent ink in security background printing

		M

		x

		x

		x

		

		

		

		x

		



		3.1.2

		Optical effect pigments (other than UV


or IR pigments)

		O

		x

		x

		x

		

		

		x

		x

		



		3.1.3

		IR-fluorescent ink

		O

		x

		x

		x

		

		

		

		X

		



		3.1.4

		IR-drop out inks

		O

		x

		x

		x

		

		

		

		X

		



		3.1.5

		Non-optical effect pigments

		O

		x

		x

		x

		

		

		

		X

		



		3.1.6

		Metameric Ink

		O

		x

		x

		

		x

		

		

		X

		



		3.1.7

		Phosphorescent Ink

		O

		x

		x

		x

		

		

		x

		X

		



		3.1.8

		Tagged Ink

		O

		x

		x

		x

		x

		x

		

		X

		



		3.2

		Personalized data

		

		

		

		

		

		

		

		

		



		3.2.1

		Optical effect pigments (other than UV


or IR pigments)

		O

		x

		x

		x

		

		x

		x

		

		



		3.2.2

		IR-fluorescent ink

		O

		x

		x

		x

		

		x

		

		X

		



		3.2.3

		IR-drop out inks

		O

		x

		x

		x

		

		x

		

		X

		



		3.2.4

		Non-optical effect pigments

		O

		x

		x

		x

		

		

		x

		X

		



		3.2.5

		UV fluorescent ink in personalized data

		O

		

		

		x

		x

		

		

		X

		



		3.2.6

		Chemically reactive

		O

		

		

		x

		

		

		x

		

		



		3.2.7

		Metameric Ink

		O

		

		

		x

		x

		

		

		

		



		3.2.8

		Phosphorescent Ink

		O

		x

		x

		x

		

		

		x

		x

		



		3.2.9

		Tagged Ink

		O

		x

		x

		x

		x

		x

		

		x

		





Table E-5 — Protecting Personalized Data Features

		

		

		

		Threats

		

		

		



		#

		Security feature

		M/O

		*A.1

		*A.2

		*B.1

		*B.2

		*C.3

		Level 1

		Level 2

		Y/N



		4.1

		Printing  dynamic  data  elements  using digital imaging technologies

		M

		x

		

		x

		

		x

		x

		

		



		4.2

		Laminate, overlay or coating for surface printed data and portrait

		M

		x

		

		x

		x

		

		x

		x

		



		4.3

		PDF 417 Barcode

		M

		

		x

		x

		

		

		

		x

		



		4.4

		Security   background   overlapping   the portrait image area

		M

		x

		

		x

		x

		

		x

		

		



		4.5

		Embedded data in the portrait image

		O

		x

		

		x

		x

		x

		x

		x

		



		4.6

		Redundant personalized data

		O

		x

		

		x

		x

		x

		x

		x

		



		4.7

		Optical Variable Element

		O

		x

		x

		x

		x

		x

		x

		x

		



		4.8

		Areas of different surface reflection

		O

		x

		x

		x

		x

		

		x

		

		



		4.9

		Personalized tactile elements

		O

		x

		

		x

		x

		x

		x

		

		



		4.10

		Lenticular patterns such as variable laser element (CLI/MLI)

		O

		x

		x

		x

		x

		x

		x

		

		



		4.11

		Random   pattern   resulting   in   unique codes

		O

		x

		

		x

		x

		x

		

		x

		



		4.12

		Fine Line Foreground

		O

		x

		x

		x

		x

		

		x

		x

		



		4.13

		Ghost image

		O

		

		

		x

		

		

		x

		

		



		4.14

		Covert Device – Readable and Storage


Technology

		O

		x

		x

		x

		x

		x

		

		x

		



		4.15

		Covert variable pixel manipulation

		O

		x

		x

		x

		x

		x

		

		x

		



		4.16

		Digital seal

		O

		x

		x

		

		

		x

		

		x

		



		4.17

		Visible  security  device  overlapping  the portrait

		O

		x

		x

		x

		x

		x

		x

		x

		



		4.18

		Magnetic media fingerprinting

		O

		x

		x

		

		

		

		

		x

		



		4.19

		Optical media fingerprinting

		O

		x

		x

		

		

		x

		

		x

		





Table E-6 — 2D symbols header format

		Field

		Bytes

(Fixed)

		Contents

		Y/N



		1

		1

		Compliance Indicator:  A 2D symbol encoded according to the rules


of this standard shall include a Compliance Indicator. The Compliance Indicator as defined by this standard is the Commercial At Sign (“@”) (ASCII/ISO 646 Decimal “64”) (ASCII/ISO 646 Hex “40”). The Compliance Indicator is the first character of the symbol.

		



		2

		1

		Data Element Separator:  The Data Element Separator is used in this


standard to indicate that a new data element is to follow, and that the current field is terminated. Whenever a Data Element Separator is encountered (within a Subfile type which uses Data Element Separators),   the   next  character(s)   shall   either   be   a   Segment Terminator or shall define the contents of the next field according to the template of the specific Subfile. The Data Element Separator as


defined by this standard is the Line Feed character (“L  ” ASCII/ISO 646

F

Decimal “10”) (ASCII/ISO 646 Hex “0A”). The Data Element Separator


is the second character of the symbol.

		



		3

		1

		Record  Separator:     The  Record  Separator  as  defined  by  this


standard  is  the  Record  Separator  character  (“RS”  ASCII/ISO  646


Decimal “30”) (ASCII/ISO 646 Hex “1E”). As this report is presented for ratification, there is no special case defined for when this field will be used. It is embodied within the recommendation for future growth. The


Record Separator is the third character of the symbol and shall always


be reflected within the header in a compliant symbol.

		



		4

		1

		Segment  Terminator:     As  used  in  this  standard  the  Segment


Terminator  is  used  to  end  Subfiles  where  Field  Identifiers  are employed. The Segment Terminator as defined by this standard is the Carriage Return character (“CR” ASCII/ISO 646 Decimal “13”) (ASCII/ISO 646 Hex “0D”). The Segment Terminator is the fourth character of the symbol.

		



		5

		5

		File Type:  This is the designator that identifies the file as an AAMVA


compliant  format.  The  designator  is  defined  as  the  5  byte  upper


character string “ANSI “, with a blank space after the fourth character.

		



		6

		6

		Issuer Identification Number (IIN)9:  This number uniquely identifies

7F

the issuing jurisdiction and can be obtained by contacting the ISO Issuing Authority (AAMVA). The full 6-digit IIN should be encoded.

		



		7

		2

		AAMVA Version Number:  This is a decimal value between 00 and


99 that specifies the version level of the PDF417 bar code format. Version “0” and "00" is reserved for bar codes printed to the specification of the American Association of Motor Vehicle Administrators (AAMVA) prior to the adoption of the AAMVA DL/ID-


2000 standard. All bar codes compliant with the AAMVA DL/ID-2000 standard are designated Version “01”. All barcodes compliant with AAMVA Card Design Specification version 1.0, dated 09-2003 shall be designated Version “02”. All barcodes compliant with AAMVA Card Design Specification version 2.0, dated 03-2005 shall be designated Version “03”.   All barcodes compliant with AAMVA Card Design Standard version 1.0, dated 07-2009 shall be designated Version “04”. All barcodes compliant with AAMVA Card Design Standard version


1.0, dated 07-2010 shall be designated Version “05”. All barcodes compliant with AAMVA Card Design Standard version 1.0, dated 07-


2011 shall be designated Version “06”. All barcodes compliant with AAMVA Card Design Standard version 1.0, dated 06-2012 shall be designated  Version  “07”.  All  barcodes  compliant  with  this  current


AAMVA  standard  shall  be  designated  “08”.    Should  a  need  arise


requiring major revision to the format, this field provides the means to accommodate additional revision.

		



		8

		2

		Jurisdiction Version Number: This is a decimal value between 00


and 99 that specifies the jurisdiction version level of the PDF417 bar code format. Notwithstanding iterations of this standard, jurisdictions implement incremental changes to their bar codes, including new jurisdiction-specific data, compression algorithms for digitized images, digital signatures, or new truncation conventions used for names and addresses. Each change to the bar code format within each AAMVA version (above) must be noted, beginning with Jurisdiction Version 00.

		



		9

		2

		Number of Entries:  This is a decimal value between “01 and 99” that


specifies the number of different Subfile types that are contained in the bar code. This value defines the number of individual subfile designators  that  follow.  All  subfile  designators  (as  defined  below)


follow  one  behind  the  other.  The  data  related  to  the  first  subfile


designator follows the last Subfile Designator.

		





Table E-7 – Subfile designator format

		Field

		Bytes

		Contents

		Y/N



		1

		2

		Subfile Type:   This is the designator that identifies what type of data  is  contained  in  this  portion  of  the  file.  The  2-character


uppercase character field “DL” is the designator for DL subfile type


and “ID” is the subfile type for non-DLs containing mandatory and optional data elements as defined in tables D.3 and D.4. Jurisdictions may define a subfile to contain jurisdiction-specific information. These subfiles are designated with the first character of “Z” and the second character is the first letter of the jurisdiction's name. For example, "ZC" would be the designator for a California or Colorado jurisdiction-defined subfile; "ZQ" would be the designator for a Quebec jurisdiction-defined subfile. In the case of a jurisdiction-defined subfile that has a first letter that could be more than one jurisdiction (e.g. California, Colorado, Connecticut) then other data, like the IIN or address, must be examined to determine the jurisdiction.

		



		2

		4

		Offset:  These bytes contain a 4 digit numeric value that specifies


the number of bytes from the head or beginning of the file to where the data related to the particular sub-file is located. The first byte in the file is located at offset 0.

		



		3

		4

		Length:  These bytes contain a 4 digit numeric value that specifies


the length of the Subfile in bytes. The segment terminator must be included  in  calculating  the  length  of  the  subfile.  A  segment terminator = 1.  Each subfile must begin with the two-character Subfile Type and these two characters must also be included in the length.

		





Table E-8 – 2D Mandatory data elements

		Data

Ref.

		Element

ID

		Data Element

		Definition

		Card type

		Length  /

type

		Y/N



		a.

		DCA

		Jurisdiction-


specific vehicle class

		Jurisdiction-specific vehicle class / group code, designating the type of vehicle the cardholder has privilege to drive.

		DL

		V6ANS

		



		b.

		DCB

		Jurisdiction- specific


restriction codes

		Jurisdiction-specific codes that represent restrictions to driving privileges (such as


airbrakes, automatic transmission, daylight only, etc.).

		DL

		V12ANS

		



		c.

		DCD

		Jurisdiction-


specific endorsement codes

		Jurisdiction-specific codes that represent


additional privileges granted to the cardholder beyond the vehicle class (such as transportation of passengers, hazardous materials, operation


of motorcycles, etc.).

		DL

		V5ANS

		



		d.

		DBA

		Document


Expiration Date

		Date on which the driving and identification


privileges granted by the document are no longer valid. (MMDDCCYY for U.S., CCYYMMDD for Canada)

		Both

		F8N

		



		e.

		DCS

		Customer


Family Name

		Family name of the cardholder. (Family name is sometimes also called “last name” or “surname.”)  Collect full name for record, print as many characters as possible on portrait side of DL/ID.

		Both

		V40ANS

		



		f.

		DAC

		Customer First


Name

		First name of the cardholder.

		Both

		V40ANS

		



		g.

		DAD

		Customer


Middle Name(s)

		Middle name(s) of the cardholder. In the case


of multiple middle names they shall be


seperated by a comma “,”.

		Both

		V40ANS

		



		h.

		DBD

		Document Issue


Date

		Date on which the document was issued.


(MMDDCCYY for U.S., CCYYMMDD for


Canada)

		Both

		F8N

		



		i.

		DBB

		Date of Birth

		Date on which the cardholder was born. (MMDDCCYY for U.S., CCYYMMDD for


Canada)

		Both

		F8N

		



		j.

		DBC

		Physical


Description –


Sex

		Gender of the cardholder. 1 = male, 2 = female.

		Both

		F1N

		



		k.

		DAY

		Physical


Description –


Eye Color

		Color of cardholder's eyes. (ANSI D-20 codes)

		Both

		F3A

		



		l.

		DAU

		Physical


Description –

		Height of cardholder.


Inches (in): number of inches followed by " in"

		Both

		F6AN

		





		Data

Ref.

		Element

ID

		Data Element

		Definition

		Card type

		Length  /

type

		Y/N



		

		

		Height

		ex. 6'1'' = "073 in"


Centimeters (cm): number of centimeters followed by " cm"


ex. 181 centimeters="181 cm"

		

		

		



		m.

		DAG

		Address – Street


1

		Street portion of the cardholder address.

		Both

		V35ANS

		



		n.

		DAI

		Address – City

		City portion of the cardholder address.

		Both

		V20ANS

		



		o.

		DAJ

		Address –


Jurisdiction


Code

		State portion of the cardholder address.

		Both

		F2A

		



		p.

		DAK

		Address –


Postal Code

		Postal code portion of the cardholder address in


the U.S. and Canada. If the trailing portion of the postal code in the U.S. is not known, zeros will be used to fill the trailing set of numbers up to nine (9) digits.

		Both

		F11AN

		



		q.

		DAQ

		Customer ID Number

		The number assigned or calculated by the issuing authority.

		Both

		V25ANS

		



		r.

		DCF

		Document


Discriminator

		Number must uniquely identify a particular


document issued to that customer from others that may have been issued in the past. This number may serve multiple purposes of document discrimination, audit information number, and/or inventory control.

		Both

		V25ANS

		



		s.

		DCG

		Country


Identification

		Country in which DL/ID is issued. U.S. = USA, Canada = CAN.

		Both

		F3A

		



		t.

		DDE

		Family name


truncation

		A code that indicates whether a field has been


truncated (T), has not been truncated (N), or – unknown whether truncated (U).

		Both

		F1A

		



		u.

		DDF

		First name truncation

		A code that indicates whether a field has been truncated (T), has not been truncated (N), or – unknown whether truncated (U).

		Both

		F1A

		



		v.

		DDG

		Middle name

		A code that indicates whether a field has been


truncated (T), has not been truncated (N), or – unknown whether truncated (U).

		Both

		F1A
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